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1. Introduction
This contribution proposes a KI update to KI #8 for SEALDD enabled traffic control for different VAL users with different priorities.
2. Reason for Change
One of the scenario is that VAL server may need to restrict access bandwidth for specific users. This contribution proposes a solution for that scenario to help VAL server manage the traffic control of different VAL users with different priories.
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v1.0.0..
* * * First Change * * * *

* * * Next Change * * * *

4.8
Key issue #8: SEALDD data distribution

SEALDD server is used to provide enhanced data distribution service for vertical applications. For a specific peer of VAL client and VAL server, data traffic flows via the SEALDD enabler. There could be multiple types of SEALDD traffic between the SEALDD client and SEALDD server to meet the different VAL requirements and support different SEALDD services. Interactions between the SEALDD client and SEALDD server for data delivery should be studied.

In another example, VAL client and VAL server are from different application service providers and a SEALDD server provided by regulator (e.g. government) needs to carry out traffic control for the communication between the VAL client and VAL server for privacy/security reason. The VAL data flow is transferred via the SEALDD layer and the SEALDD layer terminates the SEALDD application traffic. The VAL data flow being transferred between the VAL client and VAL server may be subject to flow control (e.g. which entity talks with which entity, block/unblock, sensitive information screening/masking) in the application layer under different conditions (e.g. one hour during the night) by regulator.

NOTE:
Security aspects will be covered by SA3.

Different VAL server may have different data processing limit due to the server’s capability. For example VAL server has limited computing resources for video rendering/coding (downlink) or video decoding/ image recognition (uplink). For example, if the VAL server can only decode the video stream with a total 10Gbps bitrate, when the approaching video streams from the VAL clients are with bitrate of totally 15Gbps, the extra 5Gbps VAL traffic will not be handled timely and may be dropped due to delay issues. Under that assumption, the VAL server may also have different traffic control requirements for different users. For example, users in golden category can enjoy a maximum bandwidth as 100Mbps while premium users can only have a maximum bandwidth as 50Mbps. In this case, when large amounts of users are accessing the VAL server and the total bitrate of the VAL traffic streams are approaching the VAL server’s processing limit, the maximum bandwidth of the connected VAL user should be updated. For example, the maximum bandwidth of the connected users can be reduced to provide more available resources for the newly coming users or the connection request of the newly coming users can be rejected to avoid congestion. The actions can be flexible according to the VAL server’s requirements and traffic control policy.

Notice that the SA2 has supported per UE per QoS flow level bandwidth control for applications, but the current SA2 mechanism does not support per application level maximum bitrate or guaranteed bitrate configuration and related dynamical adjustment.

In order to fulfil the flexible traffic control requirements, it is proposed to enhance SEALDD layer to provide traffic control service to VAL server to save the resources and reduce the complexity of VAL server.

NOTE: The bandwidth control mechanism of SA2 may be consumed by the SEALDD layer to help fulfil the traffic control requirements.

The following aspects can be studied for this Key Issue:

-
What are the interactions between the SEALDD client and SEALDD server to enable the data transmission for different purposes? (e.g. redundancy, regular transmission).

-
How to control the SEALDD data distribution between the VAL client and VAL server.
-
How to enable a VAL server with total traffic limit to manage the bandwidth of different users dynamically to better serve the users?

