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1. Introduction

This contribution provides a solution to Key issue #24: SEAL capability access for EEL support
2. Reason for Change

FS_ADAES (TR 23.700-36) is discussing analytics service that may provide statistics or prediction related to the EEL, such as EAS/EES load. Such analytics can be utilized by the EEL to improve discovery services. 

Currently in the edge enabler layer, discovery procedures (such as EAS discovery, service provisioning, AC information exposure) is based on matching the filters in the discovery request with the information of the discovery targets. Specifically, EAS discovery currently considers only current EAS and AC information available to the EES. 

The EEL related analytics service supported by ADAES (e.g., edge load analytics, application performance analytics, etc.) may be utilized by the EEL to optimize the discovery services by providing predictive information of the edge environment and entities and assisting the selection of discovery targets. In this case, an EEL entity (e.g., EES, ECS, EEC, EAS) may act as the consumer of the analytics service and initiate analytics request to the ADAES. The analytics derived by the ADAES will be used by the EEL consumer in optimizing the discovery procedure, e.g., generating a discovery response based on predictive EEL information.

This solution provides an enhancement of EEL to:

· Specify analytics filter in a discovery request to identify discovery targets based on analytics (predictive) information.

· Apply analytics information in generating discovery response e.g. to exclude potentially overloaded EAS/EES.
· Selectively receive analnytics information from analytics service (e.g. ADAES).

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98. 

* * * First Change * * * *

7.X
Solution #X: Analytics-enhanced discovery 
7.x.1
Architecture enhancements

None

7.x.2
Solution description

7.x.2.1
General

The following solution corresponds to the key issue #24 on SEAL capability access for EEL support.

The EEL related analytics service supported by ADAES (e.g., edge load analytics, application performance analytics, etc.) may be utilized by EEL to optimize the discovery services by providing predictive information of the edge environment and entities and assisting the selection of discovery targets.. The analytics derived by the ADAES will be used by the EEL consumer in optimizing the discovery procedure, e.g., generating a discovery response based on predictive EEL information.

7.x.2.2
Procedure

Pre-conditions:

1. The EES has discovered ADAES or has been pre-configured with information of ADAES (e.g., by the ECS).

2. The EEC performs EEC registration and indicates the need for analytics-enhanced services (e.g. enhanced EAS discovery, analytics of the discovered EASs).

3. Based on the preconditions 1 and 2, the EES sends an analytics (subscription) request to the ADAES. In the request, the EES may specify what type(s) of analytics are required. For example, the EES may request for EAS related predictions (e.g., load, schedule, status) or recommendations. ADAES responds with the corresponding subscription response.
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Figure 7.X.2.2-1: Analytics-enhanced EAS discovery
1. The EES receives an EAS discovery (subscription) request from an EEC. In the request, the EEC may indicate the need for analytics-enhanced services by specifying an analytics filter e.g. indication of predicted service area and a future time window. For this example, the EEC may  discover EASs whose service area can cover the UE’s expected location, or EASs that are predicted to be available during the specified future time window.
2. The EES may selectively request/retrieve analytics information of EASs that are of interest. For example, the EES may determine an initial list of EASs based on the discovery filter in the discovery request and request/retrieve analytics information of the EASs in the initial list. Alternatively if in precondition 3 the EES subscribed to receive periodic analytic information on the EASs of interest, the EES may use analytic information already available and skip steps 2 and 3.
3. The ADAES sends the required analytics information to the EES.
4.
The EES sends an EAS discovery response to the EEC. The response is generated by applying both the discovery filter and the analytics filter in the request,  together with the analytics information received from the ADAES (either from analytics subscription notification or from step 2 and 3). If the EEC indicated the need for analytics-enhanced services but did not specify an analytics filter, the EES may apply local policy to generate the discovery response. For example, if an EAS is predicted to be highly loaded, then this EAS may be excluded from the discovery response. In the discovery response, the EES may also include analytics related to the discovered EASs.
7.x.3
Solution evaluation

This solution addresses key issue #24 on SEAL capability access for EEL support. The solution describes discovery enhancements for triggering the EEL interaction with SEAL (e.g. for predictive analytics). This solution reuses the direct access to ADAES functionality of the EES described in solution #41.
* * * Next Change * * * *

10.2
Key issue evaluations

10.2.0
General

All the key issues and solutions specified in this technical report are listed in Table 10.2.0-1. 

The table provides a mapping of the key issues to the related solutions. It also lists the dependencies on other working groups.

Table 10.2.0-1 Key issue and solutions 

	Key issues
(evaluation clause reference)
	Solution
	Solution


(clause reference)
	
	Dependency on other working groups

	Key issue #1: Enhanced notification service to the EEC
	Solution #1: Service provisioning via push notification
	7.1
	
	

	
	Solution #3: Service provisioning triggering via SMS over NAS
	7.3
	
	

	
	Solution #20: Propagation of EEL notifications to EEC using Edge Notification Server
	7.20
	
	

	Key issue #2: Enablement of Service APIs exposed by EAS
	Solution #8: EAS Service API enablement using CAPIF
	7.8
	
	

	
	Solution #11: A deployment option for alignment with ETSI MEC using CAPIF
	7.11
	
	

	Key issue #3: Enhancements to service continuity planning
	Solution #6: ACR update in service continuity planning
	7.6
	
	

	
	Solution #7: EES monitors UE mobility for service continuity planning
	7.7
	
	

	
	Solution #12: Service continuity planning allowance
	7.12
	
	

	
	Solution #21: Prediction expiration time for service continuity planning enhancement
	7.21
	
	

	Key issue #4: EDGE-5
	Solution #22: Support simultaneous EAS connectivity in ACR
	7.22
	
	SA3

	
	Solution #34: EDGE-5 APIs
	7.34
	
	

	Key issue #5: Alignment of EDGEAPP and ETSI MEC
	Solution #11: A deployment option for alignment with ETSI MEC using CAPIF
	7.11
	
	SA5

	
	Solution #36: Alignment of EDGEAPP and ETSI MEC
	7.36
	SA5
	

	Key issue #6: Edge services support across ECSPs
	Solution #4: ECS discovery through serving ECS to support edge services across ECSPs
	7.4
	
	

	
	Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs
	7.5
	
	

	
	Solution #13: Update ECS configuration information
	7.13
	
	SA2

	Key issue #7: Application traffic filter exposure
	Solution #2: Traffic filter support for EDGE-3 API addressing application traffic detection
	7.2
	
	

	Key issue #8: EAS selection synchronization
	Solution #15: Initial EAS selection declaration
	7.15
	
	

	Key issue #9: Enhancement of dynamic EAS instantiation triggering
	Solution #32: Dynamic EAS instantiation triggering and notification
	7.32
	
	SA5

	
	Solution #33: Support for EEC Discovery of EAS(es) before instantiation
	7.33
	
	SA5

	Key issue #10: Support for roaming UEs
	Solution #4: ECS discovery through serving ECS to support edge services across ECSPs
	7.4
	
	SA3

	
	Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs
	7.5
	
	SA3

	
	Solution #13: Update ECS configuration information
	7.13
	
	SA2

	
	Solution #14: V-ECS Discovery via the H-ECS
	7.14
	
	SA3

	Key issue #11: ACR between EAS and Cloud Application Server
	Solution #24: ACR between CAS and EAS
	7.24
	
	

	
	Solution #25: ACR between EAS and Cloud Application Server
	7.25
	
	

	Key issue #12: EEL service differentiation
	Solution #12: Service continuity planning allowance
	7.12
	
	

	
	Solution #16: EAS discovery for different users
	7.16
	
	

	Key issue #13: Edge enabler layer support for EAS synchronization
	
	
	
	

	Key issue #14: Application traffic influence for initially selected EAS
	Solution #9: Application traffic influence trigger from EAS
	7.9
	
	

	
	Solution #15: Initial EAS selection declaration
	7.15
	
	

	
	Solution #17: Traffic influence for initial EAS discovery
	7.17
	
	

	Key issue #15: Support of constrained devices for Edge
	Solution #10: low power mode support
	7.10
	
	

	
	Solution #18: Constraint device in EDGEAPP
	7.18
	
	

	Key issue #16: support of NAT deployed within the edge data network
	Solution #23: UE identification with NAT
	7.23
	
	SA2, SA3

	Key issue #17: Discovery of a common EAS
	Solution #27: Enabling AC Association Aware services by selecting common EASs
	7.27
	
	

	
	Solution #28: Common EAS discovery using EAS selection information
	7.28
	
	

	
	Solution #29: Discovery of a common EAS
	7.29
	
	

	
	Solution #30: Common EAS selection
	7.30
	
	

	
	Solution #31: Discover common EAS
	7.31
	
	

	Key issue #18: Linkage between EASs
	Solution #26: Bundled EASs
	7.26
	
	

	Key issue #19: ACR scenario combination
	Solution #19: EES determines the selected ACR scenario
	7.19
	
	

	
	Solution #35: EEC selected ACR scenarios
	7.35
	
	

	Key issue #20: Method of supporting federated EAS service
	
	
	
	

	Key issue #21: Simultaneously EAS connectivity in ACR
	Solution #22: Support simultaneous EAS connectivity in ACR
	7.22
	
	

	Key issue #22: EAS discovery in Edge Node sharing scenario
	
	
	
	

	Key issue #23: Reliable Edge Service
	
	
	
	

	Key issue #24: SEAL capability access for EEL support
	Solution #41: Interaction with ADAES for edge load analytics
Solution #X: Analytics-Enhanced EEL discovery
	7.41

7.x
	
	


* * * Next Change * * * *

10.2.y
Key issue #24: SEAL capability access for EEL support

The open issue studied in the key issue #24 is as follows:

-
How EEL accesses and utilizes SEAL capabilities deployed within the EDN. 
In order to address this open issue, two solutions have been proposed as follows:

-
Solution #41: Interaction with ADAES for edge load analytics
-
Describes how the EEL can directly invoke ADAES procedures to obtain edge load analytics.
-
Solution #X: Analytics-Enhanced EEL discovery
-
Describes discovery enhancements for triggering the EEL interaction with SEAL (e.g. for predictive analytics). 
-   Reuses the direct access to ADAES functionality of the EES described in solution #41.
The two solutions are complementary.
EEC
EES
ADAES
4. EAS discovery response (with analytics information)
2. Analytics information retrieval request
3. Analytics information retrieval response
1. EAS discovery request (with analytics filter)



