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1. Introduction
The Study on Application layer support for Personal IoT Networks (FS_PINAPP) is focused on determining how 3GPP SA6 can provide an environment in which IoT devices (PIN Elements) can best communicate together or with an Application Server. There are industry organizations and commercial solution providers dedicated to providing the IoT application specific capability specifications and/or implementations to support those IoT devices. This application specific layer capability is provided on top of IP-based transport communications. 3GPP working groups SA2 and SA6 need to provide capability such that PIN Elements are able to communicate at the transport layer over IP. The application specific capability required by those IoT devices is considered out of scope of 3GPP and should remain so when SA2 and SA6 provides the specified functionality needed for FS_PINAPP.
2. Reason for Change
Some key issues and related solutions included in the technical report deal with the application specific layer. These include key issue #3 Service switch in PIN, key issue #4 PIN Application Server Discovery and key issue #5 Service continuity. Solutions related to these key issues should not be considered for normative work as the application specific functionality defined by other industry organizations and/or commercial implementations provide that capability and consider the technical issues associated with that application specific layer capability (e.g. security, service continuity). This is shown in the Connectivity Standards Association (CSA) technology called Matter and streaming services such as Netflix.
3. Conclusions

The role of 3GPP for Personal IoT Networks is to enable IP communications between IoT devices and between IoT devices and Application Servers. Solutions in the TR related to the service layer (i.e. application specific client/server functionality) should not be considered for normative work as the application specific layer is out of scope of 3GPP.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-78 v0.4.0.
* * * First Change * * * *

7.9.3
Solution evaluation

This solution addresses KI#3 about "How to support application mechanism for service switching in a PIN between different PIN applications for achieving better service experience".

The application-level mechanism described here allows the Application server, PEGC and PINEs to become aware of the new endpoints to execute service switch. Based on these information, PINE, PEGC, 5GS and Application Server executes session setup, modify procedures.

Application specific services including service switching are controlled by the applications that use IP communications as enabled by 3GPP-compliant implementations. Whether and how that application service switching is done at the application specific layer is outside the scope of 3GPP solutions. Problems such as application layer security and maintaining the streaming video context must be solved at the application specific layer.
* * * Second Change * * * *

7.11.3
Solution evaluation

This solution addresses KI#3 about " How to support application mechanism for service switching in a PIN between different PIN applications for achieving better service experience ". 

This solution relies on the PEMC to select the potential PINE for service switch according to the service type. 
Application specific services including service switching are controlled by the applications that use IP communications as enabled by 3GPP-compliant implementations. Whether and how that application service switching is done at the application specific layer is outside the scope of 3GPP solutions. Problems such as application layer security and maintaining the streaming video context must be solved at the application specific layer.


* * * Third Change * * * *

7.12.3
Solution evaluation

This solution addresses KI#4 about " How to enable discovery of Application Server, connected to a PIN, by Application Clients running in the same PIN?". 

A PINAPP, which maintains AS information, helps Application Clients discover AS(s). The PINAPP can be discovered by PIN Application clients. In certain situations, if an AS is not found in the PINAPP, information can be fetched from other PINAPP(s) (e.g. a PIN Server). 

This solution allows flexibility in deploying AS(s) because new AS instances can store their information in registries so that they can be discovered.
Application specific services including Application Server discovery are controlled by the applications that use IP communications as enabled by 3GPP-compliant implementations. Whether and how that Application Service discovery is done at the application specific layer is outside the scope of 3GPP solutions.
* * * Fourth Change * * * *

9.2.4
Evaluation of key issue #3: Service switch in PIN
Application specific services such as service switching are controlled by the applications that use IP communications as enabled by 3GPP-compliant implementations. Whether and how that application service switching is done at the application specific layer is outside the scope of 3GPP solutions. Problems such as application layer security and maintaining the streaming video context must be solved at the application specific layer.

Solutions related to this key issue will not be considered for normative work.

* * * Fifth Change * * * *

9.2.5
Evaluation of key issue #4: PIN Application Server Discovery
Application specific services including Application Server discovery are controlled by the applications that use IP communications as enabled by 3GPP-compliant implementations. Whether and how that Application Service discovery is done at the application specific layer is outside the scope of 3GPP solutions.

Solutions related to this key issue will not be considered for normative work.

* * * Sixth Change * * * *

9.2.6
Evaluation of key issue #5: Service continuity
Application specific services such as service continuity are controlled by the applications that use IP communications as enabled by 3GPP-compliant implementations. Whether and how that application service continuity is done at the application specific layer is outside the scope of 3GPP solutions. Problems such as application layer security and maintaining the streaming video context must be solved at the application specific layer.

Solutions related to this key issue will not be considered for normative work.

* * * End of Changes * * * *

