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1. Introduction
<Introduction part >

2. Reason for Change
< Explain the reason for change (mandatory)>

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS / TR <TS/TR number and version>.
* * * First Change * * * *

6
Overall Evaluation


6.1
Architecture evaluation

This clause provides an evaluation of the application architecture for enabling application capability exposure to general purpose servers or 3rd party IoT applications via IoT Platforms. 
A summary of the architecture and key issues specified in this technical report are listed in Table 6.1-1. The architecture enhancements proposed in clauses 5.1 and 5.3 describe the.

Table 6.1-1 Architecture evaluation

	Architecture solution
	Applicable key issues 

(clause reference)
	Dependency on other working groups

	5.3 
IoT Platform functional model
	Supports all key issues
	None

	5.1 
Functional model for application service management
	Supports key issue 2
	None


6.2
Solution evaluations

6.2.1
General
All the key issues and solutions specified in this technical report are listed in Table 6.2.1-1. It includes the mapping of the key issues (clause 4) to the solutions and corresponding solution evaluations. It also lists the dependencies on other working groups that will need consideration during the Release 18 normative phase.

Table 6.2.1-1 Key issue and solutions 

	Key issues
(evaluation clause reference)
	Solution
	Solution


(clause reference)
	Dependency on other working groups

	#1: Background Data Transfer negotiation
	#2: Provisioning of Edge Data Network configuration
	5.2
	None

	#2: Application server monitoring and control of traffic
	#1: Application Service Management Service
	5.1
	None

	
	#5: Application Server status monitoring via CAPIF
	5.5
	None

	#3: Key issue #3: IoT Platform PSM monitoring and configuration
	#Z: UE activity pattern and monitoring management (except 5.z.3.2)
	5.Z
	None

	#4: Key issue #4: Configuration of Communication Patterns
	#Z: UE activity pattern and monitoring management (clause 5.z.3.2)
	5.Z
	None

	#5 Key issue #5: NIDD configuration
	none
	N/A
	N/A

	#6 Key issue #6: Device Triggering services.
	Solution #4: Device triggering
	5.4
	None


* * * Next Change * * * *

7
Conclusions

.
This technical report completes the study on application architecture for enabling application capability exposure to general purpose servers or 3rd party IoT applications via IoT Platforms, with the following considerations for normative work:

1.
Definition of terms and abbreviations captured in clause 3 will be reused as needed.
2.
The application architecture enhancements for enabling application capability exposure to general purpose servers or 3rd party IoT applications via IoT Platforms are summarized in clause 6.1 will be used as follows:

a. The IoT Platform functional model introduced in clause 5.3 will be used to describe a new IoT-PCS SEAL service with the corresponding IoT-App VAL services. 

b. The Application service management functional model introduced in clause 5.1 will be used to describe a new ASM SEAL service with the corresponding VAL services.
3.
The IoT platform deployment options detailed in clause 5.2 will be captured for the new IoT PCS SEAL service.

4.   The following individual solutions, corresponding to the key issues, will be considered as candidate solutions:

a.
for Key issue #1 (Background Data Transfer negotiation):

i.
Solution #6 (BDT configuration) as IoT-PCS SEAL functionality.
b.
for Key issue #2 (Application server monitoring and control of traffic):

i.
Solution #1 (Application Service Management Service) as ASM SEAL functionality; and

ii.
Solution #5 (Application Server status monitoring via CAPIF) as new CAPIF functionality.
c.
for Key issue #3 (IoT Platform PSM monitoring and configuration) 
i.
Solution #Z (UE activity pattern and monitoring management) except clause 5.Z.3.2, as IoT-PCS SEAL functionality.
d.
for Key issue #4 (Configuration of Communication Patterns):

i.
Clause 5.z.3.2 of Solution #Z (UE activity pattern and monitoring management) addresses the key issue but does not provide enough enhancement over existing SCEF/NEF functionality. Therefore, no functionality is considered for normative phase.
e.
for Key issue #5 (NIDD configuration):

i.
No solutions introduced have been agreed, therefore no functionality is considered for normative phase.

f.
for Key issue #6 (Device Triggering services):

i.
Solution #4 (Device triggerring) as IoT-PCS SEAL functionality.
None of the individual solutions have dependencies on other working groups within 3GPP. 

