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1. Introduction
Key issue #2 is which is related to Network topology hiding from MC service client while establishing Ad hoc group communication is handled as part of Solution #1. Solution #1 provides a way for the MC client to get the ad hoc group ID from the MC service server that needs to be used for establishing the AHGC. 
2. Reason for Change
This pCR capatures the overall evaluation for the key issue #2.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-76 V1.1.0.
* * * First Change * * * *

8.1.X
Overall evaluation of key issue #2
Key issue #2 is about the network topology hiding while establishing the ad hoc group communication. Following open issues are considered :
-
How the group ID used for the ad hoc group communication can be created by MC service client and managed when establishing the ad hoc group communication.

-
Whether and how to support the ad hoc group communication without exposing the network topology.

-
Whether and how to support the ad hoc group communication with dynamically allocated network resources (such as the MC service server that will host the communication).
Solution #1 addresses the open issues listed above. This solution provides a procedure for the MC service server to share the ad hoc group ID to the MC service client that needs to be used for establishing the ad hoc group communication. This way the MC service client is totally transparent of the network topology of the MC domain and no need to create the ad hoc group ID by itself. The mechanism provided in Solution #1 can serve as basis for the normative work when toplogy hiding is required.
* * * End Change * * * *

