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1. Introduction
This contribution updates the solution #4: Location service registration based on the new archicture of KI#1.  
2. Reason for Change
According to the new architecture of KI#1, the Fused Location Client has been removed and replaced by Location Management Client, and the LM-Uu for non-3GPP access interface is defined to support interaction between the target UE and Fused Location Function within Location Management Server, so the location service registration procedure between them needs to be updated accordingly. 
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-96 v0.6.0.


* * * First Change * * * *
[bookmark: _Toc104890722][bookmark: OLE_LINK1][bookmark: OLE_LINK2]7.4	Solution #4: Location service registration
[bookmark: _Toc101188152][bookmark: _Toc104890723]7.4.1	Solution description
This solution addresses key issue #5: Initialization and configuration for fused location service.
The procedure for location service registration is illustrated in figure below7.4.1-1. This procedure is based on the fused location architecture of solutionKI#1. The purpose of this procedure is for the fused location clientLocation Management Client (LMC) to register to the location services available at the fused location serverFused Location Function (FLF) which is part of Location Management Server (LMS) while ensuring the privacy of the user.
If the Multi-USIM is supported by the fused location clientLMC, the fused location clientLMC performs the registration procedure for each PLMN of the Multi-USIM PLMNs.





Figure 7.4.1-1: Location service registration procedure
1.	The fused location clientLMC of a target UE sends location service registration request to the fused location serverFLF which is part of LMS via the FLS-1LM-Uu for non-3GPP access reference point, carrying the identifier of the UE (e.g. GPSI,  UUID, etc.) and non-3GPP defined access location capabilites capabilities(e.g. the available non-3GPP defined access types, the location methods, the location accuracy and latency of the non-3GPP defined access types). 
	To access the FLS via the FLS-1LM-Uu for non-3GPP access reference point, the fused location clientLMC can use any available non-3GPP defined accesses to send the location service registration request. 
	The fused location serverLMS with FLF can be pre-configured in the UE or isbe discovered via the DNS query.
2.	The fused location serverFLF checks authorization for the UE's request. If the fused location serverFLF supports privacy checking it also performs or assists with e.g. 5GC on privacy check.
3.	The fused location serverFLF, upon successful authorization and privacy check (if any), responds to the fused location clientLMC with registration result and stores the UE idnetifier informationidentifierinformation and non-3GPP defined access location capabilities into the UE location context.
If the Multi-USIM is supported by the fused location clientLMC, the fused location clientLMC performs the steps 1 to 3 to register its identifier (e.g. MSISDN) associated with each PLMN of the Multi-USIM PLMNs .
[bookmark: _Toc101188153][bookmark: _Toc104890724]7.4.2	Solution evaluation
This solution is based on the new architecture proposed in Solution KI#1. the fusedThe location management client can provide its UE IDs and the location capabilities of the available non-3GPP defined accesses to the FLSfused location function which is part of location management server through LM-Uu for non-3GPP access reference point, and the FLSfused location function can generate and store these inforationthis information as the UE location context. The FLS, and also can use these UE location contextcontexts in the followingsubsequent location procedures.
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