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1. Introduction
This contribution proposes a procedure for establishment of direct FFA-2 communications with FF application service requirements based on unilateral requests from one FF client.
This solution has been studied as solution #11 in TR 23.745 and has been agreed for normative work.

Compared to the solution provided in 7.1.2.1, this proposal allows the FFA-2 communication establishment to be initiated by the FFA Server based on a single client request. This eliminates the potential blocking of the establishment by destination clients which are not synchronized with the source in requesting the communication. 

To ensure that the destination authorizes and accepts the request for communications, a new request message, from FAE Server to destination FAE clients, is proposed, namely FFAPP client-specific connectivity request. In addition to the service requirements provided by the source (which can then be verified/ authorized by the destination) the message may include indicators for the destination to provide context information to help the FAE server determine the transport layer requirements. Based on the study phase, speed and direction (in addition to location which may be available at the FAE server) may be requested. 

This contribution does not include information flows as it is expected that the reused FFAPP connectivity request will be defined in conjunction with the clause 7.1.2.1 solution. The newly proposed request is detailed in text, and an EN allows for further definition of parameters to occur once the information flow for FFAPP connectivity request is discussed.
2. Reason for Change
Specify a procedure for establishing communications based on FF application service requirements where a source FAE client can initiate the communication, and establishment does not rely on a reciprocal request to be received from the destination(s). 

3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.545 v.0.4.0
* * * First Change * * * *

7.1.2
Procedures
Editor's Note:
The procedures described in this clause are being considered for SEAL group management and/or SEAL network resource management enhancements. Moving the text to 3GPP TS 23.434 is recommended and to be accomplished as soon as the process allows it. 
7.1.2.1
Establish FFA-2 communication with FF application service requirements 
The procedure for establishing FFA-2 service communication with FF application service requirements is as illustrated in figure 7.1.2.1‑1.

Pre-conditions:

-
FAE client 1 and FAE client 2 are provided configuration information for the FF application specific clients served e.g. connectivity requirements, which destination UEs to connect to over FFA-2, etc.

-
The FAE client 1 and FAE client 2 are configured with the information of the FAE server and have connectivity enabled to communicate with the FAE server. The information is provided via pre-configuration.

-
The FAE server is configured with policies and information of the UEs to determine authorization of the UEs requesting connectivity via FFA-2.

-
The FF application specific clients associated with FAE client 1 and FAE client 2 have triggered the establishment of connectivity.
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Figure 7.1.2.1-1: Establishing FFA-2 communication 
1a.
The FAE client 1 sends the FFAPP connectivity request (source identity and IP address, destination identities, service requirements) to the FAE Server. The service requirement from the source includes packet size, packet transmission interval, packet processing latency, allowed packet loss rate/packet loss amount/packet error rate, etc. The destination may be multiple UEs (devices). The identity of source and destination may be the application user identity or the MAC address.

1b.
The FAE server determines whether the UE of FAE client 1 is authorized to connect to the destination UEs for direct service communications via Uu over FFA-2. If UE of FAE client 1 is authorized to connect to the destination UEs, then a response is provided to the FAE client 1 indicating acceptance of the request.

2a.
The FAE client 2 sends the FFAPP connectivity request (destination identity and IP address, source identity, service requirements) to the FAE server. The service requirements from the destination includes the transport latency of the packet, processing latency at the destination.

2b.
The FAE server determines whether the UE of FAE client 2 is authorized to connect to the destination UEs for direct service communications via Uu over FFA-2. If UE of FAE client 2 is authorized to connect to the destination UEs, then a response is provided to the FAE client 2 indicating acceptance of the request.

3.
Based on the service requirements received in step 1 and step 2, the FAE server determines the parameters and patterns for direct service connectivity between the UEs via Uu (i.e. FFA-2 connectivity) and also the transport requirements, i.e., QoS requirements for the 3GPP system (e.g. 5GS). This step may also include retrieving the direct link status of the UEs (e.g. PDU Session Status, UE reachability). If the FAE server determines that direct service connectivity via Uu is not authorized or not possible with the given connectivity requirements, it skips step 4 and proceeds to steps 5 and 6, informing each FAE client accordingly.

NOTE 1:
FAE server will process E2E connectivity establishment between FAE client 1 and FAE client 2 only after it receives the request from FAE client 2. There can be several FAE clients (destinations) which will perform step 2 and FAE server will process their E2E connectivity with FAE client 1 (source) as and when the requests are received by the FAE server.

NOTE 2:
The FAE server can determine the priority of the E2E connections between FAE client 1 (source) and one or more FAE client 2 (destination) using the service requirements provided to the FAE server by the FAE clients.

4.
The FAE server triggers 3GPP system to establish FFA-2 Uu connectivity between the UE of FAE client 1 and UE of FAE client 2 with required QoS as specified in 3GPP TS 23.501 [4].

5.
The FAE server sends the FFAPP connectivity notification (connectivity/session information) to FAE client 1 indicating successful establishment of the connectivity. The connectivity/session information may contain the accepted destination identities.

6.
The FAE server sends the FFAPP connectivity notification (connectivity/session information) to FAE client 2 indicating successful establishment of the connectivity.

7.1.2.2
Establish FFA-2 communication with FF application service requirements based on unilateral request
The procedure for establishing FFA-2 service communication with FF application service requirements based on unilateral request is as illustrated in figure 7.1.2.2‑1.

Pre-conditions:

-
FAE client 1 and FAE client 2 are provided configuration information for the FF application specific clients served e.g. connectivity requirements, which destination UEs to connect to over FFA-2, etc.

-
The FAE client 1 and FAE client 2 are configured with the information of the FAE server and have connectivity enabled to communicate with the FAE server. The information is provided via pre-configuration.

-
The FAE server is configured with policies and information of the UEs to determine authorization of the UEs requesting connectivity via FFA-2.

-
The FF application specific client associated with FAE client 1 has triggered the establishment of connectivity.
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Figure 7.1.2.2-1: Establishing FFA-2 communication based on unilateral request 

1.
The FAE client 1 sends the FFAPP connectivity request (source identity and IP address, destination identities, service requirements) to the FAE Server. The service requirement from the source includes packet size, packet transmission interval, packet processing latency, allowed packet loss rate/packet loss amount/packet error rate, etc. The destination may be multiple UEs (devices). The identity of source and destination may be the application user identity or the MAC address.


The FAE server determines whether the UE of FAE client 1 is authorized to initiate connectivity to the destination UEs for direct service communications via Uu over FFA-2. 

2.
If in step 1 the UE of FAE client 1 is authorized to initiate connectivity to the destination UEs, the FAE server retrieves UE locations and optional 5GS information for the source and destination(s) such as direct link status of the UEs (e.g. PDU Session Status, UE reachability). Based on this information, the FAE Server determines the candidate FAE clients for which the service requirements can be met. The FAE server may determine whether additional destination information (e.g. speed, direction, etc.) is necessary to determine transport QoS requirements.
NOTE 1: Step 2 may be performed or repeated as needed at any time before step 6.
3.  The FAE Server sends the FFAPP client-specific connectivity request (destination identity and IP address, source identity, source service requirements) to FAE client 2. The service requirements from the source include the transport latency of the packet, processing latency provided by the source. The request may also indicate which FAE client 2 information (e.g. speed, direction) is requested by the FAE server to determine transport QoS requirements.
Editor’s Note: The FFAPP client-specific connectivity request parameters include source identity and IP address, source service requirements, optional information requested (i.e., speed, direction). The information flow is to be specified once the information flow for the FFAPP connectivity request is determined. Additional information to be included is FFS.
4.
The FAE client 2 determines whether the FFA-2 connectivity with FAE client 1 is authorized and determines whether FF application specific client connectivity to the source UE for direct service communications can be supported. The FAE client 2 also determines whether it is authorized to provide the requested information. If the FFAPP client-specific connectivity request is accepted. the FAE client 2 responds with  FFAPP client-specific connectivity response to indicate acceptance and to provide the requested information.
5.
The FAE server sends a response to the FAE client 1 with the FFApp connectivity response indicating acceptance of the request.
NOTE 1:
If more than one destination was included in the step 1 request, the FFApp connectivity response is provided after all the FFAPP client-specific connectivity responses have been received.
6.  Based on the service requirements received in step 1, the 5GS determined in step 2 and the FAE client 2 information received in step 4, the FAE Server determines the parameters and patterns for direct service connectivity between the UEs via Uu (i.e. FFA-2 connectivity) and also the transport requirements, i.e., QoS requirements for the 3GPP system (e.g. 5GS).
 
If the FAE server determines that direct service connectivity via Uu is not authorized or not possible with the given connectivity requirements, it skips step 7 and proceeds to steps 8 and 9, informing each FAE client accordingly.

7.
The FAE server triggers the 3GPP system to establish FFA-2 Uu connectivity between the UE of FAE client 1 and UE of FAE client 2 with required QoS as specified in 3GPP TS 23.501 [4].

8.
The FAE server sends the FFAPP connectivity notification (connectivity/session information) to FAE client 2 indicating successful establishment of the connectivity. 

9.
The FAE server sends the FFAPP connectivity notification (connectivity/session information) to FAE client 1 indicating successful establishment of the connectivity. The connectivity/session information may contain the accepted destination identities.
7.1.3
Information flows

Editor's Note:
This subclause will describe the information flow tables
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