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1. Introduction
This paper proposes a solution for new KI#x support for load control for VAL applications.
2. Reason for Change
In EDN scenario, most VAL applications have multiple instances deployed, and different instances have different private network addresses. The users requesting for the same VAL service should be allocated or relocated to different VAL servers in the same EDN for load balancing. The VAL application can also require the user to be unaware of the instances due to security or service continuity concerns. Different VAL application instance may have different load limit (Scenario 1, e.g. maximum downloading traffic bandwidth), or the VAL application has different bandwidth limits for different users (Scenario 2, e.g. when approaching the load limit, VAL server may decide to assign bandwidth limits for different users). For Scenario 1, the SEALDD server can decide to manage (e.g. hold or reject) the extra requests exceeding the VAL server’s maximum bandwidth. For Scenario 2, the VAL server can assign bandwidth limit to users for load control dynamically without affecting the traffic to other applications. Based on the above requirements, the following coordination aspects can be studied for this Key Issue:
-	How to enable the load balancing for VAL servers of a VAL application in the same EDN?
-	How to enable bandwidth limit management for a VAL server for load control?
-	How to enable VAL servers to implement bandwidth management for users due to load control?In EDN scenario, most VAL applications are multiple instances deployed, and different instances have different private network addresses, also different VAL application instance may have different load limit, or the VAL app has a total access bandwidth limit for a specific user. Based on the above requirements, the following coordination aspects can be studied for this Key Issue:
-	Whether and how to enable the load control for a VAL application?
-	What APIs should SEALDD enabler provide to VAL clients/servers to implement bandwidth management?
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-98.


* * * First Change * * * *
7.X	Solution #X: Support for Load control for VAL applications 
7.X.1	Architecture enhancements
None.
7.X.2	Solution description
7.X.2.1	General
The following solution corresponds to the new key issue on support for load control for VAL applications.
In most EDN scenarios, VAL applications have multiple instances deployed:
· VAL server instances have different network addresses, and the UEs can be allocated or relocated to different VAL applications due to load control of the instances. 
· For security or service continuity concerns, the VAL application may require the users to be unaware of the instances in the same EDN. SEALDD server can offer load balance control service for VAL app，in that way， UE can only see the address of SEALDD server, SEALDD masks the internal topology of VAL app instances
There are two alternative ways to support the load control in SEALDD server:
1.  VAL server instances all register to the EES with the SEALDD server address as their EAS endpoint. Then the UE will always connect to the SEALDD server for VAL services. The SEALDD server can decide to allocate or relocate the UEs to different VAL server instances according to the load of the servers. 
NOTE: In this case, the load control mechanism is up to the SEALDD server’s implementation and it is out of SA6’s scope.
2. VAL server instances all register to the EES with their own server address as the EAS endpoint along with the associated SEALDD server address. The VAL client can get the VAL server address and associated SEALDD server address via EAS discovery procedure. In this case, when VAL server change occurs due to load control, the VAL client will not be notified by the EEC and the SEALDD server redirects the VAL traffic to different VAL server(s).

Editor's Note: The implementation of this process relies on the solution of KI#6

7.X.2.2	Procedure

7.X.3	Solution evaluation
This clause provides an evaluation of the solution.

