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Classification of the Work Item and linked work items

2.1
Primary classification

This work item is a … {Tick one box. "Feature / Building Block / Work Task" form a hierarchical structure. E.g. no Building Block can be proposed without a corresponding parent Feature. The full structure of all existing Work Items is shown in the 3GPP Work Plan in ftp://ftp.3gpp.org/Information/WORK_PLAN } 

	X
	Feature

	
	Building Block

	
	Work Task

	
	Study Item


2.2
Parent Work Item 

	Parent Work / Study Items 

	Acronym
	Working Group
	Unique ID
	Title (as in 3GPP Work Plan)

	FS_NSCALE
	SA6
	910022
	Study on Network Slice Capability Exposure for Application Layer Enablement


2.3
Other related Work Items and dependencies

	Other related Work Items (if any)

	Unique ID
	Title
	Nature of relationship

	810051
	Business Role Models for Network Slicing 
	SA1’s works about Business Role of network slicing

	910032
	Stage 1 for Enhanced Access to and Support of Network Slice 
	SA1’s works about Enhanced Access to and Support of Network Slice 

	850010
	Study on enhancement of network slicing; Phase 2
	SA2’s works about key issues and solutions on enhancement of network slicing

	860022
	Study on network slice management enhancement
	SA5’s works about network slice management enhancement

	760065
	Provisioning of network slicing for 5G networks and services
	SA5’s works about management services, and procedures for provisioning of 5GS including network slice

	900024
	Enhanced Service Enabler Architecture Layer for Verticals
	SA6’s work about service enabler architecture layer which contains Network Slice Enablement.

	890016
	Study on access control for management service
	SA5’s works about exposure of management services and management data related to NPN to enterprise or vertical customers

	870023
	Management of non-public networks
	SA5’s works about exposure of 5G management capabilities for consumers.


3
Justification

Network slicing is the key technology for differentiated network requirements of vertical industries.  Based on SA1 service requirements, there have been efforts on management plane and control plane network slice related capabilities exposure in SA2 and SA5. SA6 has focused on providing additional functionality and expose slice capabilities towards 3rd party. Network slice capability enablement has been specified in Rel 17 SEAL service.  In Rel 18 study on Network Slice Capability Exposure for Application Layer Enablement SA6 has further evolved this functionality. 

A detailed Rel18 study (FS_NSCALE) has been conducted in SA6 to identify key issues, architecture requirements, application architecture and corresponding solutions for network slice capability enablement over 3GPP networks. The study is based on SA1 service requirements, SA5 MnS services and SA2 service (e.g. NEF APIs, NWDAF APIs, NSACF APIs). Aspects that were considered during the study include areas such as application layer network slice management, Communication service management exposure,  Discovery of management service exposure, Network slice fault management capability, Network slice related performance and analytics exposure, Slice API configuration and translation, Network slice application policy management capability etc.. The results of the study are captured in 3GPP TR 23.700-99. 

4
Objective

The SA6 objectives of this work item include the following:

1.
Develop Stage 2 normative technical specification for network slice capability enablement on the basis of R17 SEAL, based on the key issues, architecture, solutions and conclusions captured in 3GPP TR 23.700-99. The Stage 2 normative technical specification will include the following aspects:

a.
Architecture requirements and application architecture for network slice capability enablement over 3GPP networks;

b.
Supporting detailed solutions including procedures, information flows conforming to the application architecture specified in b), including: 

i. Automatic application layer network slice management;
ii. Network slice capability registration;
iii. Discovery of management service exposure;

iv. Network slice fault management capability;
v. Communication service management exposure;
vi. QoS verification capability;
vii. Network slice related performance and analytics exposure;
viii. Slice API configuration and translation;
ix. VAL server authorization and authentication via slice enabler layer;
x. Support for managing trusted third-party owned application(s);
xi. Network slice application policy management capability;
Individual solutions, not listed under bullet 5 may be adopted in technical specification with appropriate enhancements.

2.
Identify potential enhancements to SEAL, as an entity invoking control and management APIs pertaining to network slicing. 

5
Expected Output and Time scale

	New specifications

	Type 
	TS/TR number
	Title
	For info 
at TSG# 
	For approval at TSG#
	Rapporteur

	TS
	TS23.XXX
	Procedures for Network Slice Capability Exposure for Application Layer Enablement Service
	TSG#98(Dec 2022)
	TSG#99(Mar 2023)
	Zheng, Shaowen, CMCC, zhengshaowen@chinamobile.com


	Impacted existing TS/TR 

	TS/TR No.
	Description of change 
	Target completion plenary#
	Remarks

	23.434
	Network slice capabilities exposure for application layer enablement – Architecture.
	TSG#99(Mar 2023)
	


NOTE:   The architecture for NSCALE service will be documented in TS 23.434, while the detailed procedures will be considered in the new TS 23.xxx.

6
Work item Rapporteur(s)

Zheng, Shaowen, CMCC, zhengshaowen@chinamobile.com

7
Work item leadership

SA6
8
Aspects that involve other WGs

SA2 for core network architecture aspects, SA3 for security aspects, SA5 for slicing management aspects.
9
Supporting Individual Members

	Supporting IM name

	AsiaInfo Technologies

	CMCC

	CAICT

	Huawei

	Lenovo

	TD Tech

	


