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[bookmark: _Hlk520730635]START OF CHANGES

[bookmark: _Toc75416421][bookmark: _Hlk102570369]6.3.6	API management function
The API management function enables the API provider to perform administration of the service APIs. The API management function consists of the following capabilities:
-	Auditing the service API invocation logs received from the CAPIF core function;
-	Monitoring the events reported by the CAPIF core function;
-	Configuring the API provider policies to the CAPIF core function;
-	Monitoring the status of the service APIs;
-	Onboarding the new API invokers and offboarding API invokers; and
-	Registering and maintaining registration information of the API provider domain functions on the CAPIF core function.
Editor's note: The onboarding the new API invokers and offboarding API invokers functionality of API management function is FFS.

NEXT CHANGE

[bookmark: _Toc75416430][bookmark: _Hlk102570388]6.4.8	Reference point CAPIF-5 (between the API management function and the CAPIF core function)
The CAPIF-5 reference point, which exists between the API management function and the CAPIF core function, is used for management of service API, API invoker and API provider domain function information.
The CAPIF-5 reference point supports:
-	Accessing the service API invocation logs by the API management function;
-	Enabling the API management function to monitor the events reported due to the service APIs invocations;
-	Onboarding new API invokers by provisioning the API invoker information at the CAPIF core function, requesting explicit grant of new API invokers onboarding and confirming onboarding success;
-	Offboarding API invokers;
-	Enabling the API management function to configure policies at the CAPIF core function e.g. service API invocation throttling, blocking API invocation for certain duration;
-	Enabling the API provider to monitor the status of service APIs (e.g. pilot or live status, start or stop status of service API); 
-	Registering API provider domain functions on the CAPIF core function; and
-	Update of the registration information of API provider domain functions on the CAPIF core function.
NOTE:	The security aspects of CAPIF-5 are specified in subclause 6.6 of 3GPP TS 33.122 [12].
Editor's note: Supporting onboarding the new API invokers and offboarding API invokers functionality via CAPIF-5 is FFS.

END OF CHANGES
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