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1. Introduction
This contribution updates Solution#24 to include a procedure for CAS initiated ACR by extending the “S-EAS decided ACR scenario” in TS 23.558 clause 8.8.2.4.   
2. Reason for Change
The following open issues are listed in Key Issue #11 ACR between EAS and Cloud Application :
1.
Whether and how to detect that ACR is required between EAS and CAS
2.
Whether and how to decide that ACR is required between EAS and CAS

3.
Whether and how to perform ACR between EAS and CAS

4.
Whether and how to perform post ACR actions

6.
Whether and what are the impacts of CAS initiated ACR.

This contribution will address these open issues in relation to open issue 6 “Whether and what are the impacts of CAS initiated ACR”. 
3. Proposal

It is proposed to agree on the following changes to 3GPP TR 23.700-98 v0.6.0.
* * * First Change * * * *
7.24
Solution #24: ACR between CAS and EAS 
7.24.1
Architecture enhancements

7.24.2
Solution description
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Figure 7.24.2-1: Illustration of application architecture with Edge and Central server deployment

In this solution, the Central Application Server (CAS) is supported by Central Enabler Server (CES) via EDGE-3' reference point and CES is supported by ECS via EDGE-6' reference point. The CES communicates with EES or another CES via EDGE-9' reference point. The EEC utilizes EDGE-1' reference point to communicate with the CES. The CES and CAS interact with 3GPP Core Network via EDGE-7' reference point and EDGE-2' reference point, respectively.

Editor's note:
It is FFS whether the "C" in CAS and CES stands for "Central" or "Cloud". 

Editor's note:
It is FFS whether CES is needed and if it can be co-located with CAS
Editors Note : It is FFS whether the CES and EES could be the same. 
From concept wise, the CAS and CES are servers deployed in a central cloud and EAS and EES are servers deployed in an edge cloud. If certain EAS and EES in the edge cloud are capable of supporting more UEs than regular edge server and can serve UE from anywhere (N6 routable), their role becomes central server.

Editor's note:
It is FFS whether EDGE-1' is needed. And it is FFS for the detailed function differences between EDGE-1 and EDGE-1' (if needed), EDGE-3 and EDGE-3', between EDGE-6 and EDGE-6' and between EDGE-9 and EDGE-9'.

Since the EAS may have service area restriction, once the UE is moving out of the current edge coverage, to keep service continuity, the application client needs to connect to either another EAS in new EDN or the CAS. For the latter case, the EES interacts with the CES via EDGE-9' reference point and application context is transferred between the EAS and CAS. Later, if the UE is moving to an area with edge coverage, the CES interacts with the EES via EDGE-9' reference point and application context is transferred between the CAS and EAS.

7.24.2.1
ACR Scenarios  

The ACR scenarios in TS 23.558 can be extended to include ACR between EAS and CAS. The extension would also include extensions to relevant procedures used in the ACR Scenarios (e.g.  T-EAS discovery, ACR request).

7.24.2.1.1
Updated 3GPP TS 23.558 clause 8.8.2.4 “S-EAS decided ACR scenario” for CAS decided ACR scenario

In this scenario, the CAS may detect the need of ACR locally or is notified by the S-EES via ACR management notifications for "ACR monitoring" events. The CAS make the decision about whether to perform the ACR, and starts the ACR at a proper time.

Pre-conditions:

1.
The CAS or S-EAS may depend on the receipt of certain User plane path management events from the S-EES, e.g. "user plane path change" events or "ACR monitoring" events, to detect the need for an ACR. For the following procedure it is assumed that the CAS has subscribed to continuously receive the respective events from the S-EES; and

2.
The EEC has subscribed to receive ACR information notifications for target information notification events and ACR complete events from the S-EES, as described in TS 23.558 (clause 8.8.3.5.2). 
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Figure 8.8.2.4-1: S-EAS decided ACR
CAS decided ACR is outlined with four main phases: detection, decision, execution and clean up.

Phase I: ACR Detection

1.
The CAS or S-EAS either receives ACR management notifications from CES indicating that ACR may be required ("ACR monitoring" event), or self detects the need for ACR (e.g. upon receipt of a "user plane path change" event). If the ACR management notification indicates "ACR monitoring" event, then the notification will also contain the T-EAS information (see TS 23.558 clause 8.6.3.2.3). The CAS or S-EAS may detect that ACR may be required for an expected or predicted UE location in the future as described in TS 23.558 clause 8.8.1.1.

NOTE 1:
How the CAS or S-EAS self detects the local need for ACR is outside the scope of this specification.

Phase II: ACR Decision

2.
The CAS or S-EAS makes the decision to perform the ACR 

NOTE 2:
How the CAS or S-EAS determines when to start the ACR is outside the scope of this specification.

Phase III:
ACR Execution

3.
The CAS or S-EAS discovers the T-EAS as described in TS 23.558 clause 8.8.3.2. When in step 1 the ACR has been triggered for service continuity planning, then UE Location and Target DNAI values in the Retrieve T-EES procedure contain the expected UE Location and expected Target DNAI. After CAS or S-EAS determines the T-EAS to use, the CAS or S-EAS may apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable).

4.
The CAS or S-EAS sends selected T-EAS declaration message to CES or S-EES, to inform S-EES the determined T-EAS to use as described in TS 23.558 clause 8.8.3.7.

5.
If the T-EES is different than the S-EES and the EEC Context at the S-EES is not stale, the S-EES initiates EEC Context Push relocation with the T-EES as described in TS 23.558 clause 8.9.2.3. Otherwise, if the T-EES is the same as the S-EES, EEC Context Push relocation is skipped. 

Editors Note : It is FFS whether T-EES and and the CES could be the same, therefore it is also FFS whether step 5 of this procedure should also include the case where the CES and T-EES are the same. 
6.
Based on the T-EAS selection information received from the CAS or S-EAS, the S-EES sends the target information notification to the EEC as described in TS 23.558 clause 8.8.3.5.3.

7.
The CAS or S-EAS transfers the application context to the T-EAS selected in step 3. This process is out of scope of the present specification.

When in step 1 the ACR has been triggered for service continuity planning, if the UE does not move to the predicted location, the EEC does not connect to T-EES, the AC does not connect to the T-EAS. Post-ACR Clean up is skipped.

NOTE 3:
The CAS, S-EAS or T-EAS can further decide to terminate the ACR, and the T-EAS can discard the application context based on information received from EEL and/or other methods (e.g. monitoring the location of the UE). It is up to the implementation of the CAS, S-EAS and T-EAS whether and how to make such a decision.
NOTE 4:
When in step 1 the ACR has been triggered for service continuity planning, Post-ACR Clean up is performed after the UE moves to the expected location.
Phase IV:
Post-ACR clean up 

8.
The CAS or S-EAS sends the ACR status update message to the S-EES as specified in TS 23.558 clause 8.8.3.8.

9.
The T-EAS sends the ACR status update message to the T-EES as specified in TS 23.558 clause 8.8.3.8. If the status indicates a successful ACT, and that the EEC Context relocation procedure was attempted but failed, then the T-EES indicates the failure to the T-EAS with the ACR status update response. 

NOTE 5:
If the EDGE-3 subscription initialization result indicates failure, then the EAS can perform the required EDGE-3 subscriptions at the T-EES.

NOTE 6:
Steps 8 and 9 can occur in any order.

10. If the status in step 8 indicates a successful ACT, the CES or S-EES sends the ACR information notification (ACR complete) message to the EEC to confirm that the ACR has completed as specified in TS 23.558 clause 8.8.3.5.3. If the EEC Context relocation procedure was attempted, then the notification includes EEC context relocation status IE, indicating the result of the EEC context relocation procedure. If the EEC context relocation status indicates that the EEC context relocation was not successful, then the EEC may perform the required EDGE-1 operations such as create subscriptions at the T-EES.

7.25.2.2.2
Updated 3GPP TS 23.558 clause 8.8.3.2 “Discover T-EAS” for CAS 

Figure 8.8.3.2-1 illustrates the procedure for fetching T-EAS information. This procedure may be utilized by a CAS, which undertakes the transfer of application context information to a T-EAS directly, or can be invoked by the S-EES itself on deciding to execute ACR.

Pre-conditions:

1.
Information related to the EES is available with the CAS or S-EAS, if the procedure is triggered by the CAS or S-EAS.
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Figure 8.8.3.2-1: Discover T-EAS

1.
The CAS or S-EAS sends the EAS discovery request to the CES or S-EES or the CES or S-EES decides to execute the ACR. The EAS discovery request from the CAS or S-EAS includes the requestor identifier [EASID] along with the security credentials and includes EAS discovery filter matching its EAS profile. If target DNAI is available at the CAS or S-EAS via User Plane Path change event, the CAS or S-EAS provides the CES or S-EES with the target DNAI. The CAS or S-EAS also includes an EAS service continuity support indicator indicating that the CAS or S-EAS decided ACR according to TS 23.558 clause 8.8.2.4 is to be used for the ACR.
NOTE:
The trigger condition to invoke the Discover T-EAS API is up to application service logic, which is out of scope of this specification.

2.
If the request is received from the CAS or S-EAS, the CES or S-EES checks whether the requesting CAS or S-EAS is authorized to perform the discovery operation. If the UE location is not known to the CES and S-EES or provided by the CAS or S-EAS request, then the CES or S-EES may interact with 3GPP core network to retrieve the UE location. If the CES or S-EES decided to execute the ACR or when the requesting CAS or EAS is authorized, the CES or S-EES checks if there exists a T-EAS information (registered or cached) that can satisfy the requesting CAS or S-EAS information, additional query filters and the Expected service KPIs and the Minimum required service KPIs if received from the EEC during the EAS discovery or from the CAS or S-EAS in step 1. If the CES or S-EES finds the T-EAS(s) in the cached or registered information, the flow either continues with step 5 for the CAS or S-EAS triggered discovery or stops for the CES or S-EES decided ACR execution, else the CES or S-EES retrieves the T-EES address from the ECS as specified in TS 23.558 clause 8.8.3.3 and continues with step 3.

3.
The CES or S-EES invokes the EAS discovery request on the T-EES retrieved from the ECS. The CES or S-EES discovery request includes the requestor identifier [EESID] along with the security credentials and includes EAS discovery filter. In the EAS discovery filter, the CES or S-EES may include the Expected service KPIs and the Minimum required service KPIs if received from the EEC during the EAS discovery or from the CAS or S-EAS in step 1.


The CES or S-EES also includes the EEC service continuity support indicator received from the EEC during EAS discovery. If in step 1 the CES or S-EES received an EAS service continuity support indicator from the CAS or S-EAS, then the CES or S-EES includes this EAS service continuity support indicator and its own CES or S-EES service continuity support indicator indicating the ACR scenarios supported by the CES or S-EES. If in step 1 the CES or S-EES decided to execute the ACR, the CES or S-EES includes the EAS service continuity support indicator received from the CAS or S-EAS during CAS or S-EAS registration and includes an CES or S-EES service continuity support indicator indicating that the CES or S-EES executed ACR according to TS 23.558 clause 8.8.2.5 is to be used for the ACR.
Upon receiving the request, the T-EES may trigger the EAS management system to instantiate the T-EAS that matches with EAS discovery filter IEs (e.g. ACID) as in TS 23.558 clause 8.12.

4.
The T-EES discovers the T-EAS(s) and responds with the discovered T-EAS information to the S-EES. To filter T-EAS(s), the T-EES utilizes the discovery filters (e.g. Expected service KPIs and the Minimum required service KPIs) and the indications which ACR scenarios are supported by the AC, the EEC, the S-EES and the CAS or S-EAS. The S-EES may cache the T-EAS information.

5.
If the request was received from the CAS or S-EAS, the CES or S-EES responds to the S-EAS with the discovered T-EAS Information.

7.25.2.2.3
Updated 3GPP TS 23.558 clause 8.8.3.4 “ACR launching procedure” for CAS 

Figure 8.8.3.4-1 illustrates the ACR launching procedure by the EEC, CAS or S-EAS. 
If this procedure is triggered by the EEC, depending on the ACR action indicated in the ACR request, the procedure is used for either ACR initiation or ACR determination. This procedure of the ACR initiation can be re-sent as described in clause 8.8.1.3.
If this procedure is triggered by the S‑EAS, the procedure is used for ACR determination.

Pre-condition:

1.
The EEC has been authorized to communicate with the EES as specified in TS 23.558 clause 8.11, if the procedure is triggered by the EEC; and 

2.
Information related to the S‑EES is available with the CAS or S-EAS, if the procedure is triggered by the CAS or S-EAS.
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Figure 8.8.3.4-1: ACR launching procedure

1.
The EEC, CAS or the S-EAS sends an ACR request message to the CES or S-EES in order to start ACR. The ACR request message includes ACR action to indicate either ACR initiation request or ACR determination request. If the procedure is triggered by the CAS or S-EAS, the ACR request message is only for ACR determination.

An ACR request for ACR initiation sent by the EEC:

-
includes an indication of whether the EEC requests the EES to perform EAS notification; and

-
provides information used by EES to perform AF traffic influence as in 3GPP TS 23 501.

An ACR request for ACR determination sent either by the EEC, CAS or the EAS informs the CES or S-EES that the need for ACR has been detected by the requestor.

2.
The CES or S-EES checks if the requestor is authorized for this operation. If authorized, the EES processes the request and performs the required operations.

If the request in step 1 is for ACR initiation:

-
the EES may use information provided in the request to apply the AF traffic influence with the N6 routing information of the T-EAS in the 3GPP Core Network (if applicable), as described in 3GPP TS 23.501, TS 23.558 clause 5.6.7.1; and

-
if the CAS or S-EAS notification indication in ACR initiation data is provided in the step 1 request and the CAS or S-EAS has subscribed to receive such notification, the CES or S-EES shall notify the CAS or S-EAS indicated in the ACR initiation data about the need to start ACR by sending an ACR management notification for the "ACT start" event, as described in TS 23.558 clause 8.6.3.

If the request in step 1 is for ACR determination, the CES or S-EES decides to execute ACR as described in TS 23.558 clause 8.8.2.5.
If the request in step 1 includes Previous T-EAS Endpoint:

-
if the previous EAS notification indication is provided in the step 1 request and the CAS or S-EAS has subscribed to receive such notification, the CES or S-EES shall notify the CAS or S-EAS about the cancellation of the ACR with the previous T-EAS by sending an ACR management notification for the "ACT stop" event, as described in TS 23.558 clause 8.6.3.

-
The CAS or S-EAS will inform the remote EAS about application context cancellation, which is outside the scope of this specification. The T-EAS sends the ACR status update message to the T-EES which will include failed result with an appropriate cause indicating the reason for the failure.
3.
The CES or S-EES responds to the requestor's request with an ACR response message.
In case of re-sending ACR initiation, if serving EES was changed and EEC context was relocated, the T-EES can clean up any relocated EEC context either indicated in the re-sent ACR request for scenario described in TS 23.558 clause 8.8.2.6 or upon reception of the ACR status update with failed result from T-EAS for other scenarios.
7.24.3
Solution evaluation

This clause provides an evaluation of the solution.
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