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1. Introduction
This pCR proposes a solution for KI#4.
2. Reason for Change
This solution addresses aspects of Key Issue #4. 
The scenario that is shown in Figure 1 is intended to help demonstrate the uses cases that are addressed in this solution.
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Figure 1
In the above diagram, PINE1 is hosting Application Server1 (AS1). 
There is another Application Server2 (AS2) in the data network.  

A PINE can communicate with AS2, which is external to PIN, via the 5GS. 
A PINE can communicate with AS1, which is internal to PIN directly or through the PIN GW.  
PINE 2, running an application client, can consume service from AS2 and/or AS1.

Application Clients running on PINEs can be capable of discovering Application servers which are running within the PIN (e.g AS1) or outside the PIN (e.g. AS2). 
This contribution describes how to enable application clients discover AS(s) inside the PIN or outside the PIN. 
3. Conclusions

N/A
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-78 v 0.2.0.
* * *   First Change   * * * *

7
Solutions
7.1
Mapping of solutions to key issues

Table 7.2-1 Mapping of solutions to key issues

	
	KI #1
	KI #2
	KI #3
	KI #4
	KI #5

	Sol #1
	X
	
	
	
	

	Sol #2
	X
	
	
	
	

	Sol #X
	
	
	
	X
	


* * * *   Next Change   * * * *

7.X
Solution #X: Application Server Discovery in a PIN
7.X.1
Architecture assumptions
The architecture assumptions of Solution #1 are also assumed in this solution.
7.X.2
Solution description

7.X.2.1
General

This solution addresses aspects of Key Issue #4 and is based on the following principles:

· A Management Client, e.g. in a PEMC, can maintain a local registry to manage information about AS(s) in the PIN.

· PIN server also has a function which stores information about AS(s), which are available in a DN outside PIN. The PIN Server also maintains information about the PEMC function(s), which maintain information about AS(s) within a PIN.

· During PIN creation, the Management Client can indicate to the PIN Server that it is able to host a local registry function.

· The PIN server can provision the Management Client’s local registry with information about the local AS(s), which are part of the PIN at the time of PIN creation. The PIN Server can also provide information about AS(s) available in DN(s) that are outside of PIN.

· When Application Servers are deployed in a PINE, the Application Servers can also update the Management Client about the availability and reachability of the new Application Servers.

· PIN Enabler Clients in a PINE can be provisioned with contact information for the Management Client’s registry so that they can retrieve the local AS information. Additionally, the PIN Enabler Clients can obtain information about the Management Client’s registry by querying the PIN Server.

· PIN Enabler Clients can query the Management Client’s registry for reachability information of an AS with qualifiers such as name, capability (e.g. printer, visual processing), preference (e.g. location, hardware etc.). The query can either be resolved to a local AS in a PIN or a remote AS that is reachable via the PEGC.

· If the query cannot be resolved, it can be forwarded to the PIN Server. PIN Server can check if the AS is available in a DN or another PIN. If the AS is available and the PIN Enabler Client is allowed to access it, PIN Sever responds with the details of the AS to a PINE.

7.X.2.2
Procedure

This procedure presents a high-level overview of Solution #X.
7.X.2.2.1
Functional entities 
PIN Enabler Client: Enabler functionality in a UE/PINE.

PIN Management Client: A PINAPP in PEMC, which maintains information about local AS in a PIN, AS in DN, PIN Server function which manages information about AS in DN.
PIN Server: Application function which maintains information about AS in DN as well as PIN Management Clients.
7.X.2.2.2
Procedures of PIN Application Server Discovery
Figure 7.X.2.2.2.-1 illustrates an initial registry provisioning and AS discovery procedure based on a request/response model.
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Figure 7.X.2.2.2-1: PIN AS Discovery
Pre-conditions:

-
The PIN Enabler Client and PIN Management Client have been pre-configured or have discovered the address (e.g. IP address, FQDN, URI) of the PIN server.
-
The PIN Enabler Client and PIN Management Client have been authorized to communicate with the PIN server.
-
The PIN Management Client is capable of maintaining a local registry of AS(s).
-
The PIN Server is capable of maintaining a registry of AS(s) in DN(s). The PIN server also records information of the PIN Management Clients which maintain locally AS related information.
1. An AS running in the PINE registers with the PIN Management Client by sending an PINAPP AS Registration Request. The request includes AS name, InstanceID, PINE ID, URL, IP address, and Port Number. “AS name” identifies the AS, e.g. “Vision Analysis”, “LocationInformation”.

2. The PIN Management Client provides contact information to the PIN Server about the local AS registry. For example, the PIN Management Client can provide the contact information when it registers to the PIN server and provides its Serving PIN ID and Location information.

3. The PIN Server provides the Identity and Contact Information of the AS(s) that are stored in the PIN Server’s remote registry. For each AS, the PIN Server can provide a Service Provider ID.

4. The PIN Enabler Client, which wants to discover an AS, will send a PINAPP Local Registry Discovery Request to the PIN Server. The request includes the PIN ID.

5. PIN Server responds to the PIN Enabler Client with the contact information for the PIN Management Client that hosts the local registry. 

6. The PIN Enabler Client sends a Discover AS Query for ASs to the PIN Management Client with information such as AS name, Capability, User preferences, and Service Provider ID.

7. The PIN Management Client responds with the details of AS that meet the discovery criteria. The details of the AS includes contact information such as URL, FQDN, IP address, and PORT number and a Service Provider ID.

8. If the query cannot be resolved, PIN Management Client can forward the Discovery Query to PIN Server. 

9. PIN server responds to PIN Enabler Client with the details of AS that meet the discovery criteria such as URL, FQDN, IP address, and PORT number.

After the procedure above, Application Client in a PINE can start interacting with the discovered AS which is either within the PIN or outside the PIN.
7.x.3
Solution evaluation

This solution describes how to enable discovery of Application Server, connected to a PIN, by Application Clients running in the same PIN.
The solution describes how a PIN Management Client, which maintains local AS information, helps PIN Enabler Clients discover AS(s) that are local and remote. The local registry can also hide the details of the PIN, which can involve 3GPP, non-3GPP connectivity. If operator wants a specific AS in the DN to be used by Application Clients, then it can provision the desired AS information to the PIN Management Client. In scenarios, where local AS is not found, the PIN Management Client can fetch information from PIN Server.

This solution also enables flexibility in deploying AS(s), because, based on specific requirements, some AS can be deployed in the PIN and some in the DN and can be managed by service provider’s policy.
* * * *   End-of Changes   * * * *
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