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Abstract of document:

3GPP TS 23.700-99 specifies the application architecture, procedures, information flows for Network slice capability enablement (NSCE) Service. NSCE Service provides application layer enablement to support the network slice management and control with/without invoking control and management plane capabilities from SA2 and SA5 pertaining to network slicing. 

The TS fulfills the objectives of EDGEAPP WID, and includes details on the following aspects:

1.
Architectural requirements;

2.
Application layer architecture with the descriptions of functional entity, reference point descriptions, including cardinality rules, identities, commonly used values;

3.
Detailed procedures and information flows, covering the following functionality:
Automatic application layer network slice management;
Network slice capability registration;
Discovery of management service exposure;
Network slice fault management capability;
Communication service management exposure;
QoS verification capability;
Network slice related performance and analytics exposure;
Slice API configuration and translation;
VAL server authorization and authentication via slice enabler layer;
Support for managing trusted third-party owned application(s);  and
Network slice application policy management capability;
Changes since last presentation to SA Meeting #95-e:
The following aspects have been addressed since the last presentation to SA#95-e:

The NSCE-E reference point is added;

Identities and commonly used values are added;
Solution for SEAL enhancement;
Numerous solution evaluation; and

Several editor's notes are closed.
Outstanding Issues:

Clean-up of remaining editor's notes is needed. And the solutions for KI #11, KI #13, and KI#14 need alignment with other WGs (e.g. SA1, SA2 and SA5).

Contentious Issues:

None
