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1. Introduction
This pCR proposes a solution for KI#1.
2. Reason for Change
This solution addresses aspects of Key Issue #1. 
For an established PIN, the PIN should have the profile or configuration information in PIN server, PEMC and PEGC. 
In this paper, it mainly discusses the PIN Profile and configuration information related to PIN. 
3. Conclusions

N/A
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-78 v 0.2.0.
* * * First Change, all new text * * * *

7.X
Solution #X: PIN Profile
7.X.1
Architecture enhancements

The architecture of PIN is referred to the solution 1 in clause 7. 
7.X.2
Solution description

7.X.2.1
General

This solution addresses aspects of Key Issue #1. 
For an established PIN, the PIN should have the profile or configuration information in PIN server, PEMC and PEGC. 

7.X.2.2
PIN Profile
7.X.2.2.1
PIN Profile in PIN server
The PIN server stores the PIN profile. The PIN profile includes the information about the PIN elements, routing information and the service it provides. 
Table 7.X.2.2.1-1: PIN Profile in PIN server
	Information element
	Status
	Description

	PINID 
	M
	The identifier of the PIN

	PEMC ID
	M
	The identifier of the PEMC (e.g.: PIN client ID, UE GPSI and etc)

	PEMC Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PEMC (PIN client). 

	PEGC ID
	M
	The identifier of the PEGC (e.g.: PIN client ID, UE GPSI and etc)

	PEGC Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PEGC (PIN client). 

	PIN client ID
	M
	The identifier of the PIN client or PIN element in the PIN.

	PIN client Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PIN client in PIN.

	PIN life cycle
	M
	The life cycle of PIN. The PIN should be removed if the life cycle is end.

	PIN client permission
	O
	Indicate whether the PIN client has the permission to access 5GS or other services in PIN. 

	Access control information
	O
	All the information is used by PIN elements (PIN client) in PIN to access 5G or access other application outside of PIN, including user name, account, SSID, BSSID. 

	PIN description
	O
	Human-readable description of the PIN, for example, the company name, location or the type of service.

	Application client type
	O
	Indicates the category or type of application deployed on the PIN client (e.g. V2X). 
The application deployed on PIN client or PIN element in PIN can provide different type of service. 

	PEGC Service Area
	O
	The PEGC serves UEs that are connected to the Core Network from one of the cells included in this service area. The PIN client that are located outside this area may have a long route to be served. 


7.X.2.2.2
PIN Profile in PEMC
The PEMC stores the PIN profile related to PIN. The PIN profile includes the information about the PIN elements, routing information and the service it provides. 
Table 7.X.2.2.1-1: PIN Profile in PEMC
	Information element
	Status
	Description

	PINID 
	M
	The identifier of the PIN

	PEGC ID
	M
	The identifier of the PEGC (e.g.: PIN client ID, UE GPSI and etc)

	PEGC Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PEGC (PIN client). 

	PIN client ID
	M
	The identifier of the PIN client or PIN element in the PIN.

	PIN client Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PIN client in PIN.

	PIN server ID
	M
	The identifier of the PIN server that serves the PEMC.

	PIN server Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PIN server. 

	PIN server Service Area
	O
	The PIN server serves PEMC, PEGC or PIN elements. If the PIN elements are out of service area of PIN server, the PIN server relocation is needed.

	PIN client permission
	O
	Indicate whether the PIN client has the permission to access 5GS or other services in PIN. 

	Access control information
	O
	All the information is used by PIN elements (PIN client) in PIN to access 5G or access other application outside of PIN, including user name, account, SSID, BSSID. 

	PIN server Service Area
	O
	The PIN server serves PEMC, PEGC or PIN elements. If the PIN elements are out of service area of PIN server, the PIN server relocation is needed.

	PIN description
	O
	Human-readable description of the PIN, for example, the company name, location or the type of service.

	Application client type
	O
	Indicates the category or type of application deployed on the PIN client (e.g. V2X). 

The application deployed on PIN client or PIN element in PIN can provide different type of service. 

	PEGC Service Area
	O
	The PEGC serves UEs that are connected to the Core Network from one of the cells included in this service area. The PIN client that are located outside this area may have a long route to be served. 


7.X.2.2.3
PIN Profile in PEGC
The PEGC stores the PIN profile related to PIN for routing control. 

Table 7.X.2.2.3-1: PIN Profile in PEGC
	Information element
	Status
	Description

	PINID 
	M
	The identifier of the PIN

	PEMC ID
	M
	The identifier of the PEMC (e.g.: PIN client ID, UE GPSI and etc)

	PEMC Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PEMC (PIN client). 

	PIN client ID
	M
	The identifier of the PIN client or PIN element in the PIN.

	PIN client Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PIN client in PIN.

	PIN server ID
	M
	The identifier of the PIN server that serves the PEMC.

	PIN server Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PIN server. 

	List of N6 Traffic Routing Control information
	M
	The N6 traffic routing information and/or routing profile ID corresponding to each DNAI or application server.
This information is used to route the traffic from PIN elements internal PIN to the PIN elements outside of PIN or application servers located outside of PIN. 

	List of DNAI(s)
	O
	DNAI(s) associated with the application server or other PIN elements located outside of PIN. This IE is used as Potential Locations of Applications in clause 5.6.7 of 3GPP TS 23.501 [2].

It is a subset of the DNAI(s) associated with the DN where the application server or other PIN elements outside of PIN resides.

	PIN server Service Area
	O
	The PIN server serves PEMC, PEGC or PIN elements. If the PIN elements are out of service area of PIN server, the PIN server relocation is needed.

	PIN client permission
	O
	Indicate whether the PIN client has the permission to access 5GS or other services in PIN. 

	Access control information
	O
	All the information is used by PIN elements (PIN client) in PIN to access 5G or access other application outside of PIN, including user name, account, SSID, BSSID. 

	PIN description
	O
	Human-readable description of the PIN, for example, the company name, location or the type of service.

	Application client type
	O
	Indicates the category or type of application deployed on the PIN client (e.g. V2X). 

The application deployed on PIN client or PIN element in PIN can provide different type of service. 

	PEGC Service Area
	O
	The PEGC serves UEs that are connected to the Core Network from one of the cells included in this service area. The PIN client that are located outside this area may have a long route to be served. 


7.X.2.2.4
PIN Profile in PIN client (PIN element in PIN)
The PIN elements stores the PIN profile related to PIN for communication. 

Table 7.X.2.2.4-1: PIN Profile in PIN client
	Information element
	Status
	Description

	PINID 
	M
	The identifier of the PIN

	PEMC ID
	M
	The identifier of the PEMC (e.g.: PIN client ID, UE GPSI and etc)

	PEMC Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PEMC (PIN client). 

	PEGC ID
	M
	The identifier of the PEGC (e.g.: PIN client ID, UE GPSI and etc)

	PEGC Endpoint
	M
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PEGC (PIN client). 

	PIN client permission
	O
	Indicate whether the PIN client has the permission to access 5GS or other services in PIN. 

	Access control information
	O
	All the information is used by PIN elements (PIN client) in PIN to access 5G or access other application outside of PIN, including user name, account, SSID, BSSID. 

	PIN description
	O
	Human-readable description of the PIN, for example, the company name, location or the type of service.

	Application client type
	O
	Indicates the category or type of application deployed on the PIN client (e.g. V2X). 

The application deployed on PIN client or PIN element in PIN can provide different type of service. 

	PEGC Service Area
	O
	The PEGC serves UEs that are connected to the Core Network from one of the cells included in this service area. The PIN client that are located outside this area may have a long route to be served. 

	PIN client Endpoint
	O
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the PIN client outside of PIN.

	Application server Endpoint
	O
	Endpoint information (e.g. URI, FQDN, IP address) used to communicate with the application server outside of PIN.


* * * * End-of Changes * * * *

