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* * * * * * * FIRST CHANGE * * * * * * *
[bookmark: _Toc98809001]8.1.5	Functional Alias
Functional alias provides a complementary, role-based user identification scheme which can be used by MC service users for operational purposes in the form of meaningful elements such as the function, the order number or vehicle identifications that can be used within any form of MC service communication. Functional alias takes a form of a URI. The application addressing remains in its form and forms the foundation for the association with the corresponding functional alias. An MC service user can simultaneously activate several functional aliases but only one can be associated to a certain communication.
Each functional alias is subject to the uniqueness principle within an organization and can be shared simultaneously by several MC service users, depending on the assignment. In this case, all assigned MC service users sharing a functional alias can be included in a communication.
An MC service user can simultaneously uses a different set of functional aliases when migratingfrom multiple towards another service organizations to allow the MC service user to be reachable by functional aliases within thatby different organizations.
The use of a functional alias always requires an association with the MC service ID. The MC service ID needs to be used to provide the security context for a communication.
* * * * * * * NEXT CHANGE * * * * * * *
[bookmark: _Toc98809095]10.1.4.3.2	MC service user receiving MC service from a partner MC system
Figure 10.1.4.3.2-1 below illustrates mechanism for the configuration management client to retrieve the MC service user profile for the migrating MC service user from the partner MC system.
NOTE:	Any proxy servers at the edges of the primary and partner MC systems which are used to hide the topology of the MC systems from external entities are not shown in this procedure.
Preconditions
-	The MC service user is permitted to migrate to the partner MC system, and the relevant authorizations are configured in both the primary and partner MC systems of that MC service user
-	The MC service user has performed MC service user authentication in the partner MC system, and has received the necessary credentials to retrieve configuration information and to request service authorization.
-	The MC service UE has been provided with addressing information to allow the configuration management client in the MC service UE to access the configuration management server in the partner MC system.


Figure 10.1.4.3.2-1:	Retrieval of user profile in partner MC system
1.	The configuration management client in the MC service UE of the migrating MC service user requests the MC service user profile for migration from the configuration management server in the partner MC system.
2.	The configuration management server in the partner MC system requests the MC service user profile from the configuration management server in the primary MC system of the MC service user.
3.	The configuration management server in the primary MC system of the MC service user retrieves the MC service user profile from the MC service user database in that primary MC system. The identification of the partner MC system to which the MC service user is attempting to migrate is used to determine which MC service user profile is retrieved for that MC service user for migration to that partner MC system.
4.	The configuration management server in the primary MC system provides the MC service user profile to the configuration management server in the partner MC system of the MC service user, optionally requesting validation of the modified MC service user profile.
5.	The partner MC system of the MC service user modifies the MC service user profile according to local configuration information and stores the modified MC service user profile in the MC service user database in the partner MC system.
NOTE 1:	The modified MC service user profile includes the set of functional aliases for use in the partner MC system.
6.	If the primary MC system requested validation of the MC service user profile in step 4, the configuration management server in the partner MC system of the migrating MC service user may send the modified MC service user profile to the configuration management server of the primary MC system of the MC service user to allow the primary MC system of the MC service user to validate the modified MC service user profile.
7.	The primary MC system of the migrated MC service user validates the modified MC service profile of the migrated MC service user.
8.	The primary MC system of the migrated MC service user responds to the partner MC system with the results of the validation process.
9.	The configuration management server in the partner MC system provides the MC service user profile to the configuration management client of the migrating MC service user,
NOTE 2:	Step 9 is not followed if the validation process fails.
* * * * * * * END OF CHANGES * * * * * * *
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