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1. Introduction
This pCR proposes resolutions for ENS in addition to providing solution evaluation.
2. Reason for Change
The Edge Notification Server provides an architectural mechnism via which many different ways of pushing notifications to EEC would become possible so that the best notification delivery method can be met given the use case, the desired delivery method asked by the EEC and the UE’s limitations.
Having said that, such an enhancement (i.e. inclusion of the Edge Notification Server) can be considered as an optional feature. Hence the following EN can be removed by clarifying that the ENS is an optional funtional element of the architecture in clause 6.3.1.1. 

“Editor's Note: Whether ENS should be an optional EDGEAPP architectural enhancement is FFS.”

As for the folloiwng EN:

“Editor's Note: Whether ENS should be addressed as a generic function provided as part of SEAL is FFS.”

The prelininary discussions regarding the includsion of the ENS as part of eSEAL services indicate that ENS can and should indeed be provided by eSEAL architecture where many vericals can benefit from such a service (i.e. pushing notifications to UE using different delivery methods suitable for the given UE’s use case).

The eSEAL architecture incorporating the ENS capability is under discussion, and hence adjustments to Figure 6.3.1-1 dipecting the usage of ENS serviceof eSEAL is left to such a time when eSEAL architecture is defined.
As a result the above EN is removed and the following NOTE added in clause 6.3.1:

“NOTE 3: ENS as an optional capability is provided through eSEAL services. As a result, Figure 6.3.1-1, will be updated accordingly to depict interaction over EDGE-11, EDGE-12 and EDGE-13 with eSEAL layer.”
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v0.4.0.
* * * First Change * * * *

6.3
Option #3: Edge Notification Server architecture

This clause provides an enhanced application architecture based on Rel-17 architecture by incorporating an Edge Notification Server addressing Key Issue #1, "Enhanced notification service to the EEC".

6.3.1
Architecture enhancements

This clause describes the new Edge Notification Server (ENS) functional element and the new interfaces (i.e EDGE-11, EDGE-12 and EDGE-13) needed to enable interactions in between EEC-ENS, EES-ENS and ECS-ENS respectively. 

Figure 6.3.1-1 illustrates the reference point representation of the architecture for Edge Enabling Application with the inclusion of the Edge Notification Server and the reference points EDGE-11, EDGE-12 and EDGE-13. The Figure also shows an OEM Push sever which is outside of the PLMN.

NOTE 1: The OEM Push sever and the Push Function in the UE, as shown in Figure 6.3.1-1, are outside the scope of this TR and SA6.

NOTE 2: The details of communication between the ENS and the OEM Push sever is outside the scope of this TR and SA6.
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Figure 6.3.1-1: Enhanced architecture using an Edge Notification Server


NOTE 3: ENS is an optional feature of EDGEAPP architecture which is provided as part of the SEAL services. As a result, Figure 6.3.1-1, will be updated accordingly to depict interaction with ENS services within the SEAL layer.

* * * Next Change * * * *

6.3.1.1
Edge Notification Server (ENS)
ENS is the optional central notification server which can receive notifications from EES (EDGE-12) and ECS (EDGE-13) and based on the preferred notification delivery method indicated by EEC (over EDGE-11), delivers the notifications to EEC through either a Pull or a Push delivery method.

Functionalities of ENS are:

a)
Enabling EEC to request for a Callback URL to be used in its event subscription creation with EES and ECS;

b)
Enabling EEC to request for an optional Channel URL to receive notifications from the ENS directly (e.g. via Long-polling or WebSocket);

c)
Enabling EEC to request receiving notifications from the ENS indirectly through a preferred Push server (e.g. FCM, APNS, OMA Push);

d)
Setting up a Pull or Push notification channel with EEC based on EEC's preferred notification delivery method (e.g. Long-polling, WebSocket) requested;

e)
Receiving Notifications from EES and ECS at the CallBack URL and passing them onto the EEC either over a notification Channel (e.g. Long-polling, WebSocket) which is setup directly with the EEC or indirectly (i.e. an implicit notification channel) via a Push server (e.g. FCM, APNS, OMA Push);

* * * Next Change * * * *

7.20
Solution #20: Propagation of EEL notifications to EEC using Edge Notification Server 

7.20.1
Architecture enhancements

Architecture enhancement in clause 6.3 is the basis for this solution. 
7.20.2
Solution description

7.20.2.1
General
The following solution corresponds to the key issue #1, "enhanced notification service to the EEC" as described in clause 4.1.

In this solution, ENS is used as a centralized notification server enhancing EEL's notifications delivery mechanism to EEC. Such an architectural enhancement allows the EEC to inform EEL of its preferred method (e.g. Long-polling, WebSocket, FCM, APNS, OMA Push) of receiving notifications and enables Edge Application architecture to flexibly provide a diverse set of methods for notifications delivery to EEC.
NOTE :
ENS services is provided through interaction with the SEAL layer. Hence, in Figure 7.20.2.2-1 and 7.20.2.3-1, references to ENS should be viewed as ENS services of the SEAL.
7.20.2.2
Notification delivery over a direct Notification Channel Procedure
In this procedure, based on EEC's request on the preferred method of notification delivery (i.e. Log-polling or WebSocket), a direct notification channel in between the EEC and ENS (which is provided by the SEAL layer) is established.

NOTE:
Notification delivery method using a Push server is described in clause 7.20.2.3. 
Pre-conditions:

1.
EEC is aware of the ENS's endpoint through provisioning

2.
EES and ECS are authorized to interact with the ENS

3.
EEC is authorized to interact with the ENS, EES and ECS
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Figure 7.20.2.2-1: Notification delivery over a direct Notification Channel
1.
The EEC sends a request to ENS for a direct notification channel (e.g. by indicating either a Long-polling (Pull) or a WebSocket (Push) notification delivery method).

2.
Upon receiving the request, the ENS performs an authorization check and further verifies if the requested notification delivery method (e.g. Long-polling or WebSocket ) can be used. If the request is authorized and the requested notification delivery method can be used, the ENS assigns a CallBack URL and an associated Channel URL for the EEC and stores the information for its subsequent use (i.e. any notification received at the assigned Callback URL will be made available over the associated Channel for consumption by the EEC).

3.
If the processing of the request was successful, the ENS responds with the assigned Callback URL and Channel URL

4.
EEC, upon receiving the Callback URL and Channel URL, based on the type of direct notification channel (e.g. Long-polling or WebSocket) it wishes to have with ENS, would either starts polling the Channel URL (e.g. HTTP GET Channel URL)f or events or uses the Channel URL and prepares it for the Push delivery (e.g. uses the channel URL and upgrades it to a WebSocket notification channel as per WebSocket protocol and in essence opens the notification channel for the flow of notifications as they arrive at ENS).

5.
The EEC sends a EAS discovery subscription request and/or ACR information subscription request (as described in clauses 8.5.3.4 and 8.8.4.8 of 3GPP TS 23.558 v17.0.0 respectively) to the EES with the Notification Target Address IE set to the CallBack URL received from the ENS in step 3 above. 

6.
Upon receiving the request, the EES performs an authorization check (as described in clauses 8.5.2.3.2 or 8.8.3.5.2 of TS 23.558 depending on the subscription request in step 5) and if the request is authorized, the EES creates the associated subscription resource.

7
EES responds to EEC with the subscriptionId of the created resource.

8
The EEC sends a service provisioning subscribe request (as described in clause 8.3.3.3.4 of 3GPP TS 23.558 v17.0.0) to the ECS with the Notification Target Address IE set to the CallBack URL received from the ENS in step 3 above. 

9
Upon receiving the request, the ECS performs an authorization check as described in clause 8.3.3.2.3.2 of TS 23.558 and if the request is authorized, the ECS creates the associated subscription resource.

10.
ECS responds to EEC with the subscriptionId of the created resource.

11.
Some events of interest to EEC occurs in ECS that satisfies trigger conditions for updating service provisioning of a subscribed EEC and the corresponding subscription directs the ECS to push the event to the CallBack URL which is terminated at the ENS.

12.
ECS pushes the notification to the CallBack URL

13.
ENS, upon receiving an event at the given CallBack URL, identifies the associated Channel URL (which it created and assigned to the EEC in step 2 above) and determines which notification delivery method was requested by the EEC (as per step 1 above). ENS forwards the notification to EEC either by responding to the Long-polling request (if EEC is using the Long-polling method) or pushes the notification to the EEC (if EEC is using a Push method such as the WebSocket delivery method),

14.
Some events of interest to EEC occurs in EES that satisfies trigger conditions for updating a subscribed EEC with the EAS discovery information or ACR related information (e.g. ACR complete event) and the corresponding subscription directs the EES to push the event to the CallBack URL which is terminated at the ENS.

15.
EES pushes the notification to the CallBack URL

16.
ENS, upon receiving an event at the given CallBack URL, identifies the associated Channel URL (which it created and assigned to the EEC in step 2 above) and determines which notification delivery method was requested by the EEC (as per step 1 above). ENS forwards the notification to EEC either by responding to the Long-polling request (if EEC is using the Long-polling method) or pushes the notification to the EEC (if EEC is using a Push method such as the WebSocket delivery method).

7.20.2.3
Notification delivery using a Push Server Procedure (indirect Notification Channel)

In this procedure, based on EEC's request that the preferred method of notification delivery being via a Push server, there is no need for a direct notification channel between the EEC and ENS (which is provided by the SEAL layer). Instead, ENS forwards the notifications through an identified Push server to the EEC. In other words, based on EEC's request, an indirect notification channel between the EEC and ENS with the Push server as an intermediary is established. 

NOTE: This procedure reuses the Push function setup steps 1a, 1b and 1c described in solution #1 (see clause 7.1.2.2).

Pre-conditions:

1.
EEC is aware of the ENS's endpoint through provisioning

2.
EES and ECS are authorized to interact with the ENS

3.
EEC is authorized to interact with the ENS, EES and ECS

4.
ENS is aware of the Push server endpoint and is authorized to interact with it 
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Figure 7.20.2.3-1: Notification delivery using a Push Server
1.
The EEC registers with the push function within the UE. The EEC acquires a push token and push server information from the push function. This step is depicted as sub-steps 1a, 1b and 1c in Figure 7.20.2.2-1.
NOTE:
The push server provides the push function in the UE with a push token, which is delivered to the EEC.
2.
The EEC sends a request to ENS for an indirect notification channel via the identified Push server. The request contains the Push server information as well as the EEC's push token (see step 1)

3.
Upon receiving the request, the ENS performs an authorization check and further verifies if the requested notification delivery method (i.e. Push server) can be used. If the request is authorized and the requested notification delivery method can be used, the ENS assigns a CallBack URL for the EEC and stores the information for its subsequent use (i.e. any notification received at the assigned Callback URL will be forwarded to the associated Push server for consumption by the EEC).

4.
If the processing of the request was successful, the ENS responds with the assigned Callback URL.

5.
The EEC sends a EAS discovery subscription request and/or ACR information subscription request (as described in clauses 8.5.3.4 and 8.8.4.8 of 3GPP TS 23.558 v17.0.0 respectively) to the EES with the Notification Target Address IE set to the CallBack URL received from the ENS in step 4 above. 

6.
Upon receiving the request, the EES performs an authorization check (as described in clauses 8.5.2.3.2 or 8.8.3.5.2 of TS 23.558 depending on the subscription request in step 5) and if the request is authorized, the EES creates the associated subscription resource.

7.
EES responds to EEC with the subscriptionId of the created resource.

8.
The EEC sends a service provisioning subscribe request (as described in clause 8.3.3.3.4 of 3GPP TS 23.558 v17.0.0) to the ECS with the Notification Target Address IE set to the CallBack URL received from the ENS in step 4 above. 

9.
Upon receiving the request, the ECS performs an authorization check as described in clause 8.3.3.2.3.2 of TS 23.558 and if the request is authorized, the ECS creates the associated subscription resource.

10.
ECS responds to EEC with the subscriptionId of the created resource.

11.
Some events of interest to EEC occurs in ECS that satisfies trigger conditions for updating service provisioning of a subscribed EEC and the corresponding subscription directs the ECS to push the event to the CallBack URL which is terminated at the ENS.

12.
ECS pushes the notification to the CallBack URL

13.
ENS, upon receiving an event at the given CallBack URL, identifies the associated Push server and the EEC's push token (which it received from EEC in step 2 above) and pushes the notification to the identified Push server using the given EEC's push token notification.

14.
Push server forwards the notification to the EEC via the push function.

15.
Some events of interest to EEC occurs in EES that satisfies trigger conditions for updating a subscribed EEC with the EAS discovery information or ACR related information (e.g. ACR complete event) and the corresponding subscription directs the EES to push the event to the CallBack URL which is terminated at the ENS.

16.
ECS pushes the notification to the CallBack URL

17.
ENS, upon receiving an event at the given CallBack URL, identifies the associated Push server and the EEC's push token (which it received from EEC in step 2 above) and pushes the notification to the identified Push server using the given EEC's push token notification.

18.
Push server forwards the notification to the EEC via the push function.

* * * Next Change * * * *
7.20.3
Solution evaluation

The proposed solution addresses Key Issue #1. 

The Edge Notification Server enables an EDGEAPP architectural mechnism via which many different ways of pushing notifications to the EEC would become possible. Hence, the best notification delivery method  can be offered to the EEC/UE for the use case at hand as per EEC’s request based on the given UE’s limitations. 

The Edge Notification Server which is enabled via the SEAL layer, should be viewed as an umbrella for different notification deliver methods to the EEC, one of which is solution #1 as per clause 7.1. Such an EDGEAPP architectural enhancement provides the needed flexibilty to handel different use cases while considering varrying UE’s limitations.
This optional solution requires a new SEAL service to avail Edge Notification Services to the EDGEAPP architecture.
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