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1. Introduction
This contribution updates Solution#25 to include a procedure for CAS initiated ACR by extending the “S-EAS decided ACR scenario” in TS 23.558 clause 8.8.2.4.   
2. Reason for Change
The following open issues are listed in Key Issue #11 ACR between EAS and Cloud Application :

1.
Whether and how to detect that ACR is required between EAS and CAS
2.
Whether and how to decide that ACR is required between EAS and CAS

3.
Whether and how to perform ACR between EAS and CAS

4.
Whether and how to perform post ACR actions

6.
Whether and what are the impacts of CAS initiated ACR.

This contribution will address these open issues in relation to open issue 6 “Whether and what are the impacts of CAS initiated ACR”. 
3. Proposal

It is proposed to agree on the following changes to 3GPP TR 23.700-98 v0.6.0.
* * * First Change * * * *

7.25
Solution #25: ACR between EAS and Cloud Application Server
7.25.1
Architecture enhancements

Architecture enhancements in clause 6.5 is the basis for this solution.
7.25.2
Solution description

7.25.2.1
General

The following solution addresses open issues of key issue #11, ACR between EAS and Cloud Application Server.

7.25.2.2
Procedure

The scenarios specified in 3GPP TS 23.558 (Rel-17) clause 8.8 have been updated to consider the ACR between EAS and Cloud Application Server. 

7.25.2.2.x
CAS initiated ACR
In this scenario, the CAS detects the need for ACR and makes the decision about whether to perform the ACR and starts the ACR at a proper time. 

When ACR happens between EAS and CAS, the S-EAS can be the CAS. During the ACR execution phase, the CAS needs to know the EES before continuing with T-EAS discovery. Once the CAS knows the EES, the T-EAS discovery and the remaining steps are similar to the “S-EAS decided ACR scenario” as specified in TS 23.558 clause 8.8.2.4, where the CAS acts like the S-EAS. 
Editor’s Note: How CAS detects ACR is FFS
Editor’s Note: How CAS knows the EES is FFS.
Editor’s Note: Whether the UE Identifier need to be shared with the CAS and how it is shared is FFS.
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7.25.3
Solution evaluation

This clause provides an evaluation of the solution.
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