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1. Introduction
This contribution updates the solution #4: Location service registration baed on the archicture of solution #1.  
2. Reason for Change
According to the architecture of the solution #1, the FLS-1 is defined to support interaction between the target UE and Fused Location Server, and the interface used in the FLS-1 is based on the HTTP and Websocket, and the registration procedure based on SBI for the NRF defined in the TS 23.502 and be re-used for the FLS-1 with some parameters changed. So the "Editor's Note: Information flow for the registration procedure is FFS." can be removed, the detailed parameters can be defined in the stage 3.
During the registration procedure, the UE can provide its public UE identity of the PLMN to the FLS, but also the UE can provide its public vertical location application ID to the FLS , in such case, the FLS can directly associate the UE vettical locaiton Application ID to the PLMN public ID (e.g. GPSI/MSISDN). And the FLS needs to store such UE public IDs information and its association into the UE's location context in the FLS (e.g. via the FLS-3 interface to the database).  
During the registration procedure, the UE also can provide its supported and available non-3GPP defined access types and its location capabilities (e.g. the location methods, the location accuracy and location latency) information to the FLS, the FLS can store these information to the UE location context. If there are location request from a vertical location application server, the FLS can determine and select which non-3GPP accesses can be used based on the requested location QoS as descrbied in solution #7.
The fused location server can be discovered during the PDU Session establishment procedure (similar to discover the P-CSCF during the PDU Session establishement procedure),  or the fused lcoation server is pre-configured in the UE or is discovered via the DNS query.
If the Multi-USIM is supported by the fused location client, the fused location client performs the steps 1 to 3 for each PLMN of the Multi-USIM PLMNs.
3. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-96 v0.5.0.


* * * First Change * * * *
[bookmark: _Toc101188151][bookmark: _Toc464463365][bookmark: _Toc475064959][bookmark: _Toc478400630][bookmark: _Toc7485785][bookmark: _Toc89260691]7.4	Solution #4: Location service registration
[bookmark: _Toc101188152]7.4.1	Solution description
This solution addresses key issue #5: Initialization and configuration for fused location service.
The procedure for location service registration is illustrated in figure below. This procedure is based on fused location architecture of solution#1. The purpose of this procedure is for the fused location client to register to the location services available at the fused location server while ensuring the privacy of the user.
If the Multi-USIM is supported by the fused location client, the fused location client performs the registration procedure for each PLMN of the Multi-USIM PLMNs.


Figure 7.4.1-1: Location service registration procedure
1.	The fused location client of a target UE sends location service registration request to the fused location server via the FLS-1 reference point, carrying the identifier of the UE (e.g. GPSI, MSISDN, UUID, etc.) and non-3GPP defined access location capabilites (e.g. the available non-3GPP defined access types, the location methods, the location accuracy and latency of the non-3GPP defined access types). 
	To access the FLS via the FLS-1 reference point, the fused location client can use any available non-3GPP defined accesses to send the location service registration request. 
	The fused location server can be pre-configured in the UE or is discovered via the DNS query.
2.	The fused location server checks authorization for the UE's request. If the fused location server supports privacy checking it also performs or assists with e.g. 5GC on privacy check.
3.	The fused location server, upon successful authorization and privacy check (if any), responds to the fused location client with registration result and stores the UE idnetifier information and non-3GPP defined access location capabilities into the UE location context.
If the Multi-USIM is supported by the fused location client, the fused location client performs the steps 1 to 3 to register its identifier (e.g. MSISDN) associated with each PLMN of the Multi-USIM PLMNs .
 Editor's Note: Information flow for the registration procedure is FFS.
[bookmark: _Toc101188153]7.4.2	Solution evaluation
Editor's note:	This clause provides an evaluation of the solution. The evaluation should include the descriptions of the impacts to existing architectures.
This solution is based on the architecture proposed in Solution #1. the fused location client can provide its UE IDs and the location capabilities of the available non-3GPP defined accesses to the FLS, and the FLS can generate and store these inforation as the UE location context. The FLS can use these UE location context in the following location procedures.
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