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1. Introduction
This contribution updates Solution#24 to include a procedure for CAS initiated ACR by extending the “S-EAS decided ACR scenario” in TS 23.558 clause 8.8.2.4.   
2. Reason for Changesss
The following open issues are listed in Key Issue #11 ACR between EAS and Cloud Application :
1.
Whether and how to detect that ACRsss is required between EAS and CAS
2.
Whether and how to decide that ACR is required between EAS and CAS

3.
Whether and how to perform ACR between EAS and CAS

4.
Whether and how to perform post ACR actions

6.
Whether and what are the impacts of CAS initiated ACR.

This contribution will address these open issues in relation to open issue 6 “Whether and what are the impacts of CAS initiated ACR”. 
3. Proposal

It is proposed to agree on the following changes to 3GPP TR 23.700-98 v0.6.0.
* * * First Change * * * *
7.24
Solution #24: ACR between CAS and EAS 
7.24.1
Architecture enhancements

7.24.2
Solution description
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Figure 7.24.2-1: Illustration of application architecture with Edge and Central server deployment

In this solution, the Central Application Server (CAS) is supported by Central Enabler Server (CES) via EDGE-3' reference point and CES is supported by ECS via EDGE-6' reference point. The CES communicates with EES or another CES via EDGE-9' reference point. The EEC utilizes EDGE-1' reference point to communicate with the CES. The CES and CAS interact with 3GPP Core Network via EDGE-7' reference point and EDGE-2' reference point, respectively.

Editor's note:
It is FFS whether the "C" in CAS and CES stands for "Central" or "Cloud". 

Editor's note:
It is FFS whether CES is needed and if it can be co-located with CAS

From concept wise, the CAS and CES are servers deployed in a central cloud and EAS and EES are servers deployed in an edge cloud. If certain EAS and EES in the edge cloud are capable of supporting more UEs than regular edge server and can serve UE from anywhere (N6 routable), their role becomes central server.

Editor's note:
It is FFS whether EDGE-1' is needed. And it is FFS for the detailed function differences between EDGE-1 and EDGE-1' (if needed), EDGE-3 and EDGE-3', between EDGE-6 and EDGE-6' and between EDGE-9 and EDGE-9'.

Since the EAS may have service area restriction, once the UE is moving out of the current edge coverage, to keep service continuity, the application client needs to connect to either another EAS in new EDN or the CAS. For the latter case, the EES interacts with the CES via EDGE-9' reference point and application context is transferred between the EAS and CAS. Later, if the UE is moving to an area with edge coverage, the CES interacts with the EES via EDGE-9' reference point and application context is transferred between the CAS and EAS.

7.24.2.1
ACR Scenarios  

The ACR scenarios in TS 23.558 can be extended to include ACR between EAS and CAS. The extension would also include extensions to relevant procedures used in the ACR Scenarios (e.g.  T-EAS discovery, ACR request).

7.24.2.1.1
CAS decided ACR scenario

TS 23.558 clause 8.8.2.4 “S-EAS decided ACR scenario” can be updated to allow “CAS decided ACR scenario” by allowing a CAS to be an S-EAS and CES to be a S-EES as shown in Figure 8.8.2.4-1. The CES will, therefore, need to be part of the EEL that facilitate the discovery of the T-EAS by interacting with the ECS. 
Since in this procedure T-EAS discovery is used by the CAS – in step 3 – to discover the T-EAS the procedure in TS 23.558 clause 8.8.3.2 “Discover T-EAS” is also updated as shown in clause 7.25.2.2.2. 
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Figure 8.8.2.4-1: CAS/S-EAS decided ACR
























7.25.2.2.2
 “Discover T-EAS” for CAS 

TS 23.558 clause 8.8.3.2 “Discover T-EAS” can be updated to allow CAS to discover T-EAS by allowing the CAS to be an S-EAS and the CES to be an S-EES as shown in Figure 8.8.3.2-1. Therefore, the CES has to be part of the EEL to facilitates the discovery of the T-EAS by interacting with the ECS. 
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Figure 8.8.3.2-1: Discover T-EAS

































7.24.3
Solution evaluation

This clause provides an evaluation of the solution.
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4. Generate PCK, PCK ID for terminating MCData user and encrypt using UID of the terminating user
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6. One-to-one SDS message (MCData specific elements, Encrypted user payload, MIKEY-SAKKE I_MESSAGE)



