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1. Introduction
This contribution proposes a new KI and solution for the eEDGEAPP.
2. Reason for Change
The highly reliable edge computing aims to provide fault tolerance, high availability and service resillence for the application services as well as the application supporting layer.
It is needed to study how edge computing (EDGEAPP in SA6) can provide such high reliability in EES/ECS and to support highly reliable EAS.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes in TS 23.700-98.
Rev for final round: removed solution.
* * * First Change * * * *

4.X
Key issue #YY: Reliable Edge service
The highly reliable edge computing aims to provide fault tolerance, high availability and service resillence for the application services as well as the application supporting layer.
The ECS/EES may experience unexpected events (e.g. hardware/link issue in nature disaster) and expected events (e.g. graceful shutdown for maintenance) in service. 
It is needed to study how edge computing (EDGEAPP in SA6) can provide high reliability in EES/ECS and to support highly reliable EAS.

Editor's note:
Whether the study result can be applied also to other application services (e.g. SEAL services) specified in SA6 is FFS.

Open issues:
-
What mechanisms the EES/ECS can use for high reliability in EES/ECS services during expected events and unexpected events in the service.
-
What mechanisms the EES/ECS can provide to support highly reliable EAS during expected events and unexpected events in the service.









* * * End of Changes * * * *
