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1. Introduction
This contribution discusses possible business models for NSCALE.
2. Reason for Change
Different deployments of NSCALE and different capabilties of NSCE support interactions among different stakeholders. This contribution discusses the different business models as part of the Annex.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v1.1.0.
* * * First Change * * * *

Annex X (informative): Business models and relationships for NSCALE

Annex X.1: Relevance to SA5 models
According to TS 28.530, the roles related to 5G networks and network slicing management include among others:

-
Communication Service Provider (CSP): Provides communication services. Designs, builds and operates its communication services. The CSP provided communication service can be built with or without network slice. 

-
Communication Service Customer (CSC): Uses communication services.

-
Network Operator (NOP): Designs, builds and operates networks and provides related services, including network services and network slices.
Also, according to TS 28.530: “In case of Network Slice as a Service (NSaaS) (cf. clause 4.1.6), the Communication Service Provider (CSP) role can be refined into NSaaS Provider (NSaaSP) role – or, in short, Network Slice Provider (NSP) - and the Communication Service Customer (CSC) role can be refined into NSaaS Customer (NSaaSC) role – or, in short, Network Slice Customer (NSC). A NSC can, in turn, offer its own communication services to its own customers, being thus CSP at the same time. A tenant might take the role of a NSC.”
Figure 4.1.6.1 of TS 28.530 illustrates some examples on how network slices can be utilized to deliver communication services, including network slice as a Service. For simplicity this figure omits the details of how NFs are being managed and does not show their groupings into network slice subnet:

a)
A Network Slice as a Service (NSaaS) is provided to CSC-A by CSP-A. Unlike the communication service delivered to end customers, in NSaaS, the offered service is the actual network slice.

b)
CSC-A can use the network slice obtained from CSP-A to support own Communication Services or may add additional network functions to the obtained NSaaS and offer the resulting combination as a new network slice to CSP-B. In this case, CSC-A plays the role of NOP-B and builds his own network. The network slice obtained by CSC-A from CSP-A becomes a "building block" or a network slice subnet of CSC-A in its role of NOP-B. The NOP-B (a.k.a. CSC-A) combines this network slice subnet with other network slice subnets and offers the new network slice subnet as network slice to CSP-B.
c) 
CSP-B can use the network slice obtained from CSC-A / NOP-B to deliver communication services to its end customers (as CSC-B).
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Figure 4.1.6.1: Examples of Network Slice as a Service (NSaaS) being utilized to deliver communication services to end customers [TS 28.530]
[Observation X.1-1] For the NSaaS model, NSCE can be defined as an NSC of the NSP, which in turn offers its own communication services to its own customers, being thus CSP at the same time.

[Observation X.1-2] A Network Slice in NSaaS model can be combined with additional functions, and a new slice can be provided by the CSC-A which acts as NOP-B. In such model, the NSCE server can provide enablement services for the new slice provided by the NOP-A customer.

[Observation X.1-3] It is not necessary that the NOP-B “slice parameters” are the same as the NOP-A “slice parameters”; hence the slice areas for the resulting slice can be different from the slice area provided by NOP-B/CSC-A.
TS 28.530 also specifies the "network slices as NOP internals" model. In this model, the network slices are not part of the NOP service offering and hence are not visible to its customers. However, the NOP, to provide support to communication services, may decide to deploy network slices, e.g. for internal network optimization purposes. This model allows CSC to use the network as the end user or optionally allows CSC to monitor the service status (assurance of the SLA associated with the internally offered network slice). The CSP should be able to provide the service status information (e.g. service performance, fault information, traffic data, etc) to CSC via the management exposure interface. 


[image: image2.emf] 

DN  

N F  

N F  

N etwork Slice  

Network  view  

Managemen t view  

CSP  

NOP    

CSC  

NS  

C S  

offer  

 


Figure 4.1.7.1: Examples of network slice as NOP internals [TS 28.530]
[Observation X.1-4] For the network slices as NOP internals model, the NSCE server can be only defined as part of NOP to translate the slice specific requirements to communication service requirements and vice versa.

Annex X.2: Business relationships
NSCE layer provides value added services to VAL customers, based on consuming 5GS services related to slicing (from OAM, 5GC) and based on interacting with the VAL UE side. The variety of services and the deployment aspects depend on the different assumptions for the slice owner / provider, the slice customer and the enablement service provider. With respect to NSCALE, the NSCE server can play different roles based on the business models. For example, NSCE server can be:

- deployed by NOP / MNO

- deployed by an Edge / Cloud Provider, as a trusted 3rd party

- deployed by a vertical industry, which can be the end slice customer
From business perspective, if the NSCE server is not part of vertical or MNO, the following business model apply. In Figure X.2-1, the different interactions among all the involved entities are provided. More specifically, in this model the end user is the consumer of the applications provided by the vertical/ASP and can have app-level service agreement with vertical/ASP(s). The end user/UE also has a PLMN subscription arrangement with the MNO. The UE used by the end user is allowed to be registered on the MNO’s network. MNO (via OAM) can have a slice SLA with the vertical / ASP, which is optional when vertical customer is the NSC. In addition, due to the involvement of a NSCE service provider, additional agreements can be possible between the NSCE server and VAL/ASP layer and the NOP/MNO(s):
· the enablement service agreement between VAL/ASP layer and the NSCE service provider include the agreement on the value-added services, which in case on NSaaS these are services related to the consumed slice from NOP. So, the end customer (VAL) subscribes to NSCE server for receiving additional services for optimizing the slice utilization. In case that the NSCE server is a NSP towards VAL customer, then such agreement can relate to slice SLA (for the slice provided by the NSCE server).
· the service agreement between MNO and NSCE service provider is for consuming 5GS services (and being also authorized and trusted to provide additional services on top). Such agreement could be also a slice SLA for the scenarios when NSCE server is the NSC of the MNO (in NSaaS model).
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Figure X.2-1 business relationships
* * * End of Changes * * * *
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