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[bookmark: _Hlk520730635]START OF CHANGES

[bookmark: _Toc532828873]6.3.2	API invoker
The API invoker is typically provided by a 3rd party application provider who has service agreement with PLMN operator. The API invoker may reside within the same trust domain as the PLMN operator network.
The API invoker supports the following capabilities:
-	Triggering API invoker onboarding/offboarding;
-	Supporting the authentication by providing the API invoker identity and other information required for authentication of the API invoker;
-	Supporting mutual authentication with CAPIF;
-	Obtaining the authorization prior to accessing the service API;
-	Discovering service APIs information; and
-	Invoking the service APIs.
NOTE:	The details of the specific service APIs are out of scope of the present document.

NEXT CHANGE

[bookmark: _Toc532828880]6.4.2	Reference point CAPIF-1 (between the API invoker and the CAPIF core function)
The CAPIF-1 reference point, which exists between the API invoker and the CAPIF core function, is used for the API invoker within the PLMN trust domain to discover service APIs, to authenticate and to get authorization.
The CAPIF-1 reference point supports:
-	Onboarding the new API invokers and offboarding API invokers;
-	Authenticating the API invoker based on the identity and credentials of the API invoker;
-	Mutual authentication between the API invoker and the CAPIF core function;
-	Providing authorization for the API invoker prior to accessing the service API; and 
-	Discovering the service APIs information.
NOTE:	The security aspects of CAPIF-1 are specified in subclause 6.2 of 3GPP TS 33.122 [12].

END OF CHANGES
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