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1. Introduction
This pCR proposes an update to solution #2 on E2E redundant transmission path establishment.
2. Reason for Change
Solution #2 mentions 

After packet elimination and reordering the SEALDD server sends the recovered application traffic to VAL server.
However, packet elimination and reordering rely on the packet sequence number, which perhaps is not provided by the application traffic packets. The SEALDD enabler layer should provided the sequence number for SEALDD traffic packets in this scenario.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v0.4.0.
* * * First Change * * * *

6.2
Solution #2: E2E redundant transmission path establishment

6.2.1
Architecture enhancements

In this solution, as shown in Figure 6.2.1-1, SEALDD client and SEALDD server transfer SEALDD traffic via two redundant PDU sessions as specified in clause 5.33.2.1 of 3GPP TS 23.501 [6]. 
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Figure 6.2.1-1: E2E redundant transmission architecture

In this solution, Figure 6.2.1-2 shows the data traffic flow of E2E redundant transmission. For uplink data delivery, VAL client sends application traffic to SEALDD client, the SEALDD client duplicates the application packets and maps them into two SEALDD traffic. The SEALDD enabler also provides packet encapsulating function to encapsulate the SEALDD packets with sequence number for packet reordering and elimination if the application packets does not support sequence number. Then the two SEALDD traffic are transferred to SEALDD server via the two redundant PDU sessions shown in figure 6.2.1-1. The SEALDD server eliminates the redundant packets and recovers the application traffic according to the packet sequence number. The recovered application traffic is transferred to VAL server by the SEALDD server. For downlink data delivery, VAL server sends application traffic to SEALDD server, the SEALDD server duplicates the application packets and maps them into two SEALDD traffic. The two SEALDD traffic are transferred to UE via the two redundant PDU sessions. The SEALDD client eliminates the redundant SEALDD packets and recovers the application traffic, then sends the application traffic to the VAL client. 
Editor’s Note: Which protocol should be used to encapsulate the SEALDD packets is FFS.
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Figure 6.2.1-2: E2E redundant transmission traffic flow

6.2.2
Solution description

6.2.2.1
General

The following solution corresponds to the key issue #1 on Support for E2E redundant transport in clause 4.1. 

In this solution, SA2 mechanisms to establish redundant PDU Sessions are utilized to help establish the E2E redundant transport path. It is assumed that the 5GS deployment supports establishing the redundant PDU Sessions.

6.2.2.2
Procedure

Pre-conditions:

1.
The VAL server can discover and select the SEALDD server by CAPIF functions.
2.
The VAL server has subscribed to the SEALDD server for E2E redundant transmission service.
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Figure 6.2.2.2-1: E2E redundant transmission path establishment

1.
The VAL server decides to use SEALDD service to help ensuring data transmission quality for specific users or specific traffic and send a SEALDD service request to the SEALDD server discovered by CAPIF. The request may include e.g. UE ID/address, Application traffic profile, QoS requirements.
2.
Upon receiving the request, the SEALDD server decides to establish redundant transmission path according to the QoS requirements and the network status exposed by 5GS. The SEALDD server allocates two different addresses or ports for the two redundant transmission paths and sends an AF request to 5GS to create or update URSP rules as described in clause 4.15.6.10 of 3GPP TS 23.502 [7] for the UE(s) going to use the redundant transmission service. The AF request includes Identifiers of the UE(s) and application traffic descriptor containing the addresses or ports allocated by SEALDD server.

3.
If the processing of the request was successful, the SEALDD server responds with a SEALDD service response and indicates the VAL server that redundant transmission service should be activated. 

4.
If the redundant transmission requirement is not preconfigured or notified to the VAL client, the VAL server may notify the VAL client(s) which are going to use the redundant transmission service through application layer message.

5.
The VAL client sends a SEALDD service request to SEALDD client with the identifiers of the application traffic (e.g. the URI/address of the VAL server) and requests to use E2E redundant transmission for the application traffic.

6.
The SEALDD client responds with a SEALDD service response.

7.
The SEALDD client discover and select the proper SEALDD server for the VAL application.

NOTE 1:
How to discover and select the proper SEALDD server is discussed in other KIs.

8.
The SEALDD client sends path establishment request to SEALDD server. The request includes the identifiers of the application traffic for SEALDD server to identify the specific application traffic. 

9.
Upon receiving the request, the SEALDD server sends the addresses or ports for the redundant transmission paths allocated in step 2 to SEALDD client. The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.

10.
The UE establishes two redundant PDU Sessions via 5GS as specified in clause 5.33.2.1 of 3GPP TS 23.501 [6]. 

NOTE 2:
After the establishment of the two redundant PDU sessions, the SEALDD client may communicate with SEALDD server through the redundant PDU sessions to let the SEALDD server know the UE's address(es) of the redundant PDU session to fulfil the traffic mapping.

Upon receiving application traffic from VAL client, the SEALDD client duplicates the application packets and maps them into two SEALDD traffic with destination addresses or ports as received from SEALDD server in step 8. The two SEALDD traffic is sent through two redundant PDU sessions to the SEALDD server. The SEALDD server maps the two SEALDD traffic to the same application traffic. After packet elimination and reordering the SEALDD server sends the recovered application traffic to VAL server. The downlink application traffic sends from VAL server to VAL client is processed similarly.
6.2.3
Solution evaluation

Editor's note:
Solution evaluation is FFS.
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