
3GPP TSG-SA WG6 Meeting #49-e
S6-221163
e-meeting, 16th – 25th May 2022
(revision of S6-22xxxx)
Source:
Samsung
Title:
Updates to Key issue 1 – Managing profile and context information of PIN
Spec:
3GPP TR 23.700-78 V0.2.0
Agenda item:
9.13
Document for:
Approval
Contact:
Arunprasath R, arun.prasath@samsung.com 
1. Introduction
This pCR is to add a key issue related to the managing of profile and context information of PIN
2. Reason for Change
For the management of the PIN it is necessary that certain information which are dynamic or static in nature needs to be maintained at the PIN server, PEMC and PEGC. This pCR updates the existing key issue 1 related to PIN management to study the aspects of what information to be maintained, how they are updated etc., 
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-78 V0.2.0

* * * First Change * * * *

4.1
Key issue #1: PIN Management

As indicated in clause 6.38 of TS 22.261[2], the following requirements will be studied in this TR phase and reflect in this key issues: 

-
The 5G system shall support mechanisms to identify a PIN, a PIN Element.
-
The 5G system shall be able to support PINs with PIN Elements subscribed to more than one network operator (e.g., a PIN Element that is a MUSIM UE and subscribes to different operators respectively, one PIN Element subscribed to network operator A and another PIN Element subscribed to network operator B).
In order to avail PIN management, for example, PIN creating/modifying/deleting UE or PINAPP should be able to trigger PIN management request to MNO. What is critical is whether and how the UE or PINAPP triggers PIN managment request. Also, for MNO, how to receive and authenticate PIN management request is FFS. 
After creating a PIN, in order to avail PIN service to other PIN elements (e.g.: IoT device), the PIN elements should be able to newly added into a PIN. So for the management of PIN, add or remove the PIN elements into a PIN is nessasary. Also, one of the most important features of PIN is PEGC can communicate with 5G network and some of the PIN elements interact directly to other elements interanl a PIN. How to manage the specific permissions, for example, communicate with UE outside of PIN or connect to 5G network are important. 
It is required to study the following:

-
Who can manage (create/modify/delete) a PIN?

-
Whether and how to triggers a PIN network management request, for example, PIN creating/modifying/deleting? What parameters are required in PIN network management request? 
-
How to add/remove PIN elements into a PIN after PIN establishment? What parameters or information are needed during adding/removing PIN elements into a PIN? How to configure newly added PIN element? 

-
Determine the certain PIN services in PIN.

-
What information about the PIN and PIN elements needs to be maintained at the PIN server, PEMC and PEGC for the management of PIN and its elements and whether and how they are notified about the changes to this information.

-
What set of events occurring in the PIN (e.g., PIN element added, PIN element removed etc.,) need to trigger the updates to the information maintained at the PIN server, PEMC and PEGC.
-
What information can be created or modified or deleted by the authorized user.
NOTE X:
PIN management services defined by SA2 will be reused and under consideration in PINAPP.


* * * End Change * * * *

