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1. Introduction
This contribution resolves the ENs related to Solution #3.
2. Reason for Change
In Solution #3, two similar ENs were added for the OAM APIs. Such ENs are proposed to be removed and to be replaced with a NOTE as follows: “NOTE: For OAM provided APIs, the consumption of the network slice management service related procedures are specified in TS 28.531[5].”
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-36 v0.2.0.
* * * First Change * * * *

6.3.1.2
slice API configuration 

In this procedure, the VAL server initially provides an application requirement to enabler server including the service KPIs and the subscribed/preferred slices. Then, the slice enabler configures the mapping of the VAL application to a slice API which is a combination/bundling of northbound APIs (from both management and control plane). In particular, a slice API (or SDK) consists of telco-provided/platform dependent service APIs (e.g. NEF, OAM, SEAl, etc), and provides an abstraction/simplification on top of them. The procedure also covers the scenario where a trigger event occurs (e.g. QoS degradation, slice load) and the mapping configuration or the slice API configuration needs to change. In this scenario, the slice enabler updates the configuration of the API and provides a notification to the VAL server. 

Figure 6.3.1.2-1 illustrates a solution for the slice API configuration.
Pre-conditions:

1.
The VAL server has registered to receive network slice capability enablement services 
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Figure 6.3.1.2-1: slice API configuration
1.
The VAL server sends a VAL application requirement request to the network slice capability enablement server. This request provides the service requirements / KPIs, the capability exposure requirements and a preferred/subscribed slice identification (e.g. S-NSSAI or ENSI) 

2.
The network slice capability enablement server maps the VAL application requirement to a slice API which includes a list of APIs which are needed to be consumed as part of this service capability exposure (such APIs can be NEF APIs as specified in TS 29.522 clause 5 e.g. related to network monitoring, slice status, analytics exposure, SEAL APIs as specified in TS 23.434, OAM provided APIs). Such mapping can be determined at the network slice capability enablement server based on the VAL application exposure requirements or can be pre-configured per slice instance. The criteria for the mapping are the capability exposure requirement per slice (based on GST parameters, or from service/slice profile] as well as the capability exposure permissions/authorization for the API invoker. 

The network slice capability enablement server may also store the mapping of the slice API to the service API list and per service API information (e.g. data encoding, transport technology, API protocol and versions)

NOTE: For OAM provided APIs, the consumption of the network slice management service related procedures are specified in TS 28.531[5].

* * * Next Change * * * *

6.3.1.3
Slice API translation

This procedure follows the 6.3.1.2 and aims to describe how the slice API invocation request is translated to service API invocations after the slice API configuration mapping. In this procedure, the network slice capability enablement server initially receives a slice API invocation request from the vertical application based on step 5 of 6.3.1.2. Then, the network slice capability enablement server based on the slice API request fetches the service APIs to be invoked based on the slice API configuration and performs invocation requests to the corresponding service API providers. 

As example, a slice API is requested for an IIOT slice. This may translate to: NSI Monitoring from Management Domain #1, NSSI Monitoring from Management Domain #2, network/QoS monitoring from NEF#1, Location monitoring from SEAL LMS, slice-related analytics from NWDAF (via NEF). Such translation could be based on the slice API configuration mapping of 6.3.1.2.

Figure 6.3.1.3-1 illustrates a solution for the slice API translation based on the configuration.

Pre-conditions:

1.
The VAL server has registered to receive network slice capability enablement services.

2.
The slice API mapping to the VAL server has been performed based on 6.3.1.2 step 2 and the slice API information is provided to the VAL server based on 6.3.1.2 step 5.
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Figure 6.3.1.3-1: slice API translation

1.
The VAL server sends a slice API invocation request to the network slice capability enablement server. This request provides slice API information (name, type, communication methods, protocols,..),  based on the received information in step 5 of 6.3.1.2. Service APIs are indicated above can be NEF APIs as specified in TS 29.522, SEAL APIs as specified in TS 23.434, OAM provided APIs)

NOTE: For OAM provided APIs, the consumption of the network slice management service related procedures are specified in TS 28.531[5].

* * * End of Changes * * * *
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