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1.
Introduction

SA6 is discussing the implementation of necessary slicing configuration, with 2 conflicting bust mostly compatible proposals Proposal1_N and Proposal2_E.
2.
Analysis of the two proposals
Main similarities

1) Requested NSSAI at registration should be affected by Initial MC service UE configuration

2) Per service configuration as part of Initial MC service UE configuration to select the slice to be used in session management aspects (UE local configuration or MC specific pre-configured URSPs)
Main difference: MC slicing info is only for the default configuration or for the per PLMN configuration?
In proposal 1 we have “MC slice configuration= Configured NSSAI (per PLMN)” 
In proposal 2 we have “MC slice configuration= Default Configured NSSAI”.
In theory, both options could be implemented. 

If a UE has a configured NSSAI for PLMN X, the UE will not use the Default Configured NSSAI in PLMN X. Thus, if configured NSSAI is present (pre-configured or via provisioning) any MC configuration provided by the MC service provider will be ignored.
Notice that in any case, the MCS provider does not have to deal with each VPLMN. The MCS provider can just have an SLA with the HPLMN and a VPLMN and the HPLMN will handle mapping between HPLMN S-NSSAIs and VPLMN S-NSSAIs.

Additional aspects to be addressed
1) New "required/default” indication to allow the MC service provider to force the UE to request a specific slice.
Current specs leave it up to UE to decide, with just a recommendation on taking local configuration and URSPs into account, see NOTE in TS 24.501. Thus, certain UEs may end up not requesting the MC slice.
NOTE 12: How the UE selects the subset of configured NSSAI or allowed NSSAI to be provided in the requested NSSAI is implementation specific. The UE can take preferences indicated by the upper layers (e.g. policies, applications) into account.
To our understanding, the intention of stage-2 specs is to enable the MC service provider to control which slice(s) should be requested at initial registration and used from MC services in all deployment scenarios described in clause 6 of TS 23.280, and in particular to specify the necessary architectural enhancements to support:

Requirement 1: An MC service provider shall be able to set one or more slices as required/default via the MCS UE initial configuration.

Requirement 2: The UE shall always include any such S-NSSAIs to the requested NSSAI.

Justification

In a network where Access Identity (AI) 2 is valid for an MC UE, the MC UE benefits from prioritized access. So, at least in such a network, the UE should always request those S-NSSAIs necessary for MC services. It is contradicting the overall MC architecture design if a UE enjoys prioritized access due to AI 2 and does not request S-NSSAIs required for MCS.

Besides, an MC service provider, who based on an SLA agreement with the network operator allowed to use any out of a set of slices, should be able via the initial MCS UE Configuration to control for each MC UE which slices to request and use for each service.
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Figure 6-1: Business relationships for MC services

2)NSSAA Credentials provided by MC service provider
Justification

As specified in clause 4.2.9 of TS 23.502 NSSAA, can be performed by a third party, which could be the MC service operator in our case.
"The Network Slice-Specific Authentication and Authorization procedure is triggered for an S-NSSAI requiring Network Slice-Specific Authentication and Authorization with an AAA Server (AAA-S) which may be hosted by the H-PLMN operator or by a third party which has a business relationship with the H-PLMN, using the EAP framework as described in TS 33.501 [15]. An AAA Proxy (AAA-P) in the HPLMN may be involved e.g. if the AAA Server belongs to a third party."
3.
Conclusion
As it can be seen from the analysis in the previous sections, the above issues need to be addressed. It is proposed to update SA6 specs as CR0065(Rel-17)/CR0066(Rel-18) against TS 23.289. 


