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1. Introduction
This contribution provides a proposal for FFAPP usage of SEAL Identity management services.
2. Reason for Change
The identity management is a SEAL service that offers the identity management related capabilities to one or more vertical applications. Clause 6 describes the identities associated with the entities in the FF application layer and used in the specification. It is needed to add usage of SEAL Identity management services for FFAPP.
3. Proposal

It is proposed to agree the following changes to 3GPP TS 23.545 v0.4.0.
* * * First Change * * * *

7
Procedures and information flows

7.0.4
Identity management service

7.0.4.1
General
The FAE capabilities (FAE client and FAE server) utilizes identity management service procedures (e.g. authentication and authorization of UEs) of SEAL to support FF services.
7.0.4.2
Information flows
The information flows of identity management service are specified in subclause 12.3.2 of 3GPP TS 23.434 [5] and are applicable for the FF applications.
7.0.4.3
Procedures

The following procedures of identity management service as specified in 3GPP TS 23.434 [5] are applicable for the FF applications:

-
General user authentication and authorization for VAL services specified in subclause 12.3.3.

* * * End Change * * * *

