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1. Introduction
This contribution provides an update and evaluation for Solution #3: Client initiated request for redundant transport.
2. Reason for Change
Solution #3 describes a procedure for a VAL client on a UE to request redundant transport from the SEALDD layer. There is an Editor’s Note that security aspects of the solution is FFS. To address the Editor’s Note, two pre-conditions are added to the procedure : 1) to specify that the VAL server has authorized the VAL client to use redundant transport services, and 2) to specify that the VAL server has informed the SEALDD server of the VAL client authorization to use redundant transport services. 
Rev 1 addressed initial comments from SA6#49 bis simplifying the preconditions

Rev 2 proposes a merge with S6-221744_rev1. Note that the newly added steps 7 and 8 have not been merged, pending discussions on the purpose of the steps in this procedure (step 9 became 7)
4. Proposal

It is proposed to agree to the following changes in 3GPP TR 23.700-34 v0.5.0.
* * * First Change * * * *

6.3
Solution #3: Client initiated request for redundant transport

6.3.1
Solution description
6.3.1.1
General

The following solution is provided for key issue #1. It complements solution #2.


6.3.1.2
Procedure
Pre-conditions:

1. 
2. 
3. 
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Figure 6.3.1.2-1: Client initiated request for redundant transport
1.
A VAL client determines to use SEALDD service to ensure that the data transmission quality for the application traffic is met and makes a service request to the SEALDD client. The request includes the identifiers of the application traffic (e.g. application ID, the VAL server ID/address), the QoS requirements for the application traffic, etc.
2.
Upon receiving the request, the SEALDD client decides to establish redundant transmission path according to the QoS requirements. If necessary, the SEALDD client discovers a SEALDD server that supports redundant transport, provides SEALDD services to the VAL server and from which it is authorized to request redundant transport services.
NOTE 1:
If SEALDD server discovery procedures in solution #7 or solution #8 are used, a precondition to the procedure is that the VAL server has subscribed to the SEALDD server for SEALDD service. After the discovery procedure as described in solution #7 or solution #8 is used, the SEALDD client can determine the SEALDD server it is authorized to request redundant transport services from.
3.
The SEALDD client sends a request to the SEALDD server to configure redundant transport for the application traffic. The request may include the application ID, the UE ID/address, the VAL server ID/address, the QoS requirements, the UE location, and a request for redundant transport. 

NOTE 2:
The step also includes any additional authorization steps necessary (i.e., by SEALDD server, VAL server) to determine whether the redundant transmissions can be initiated on behalf of the VAL client.
4.
The SEALDD server allocates IP addresses and ports for the redundant transport paths and initiates the AF traffic influence procedure with the 5G network to create or update URSP rules for the UE. The request includes the UE ID and application descriptor for the application traffic. The UE receives the new or updated URSP rules from the 5G core network.

NOTE 3:
The normative phase will determine whether and how NRM needs to support this SEALDD functionality (e.g. by providing allocation of address) 
5.
The SEALDD server responds to the SEALDD client providing the configuration status. The response includes the IP addresses and ports for the redundant transmission paths allocated in step 4. The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.
6.
The UE establishes redundant PDU sessions with the 5G network using the new or updated URSP rules.
Editor’s Note: Optional steps for the SEALDD client to provide SEALDD Server with updated traffic descriptors for mapping between the application traffic and SEALDD traffic are FFS.
7.
The SEALDD client responds with a SEALDD service response.
The VAL client sends application traffic to the SEALDD client, which duplicates the application data on the redundant PDU sessions. The SEALDD server receives the redundant traffic and reassembles the data to send to the VAL server. Similarly, the SEALDD server duplicates downlink traffic from the VAL server and sends the data to the SEALDD client on the redundant PDU sessions. The SEALDD client eliminates the redundant data and reassembles data to send to the VAL client.

6.3.2
Solution evaluation

This solution addresses KI #1 and provides a procedure for a VAL client to request redundant transport support from the SEALDD layer. 
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