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1. Introduction
This contribution cleans up, provides overall evaluation and conclusions for KI#16 on support of NAT.
2. Reason for Change
The pCR proposes following changes:
1. EN on addressing EASs is removed as EASs and EAS-EES interaction on EDGE-3 are also impacted when NATs are deployed.

2. Dependency on SA2 is removed, as no specific action is identified for SA6.

3. Overall evaluation and conclusion are provided for KI#16.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v1.0.1.
* * * First Change * * * *

4.16
Key issue #16: support of NAT deployed within the edge data network

In operational deployments of cloud infrastructures including at the edge, Network Address Translation (NAT) are oftentimes deployed.

Such an operational constraint will prevent the EES to have an IP address of the UE that is known by the underlying 3GPP network.

Open issue:

-
How the EES can access 3GPP network services pertaining to a UE when the edge data network employs Network Address Translators (NATs).

-
How AF specific and temporary UE IDs can be managed at the Edge Enabler Layer?


* * * Next Change * * * *

10.2.x
Key issue #16: support of NAT deployed within the edge data network

The open issues of key issue #16 are as follows:

-
How the EES can access 3GPP network services pertaining to a UE when the edge data network employs Network Address Translators (NATs).

-
How AF specific and temporary UE IDs can be managed at the Edge Enabler Layer?

Solution #23 solves these open issues by reusing SA2 defined CN capability (Nnef_UEId_Get) to translate UE’s private IP address to it UE ID. The solution also allows the EES to convert the CN or EEC provided UE ID to Edge UE ID, which is managed by the EES. The Edge UE ID can be specific to the EAS and can be temporary as required. Support from SA2 is required to address potential IP address overlap issues in some network deployments. Support from SA3 is required for any security related issues.
