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1. Introduction
This contribution proposes a new KI and solution for the eEDGEAPP.
2. Reason for Change
The highly reliable edge computing aims to provide fault tolerance, high availability and service resillence for the application services as well as the application supporting layer.
It is needed to study how edge computing (EDGEAPP in SA6) can provide such high reliability in EES/ECS and to support highly reliable EAS.

3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes in TR 23.700-98.
Update for SA6#49bis: 
· The KI focus on SA6 application layer. SA5 mechanism is out of the scope. 
· More explanations in solution XX.
* * * First Change * * * *

4.X
Key issue #YY: Reliable Edge service
When the Edge services are deployed in a virtualized environments (i.e. built for cloud), it is expected that the overall reliability of the system shall be at least the same as the reliability of non-virtualized system. Therefore, the EDGEAPP service-based architecture as depicted in figure 6.2-1 of 3GPP TS 23.558 [2] should be designed in a way that seamless replacement, addition or removal of services is possible and does not require specific (re-)configuration of both the running and the new component(s).

The ECS/EES may experience unexpected events (e.g. hardware/link issue in nature disaster) and expected events (e.g. graceful shutdown for maintenance) in service. 
The highly reliable edge computing aims to provide fault tolerance, high availability and service resillence for the application services as well as the application supporting layer.
This KI focuses on how edge computing (EDGEAPP in SA6) can provide high reliability in EES/ECS and to support highly reliable EAS in SA6 application layer.
NOTE:
SA5 is responsible for the management of 3GPP functions including edge entity LCM and the interactions with ETSI NFV MANO. This is, however, not in the scope of this KI.
Editor's note:
Whether the study result can be applied also to other application services (e.g. SEAL services) specified in SA6 is FFS.

Open issues:
-
What mechanisms the EES/ECS can use for high reliability in EES/ECS services during expected events and unexpected events in the service.
-
What mechanisms the EES/ECS can provide to support highly reliable EAS during expected events and unexpected events in the service.
7.x
Solution #XX: Edge server set and edge service set
7.x.1
Architecture enhancements
None.
7.x.2
Solution description

By adopting the NF set and NF service set approach, as specified in clause 5.21.3 of 3GPP TS 23.501 [5], an edge server set and edge service set can be introduced to enable an EES/ECS to provide reliable services to the edge service consumers (e.g. EAS, EEC).
Equivalent Edge servers may be grouped into Edge server sets, e.g. several EES instances are grouped into an EES set. Edge servers within an Edge server set are interchangeable because they share the same context data, and may be deployed in different locations, e.g. different data centres. An Edge server (e.g. EES) is composed of one or multiple Edge Services. Within an Edge server, an Edge service may have multiple instances. These multiple Edge Service instances can be grouped into Edge Service Set if they are interchangeable with each other because they share the same context data.
UE is not required to host multiple instances of the same EEC but the EEC is able to perform re-selection due to ECS/EES service failure.
Likewise, for service binding, it can be used by edge service producer and consumer to indicate a particular context that is bound to an edge service instance, edge server instance, edge service set or edge server set. The procedures for service binding in EDGEAPP is similar to the procedures in clause 4.17.12 of 3GPP TS 23.502 [8] with the following differences:
-
Edge service consumer replaces NF service consumer;
-
Edge service producer replaces NF service producer;
-
Edge service instance replaces NF service instance and Edge service set replaces NF service set;

-
Edge server instance replaces NF instance and Edge server set replaces NF set;
-
SCP and indirect communication via SCP are not applicable in EDGEAPP architecture in the present study; and
-
NRF bootstrapping is not applicable in EDGEAPP.
7.x.3
Solution evaluation

* * * End of Changes * * * *
