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1. Introduction
This p-CR introduces 3 changes.
1. A correction is made in Table 10.2.1-1 Key issue and solutions. 
2. A new Key Issue #10 Evaluation section is introduced.

3. A Key Issue #10 Conclusion is proposed. 
2. Reason for Change
1. The correction in Table 10.2.1-1 is to point out that only one solution has SA2 impact and that three solutions might have SA3 impact. 
2. A new Key Issue #10 Evaluation section is introduced.

3. A Key Issue #10 Conclusion is proposed. 
3. Conclusions

N/A
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v1.0.1.
* * * * First Change * * * *

10.2
Key issue evaluations

10.2.1
General

All the key issues and solutions specified in this technical report are listed in Table 10.2.1-1. 

The table provides a mapping of the key issues to the related solutions. It also lists the dependencies on other working groups.

Table 10.2.1-1 Key issue and solutions 

	Key issues
(evaluation clause reference)
	Solution
	Solution


(clause reference)
	
	Dependency on other working groups

	
	
	
	
	

	
	
	
	
	

	Key issue #1: Enhanced notification service to the EEC
	Solution #1: Service provisioning via push notification
	7.1
	
	

	
	Solution #3: Service provisioning triggering via SMS over NAS
	7.3
	
	

	
	Solution #20: Propagation of EEL notifications to EEC using Edge Notification Server
	7.20
	
	

	Key issue #2: Enablement of Service APIs exposed by EAS
	Solution #8: EAS Service API enablement using CAPIF
	7.8
	
	

	
	Solution #11: A deployment option for alignment with ETSI MEC using CAPIF
	7.11
	
	

	Key issue #3: Enhancements to service continuity planning
	Solution #6: ACR update in service continuity planning
	7.6
	
	

	
	Solution #7: EES monitors UE mobility for service continuity planning
	7.7
	
	

	
	Solution #12: Service continuity planning allowance
	7.12
	
	

	
	Solution #21: Prediction expiration time for service continuity planning enhancement
	7.21
	
	

	Key issue #4: EDGE-5
	Solution #22: Support simultaneous EAS connectivity in ACR
	7.22
	
	SA3

	Key issue #5: Alignment of EDGEAPP and ETSI MEC
	Solution #11: A deployment option for alignment with ETSI MEC using CAPIF
	7.11
	
	SA5

	Key issue #6: Edge services support across ECSPs
	Solution #4: ECS discovery through serving ECS to support edge services across ECSPs
	7.4
	
	

	
	Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs
	7.5
	
	

	
	Solution #13: Update ECS configuration information
	7.13
	
	SA2

	Key issue #7: Application traffic filter exposure
	Solution #2: Traffic filter support for EDGE-3 API addressing application traffic detection
	7.2
	
	

	Key issue #8: EAS selection synchronization
	Solution #15: Initial EAS selection declaration
	7.15
	
	

	Key issue #9: Enhancement of dynamic EAS instantiation triggering
	
	
	
	SA5

	Key issue #10: Support for roaming UEs
	Solution #4: ECS discovery through serving ECS to support edge services across ECSPs
	7.4
	
	SA3

	
	Solution #5: ECS enhancement to discover EESs via other ECSs to support edge services across ECSPs
	7.5
	
	SA3

	
	Solution #13: Update ECS configuration information
	7.13
	
	SA2

	
	Solution #14: V-ECS Discovery via the H-ECS
	7.14
	
	SA3

	Key issue #11: ACR between EAS and Cloud Application Server
	Solution #24: ACR between CAS and EAS
	7.24
	
	

	
	Solution #25: ACR between EAS and Cloud Application Server
	7.25
	
	

	Key issue #12: EEL service differentiation
	Solution #12: Service continuity planning allowance
	7.12
	
	

	
	Solution #16: EAS discovery for different users
	7.16
	
	

	Key issue #13: Edge enabler layer support for EAS synchronization
	
	
	
	

	Key issue #14: Application traffic influence for initially selected EAS
	Solution #9: Application traffic influence trigger from EAS
	7.9
	
	

	
	Solution #15: Initial EAS selection declaration
	7.15
	
	

	
	Solution #17: Traffic influence for initial EAS discovery
	7.17
	
	

	Key issue #15: Support of constrained devices for Edge
	Solution #10: low power mode support
	7.10
	
	

	
	Solution #18: Constraint device in EDGEAPP
	7.18
	
	

	Key issue #16: support of NAT deployed within the edge data network
	Solution #23: UE identification with NAT
	7.23
	
	SA2

	Key issue #17: Discovery of a common EAS
	Solution #27: Enabling AC Association Aware services by selecting common EASs
	7.27
	
	

	
	Solution #28: Common EAS discovery using EAS selection information
	7.28
	
	

	
	Solution #29: Discovery of a common EAS
	7.29
	
	

	Key issue #18: Linkage between EASs
	Solution #26: Bundled EASs
	7.26
	
	

	Key issue #19: ACR scenario combination
	Solution #19: EES determines the selected ACR scenario
	7.19
	
	

	Key issue #20: Method of supporting federated EAS service
	
	
	
	

	Key issue #21: Simultaneously EAS connectivity in ACR
	Solution #22: Support simultaneous EAS connectivity in ACR
	7.22
	
	

	Key issue #22: EAS discovery in Edge Node sharing scenario
	
	
	
	


* * * * Next Change * * * *

10.2.x
Key issue #10: Support for Roaming UEs
This clause provides an overall evaluation for Key Issue #10, "Support for roaming UEs".

Solution #4, Solution #5, Solution #13, and Solution #14 all address aspects of Key Issue #10.

One aspect of Key Issue #10 is how the EEC in the roaming UE knows the availability of ECS(s) and discovers them in the VPLMN. 

-
Solution #4 and Solution #14 share the principle that the home network can provide the EEC in the UE with information that is used to contact a V-ECS. In both solutions, this information is provided in the Service Provisioning Response.

-
In solution #4, the V-ECS information can be an address, endpoint or service API information.

-
In Solution #14, the V-ECS information can include an FQDN or an IP Address of a V-ECS.

-
In Solution #14, the V-ECS information can include a DNN (O) and/or S-NSSAI (O). The DNN / S-NSSAI can be used to establish an LBO PDU Session. Once the UE establishes an LBO PDU Session, Rel-17 procedures can be used to discover the V-ECS address.

-
In Solution #13, it is proposed that PLMN ID(s) can be sent with ECS Address Configuration Information. As in Rel-17, ECS Address Configuration Information is sent to the UE by the SMF during PDU Session Establishment and/or PDU Session Modification.

-
In Solution #5, V-ECS address information is not sent to the UE.

Another aspect of Key Issue #10 is how the EEC in the roaming UE knows the availability of EES(s) and discovers them in the VPLMN. 

-
Solution #4, Solution #14, and Solution #13 share the principle that the EEC in the UE is provided with information to contact ECS(s) in the VPLMN. The EEC can then contact an ECS in the VPLMN to discover EES(s) in the VPLMN.

-
In Solution #5, the H-ECS uses the EDGE-10 interface to obtain information from the V-ECS about what EES(s) are available in the VPLMN. The H-ECS then sends the information about the EES(s) in the VPLMN to the EEC in the Service Provisioning Response.

Another aspect, which is addressed by all Key Issue #10 solutions, is what information the HPLMN uses to determine what information about edge computing services in the VPLMN to send to the UE.

-
In Solution #13, ECS Address Configuration Information(s) can be stored in the UE’s subscription and PLMN ID(s) can be stored with each ECS Address Configuration Information. The SMF sends all ECS Address Configuration Information(s) and PLMN ID(s) from the UE’s subscription to the UE. The UE can determine what ECS Address Configuration Information(s) to use based on what PLMN it is registered to.

-
Solution #4, Solution #5, and Solution #14 share the principle that the ECS uses the PLMN ID of the PLMN where the UE is currently registered to determine what information about edge computing services in the VPLMN to send to the UE.

-
The Rel-17 Service Provisioning Request can already include the UE Location. The UE Location can be expressed as a Tracking Area Identity. The Tracking Area Identity includes a PLMN ID.

-
Solution #4 and Solution #5 share the principle that, if location is not included in the Service Provisioning Request, the ECS interacts with the Core Network to obtain the UE’s location. Allowing the ECS to obtain the UE’s location in this manner can be done with minimal impact to normative specifications. For example, the ECS can obtain the UE’s location by invoking existing NEF API(s).

-
In Solution #4, Solution #5 and Solution #14, if a VPLMN ID is not included in the Service Provisioning Request, the ECS obtains the PLMN ID by interacting with the Core Network. Solution #14 explains that the ECS can do this by invoking the NEF's monitoring event API with the monitoring type set to ROAMING_STATUS and the plmnIndication set to TRUE as described in 3GPP TS 29.522 [17] and 3GPP TS 29.122 [18]. Allowing the ECS to obtain the UE’s PLMN ID in this manner can be done with minimal impact to normative specifications. For example, the ECS can obtain the UE’s location by invoking the existing NEF monitoring event API.

NOTE:
It cannot be assumed that all ECS(s) will have access to NEF API(s).

Another aspect, which is addressed by all Key Issue #10 solutions, is how the HPLMN obtains the information about edge computing services in the VPLMN to send to the UE.

-
In Solution #13, ECS Address Configuration Information(s) is stored in the UE’s subscription as is done in Rel-17.

-
In Solution #4, the ECS of the HPLMN uses the location information and/or VPLMN ID to discover what V-ECS information (e.g. address, endpoint or service API information) to send to the UE.  

-
In Solution #5, the ECS of the HPLMN uses the location information and/or VPLMN ID to discover V-ECS information (e.g. address, endpoint or service API information). The H-ECS then queries the V-ECS to obtain EES information to send to the UE.  

-
In Solution #14, the ECS of the HPLMN uses the VPLMN ID to discover V-ECS information (e.g. address, endpoint or service API information). The H-ECS then uses the EDGE-10 interface to query the V-ECS to obtain information to send to the UE.  The query can include the UE’s location and the information that is sent to the UE can be a DNN / S-NSSAI combination that can be used by the UE to establish an LBO PDU Session in the VPLMN. The V-ECS can use the UE's location to determine what DNN / S-NSSAI combination that is sent to the UE in order to cause the UE to establish an LBO PDU Session.

An important point of Key issue #10 is that the UE needs to obtain information for V-ECSs (ECS available in VPLMN) to obtain service provisioning information in VPLMN.
-
In solution #13, the new information that is sent to the UE is the PLMN ID(s) with ECS Address Configuration Information.

-
In solution #4, the new information that is sent to the EEC in the UE is V-ECS address, endpoint or service API information.

-
In solution #5, the new information that is sent to the EEC in the UE is VPLMN EES Information in the Service Provisioning Response from the H-ECS.

-
In solution #14, the new information that is sent to the EEC in the UE is a V-ECS address or a DNN / S-NSSAI combination that can be used by the EEC to establish an LBO Session in the VPLMN.

When the EEC contacts an H-ECS, there are cases where the H-ECS can detect that the UE is roaming and can obtain service provisioning from a V-ECS.  In Rel-18, the Service Provisioning Response will be updated to allow the H-ECS to provide a V-ECS information to the EEC.  As described in Solutions #4 and #14, the V-ECS information can include address (FQDN or an IP Address), endpoint or service API information of a V-ECS.

There are deployment scenarios where the EEC needs to access the ECS via an LBO session.  There are cases where the UE is not pre-configured with an DNN / S-NSSAI combination that can be used to establish an LBO PDU session that can be used to reach the V-ECS.  Thus, as described in Solution #14, the Service Provisioning Response will be updated to allow the H-ECS to provide a DNN / S-NSSAI combination to the EEC. The DNN / S-NSSAI combination can be used by the EEC to establish an LBO PDU Session in the VPLMN. If the EEC does not have contact information for a V-ECS, the EEC can obtain V-ECS Address Configuration information from the V-SMF during PDU Session Establishment. 

In Rel-17, it is already possible for an H-SMF to provide ECS Address Configuration information to the UE during PDU Session Establishment or in a PDU Session Modification Command. As explained in TS 23.548 [19] "The UDM in the HPLMN can provide the SMF (in HPLMN in HR case, in VPLMN in LBO case) with ECS address configuration information that depends on the serving PLMN of the UE." The Rel-17 approach requires that the UDM detect when the UE’s serving PLMN changes and only sends the UE ECS Address Configuration information that is associated with the PLMN that is currently serving the UE.  In Rel-18, the principles of Solution #13 will be followed so that the UE ECS Address Configuration information that is sent to the UE during PDU Session Establishment and PDU Session Modification can include PLMN ID(s).

As described in Solution #5, there are cases where the H-ECS is able to provision the EEC with information about EES(s) that are in the VPLMN.  The H-ECS can be pre-configured with information about EES(s) in the VPLMN or can use the EDGE-10 to obtain information from the V-ECS about what EES(s) are available in the VPLMN. The principles of Solution #5 will be followed to enhance the Service provisioning procedure to allow the H-ECS to provide the EEC with information about EES(s) in the VPLMN.

Solution #4, Solution #5 and Solution #14 all explain how the ECS determines the PLMN that is serving the UE.  As in Rel-17, the PLMN ID can be part of the Service Provisioning Request.  Also, Solution #14 explains that the ECS can do this by invoking the NEF's monitoring event API with the monitoring type set to ROAMING_STATUS and the plmnIndication set to TRUE as described in 3GPP TS 29.522 [17] and 3GPP TS 29.122 [18]. Both approaches are possible in Rel-17, thus existing Rel-17 features can be used by the ECS to determine the PLMN that is serving the UE.
* * * * Next Change * * * *

11.2.3
Solution conclusions

The study concludes with following solution considerations for the normative work:

1.
Following individual solutions, corresponding to the key issues, will be considered as candidate solutions:

i.
for Key issue #1 (Enhanced notification service to the EEC):

a.
Solution #x (<<title>>)
ii.
for Key issue #2 (Enablement of Service APIs exposed by EAS):

a.
Solution #x (<<title>>)
iii.
for Key issue #3 (Enhancements to service continuity planning):

a.
Solution #x (<<title>>)
iv.
for Key issue #4 (EDGE-5):

a.
Solution #x (<<title>>)
v.
for Key issue #5 (Alignment of EDGEAPP and ETSI MEC):

a.
Solution #x (<<title>>)
vi.
for Key issue #6 (Edge services support across ECSPs):

a.
Solution #x (<<title>>)
vii.
for Key issue #7 (Application traffic filter exposure):

a.
Solution #x (<<title>>)
viii.
for Key issue #8 (EAS selection synchronization):

a.
Solution #x (<<title>>)
ix.
for Key issue #9 (Enhancement of dynamic EAS instantiation triggering):

a.
Solution #x (<<title>>)
x.
for Key issue #10 (Support for roaming UEs), see also clause 10.2.x:

a.
The Service Provisioning Response will be updated to allow the H-ECS to provide a V-ECS information to the EEC. As described in Solutions #4 and #14, the V-ECS information can include address (FQDN or an IP Address), endpoint or service API information of a V-ECS 
b.
As described in Solution #14, the Service Provisioning Response will be updated to allow the H-ECS to provide a DNN / S-NSSAI combination to the EEC

c.
The principles of Solution #13 will be followed so that the ECS Address Configuration information that is sent to the UE during PDU Session Establishment and PDU Session Modification can include PLMN ID(s)

d.
The principles of Solution #5 will be followed to enhance the Service provisioning procedure to allow the H-ECS to provide the EEC with information about EES(s) in the VPLMN.
xi.
for Key issue #11 (ACR between EAS and Cloud Application Server):

a.
Solution #x (<<title>>)
xii.
for Key issue #12 (EEL service differentiation):

a.
Solution #x (<<title>>)
xiii.
for Key issue #13 (Edge enabler layer support for EAS synchronization):

a.
Solution #x (<<title>>)
xiv.
for Key issue #14 (Application traffic influence for initially selected EAS):

a.
Solution #x (<<title>>)
xv.
for Key issue #15 (Support of constrained devices for Edge):

a.
Solution #x (<<title>>)
xvi.
for Key issue #16 (Support of NAT deployed within the edge data network):

a.
Solution #x (<<title>>)
xvii.
for Key issue #17 (Discovery of a common EAS):

a.
Solution #x (<<title>>)
xviii.
for Key issue #18 (Linkage between EASs):

a.
Solution #x (<<title>>)
xix.
for Key issue #19 (ACR scenario combination):

a.
Solution #x (<<title>>)
xx.
for Key issue #20 (Method of supporting federated EAS service):

a.
Solution #x (<<title>>)
xxi.
for Key issue #21 (Simultaneously EAS connectivity in ACR):

a.
Solution #x (<<title>>)
xxii.
for Key issue #22 (EAS discovery in Edge Node sharing scenario):

a.
Solution #x (<<title>>)
2.
Individual solutions, not listed under bullet 1 may be adopted in technical specification with appropriate enhancements.
* * * * End of Change * * * *

