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1. Introduction
This contribution proposes to enable AC to provide ECS configuration information to the EEC.
2. Reason for Change
In Rel-17, ECS configuration information can be configured by an edge-aware AC, which implies that ECS configuration information is stored in the edge-aware AC. Therefore, an edge-aware AC can provide the ECS configuration information to the EEC via EDGE-5, if such information is configured in the AC and EDGE-5 is supported. 
If the ECS configuration information is provided by the edge-aware AC to the EEC, the EEC considers to use the AC-provided ECS address. 
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v1.0.1.
* * * First Change * * * *

7.34.2.2.2
AC registration request 

Pre-conditions:

1.
The AC can communicate with the EEC.

NOTE 1:
Details on how the AC and EEC communicate with each other is out of scope.
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Figure 7.34.2.2.2-1: AC registration request procedure

1.
The AC sends an AC registration request to the EEC. The request includes the AC profile, AC's security credentials and optionally the EAS characteristics and EAS discovery filters. The request may also include a list of EEC's services that AC requires the EEC to handle. The request additionally includes ECS configuration information if the AC is edge-aware and configured with the ECS configuration information.
NOTE 2:
The ASP providing the AC and the ECSP providing the ECS can have edge computing service provider service agreement as in clause 9. The ECS configuration information configured in the AC is based on the service agreement.  
2.
The EEC checks AC's security credentials and validates the request.

3.
If the request is successfully validated, the EEC registers the information provided in the request and responds back to the AC with AC registration response. The AC registration response includes the list of capabilities supported by the EEC e.g., which service continuity scenarios are supported by the EEC. If the request in step 1 included a list of EEC's services AC requires from the EEC, the response also includes a list of EEC's services that AC is authorized for.
NOTE 3:
The mechanisms used for authentication and authorization between AC and EEC is out of scope of this specification. EEC can use local policies, user preferences, ASP services agreement(s) (see clause 9) to authorize the request from the AC.

NOTE 4:
Additional procedures between AC and EEC to update the registration or deregister are necessary.
NOTE 5:
When the ECS configuration information is provided from an AC, the EEC can use the ECS configuration for initial service provisioning for the AC that provided the ECS configuration information if there is no ECS configuration information is provided from the 5GC.
* * * End of Change * * * *
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