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1. Introduction
This pCR provides a Solution on KI #8 to support the application layer signalling transfer.
2. Reason for Change
KI #8 includes the open issue that
-
What are the interactions between the SEALDD client and SEALDD server to enable the data transmission for different purposes? (e.g. redundancy, regular transmission etc.).

Application signaling traffic is one type of “regular transmission”. This solution proposes the SEALDD interaction to support application layer signalling transfer over SEALDD.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v0.5.0.
* * * First Change * * * *

6.x
Solution #X: SEALDD interaction for regular application  traffic transfer
6.x.1
Architecture enhancements

None.
6.x.2
Solution description

6.x.2.1
General

The following solution corresponds to the KI #8 on SEALDD data distribution. 

The SEALDD client and SEALDD server interact with each other to configure the data delivery connection for regular application layer transfer. This solution is for the scenario that VAL server sends all the traffic (including signalling traffic and data traffic) to VAL client via SEALDD service and the VAL server does not maintain direct application layer connection with the VAL client. By consuming the SEALDD service for application layer signalling transfer, the VAL server does not need to maintain application layer sigaling connection with the clients and only communicates with SEALDD server to serve the clients.
NOTE: This solution is used for regular connection establishment and is not used for redundant transmission.
6.x.2.2
Procedure

Pre-conditions:

1. The VAL server can discover and select the SEALDD server by CAPIF functions.
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Figure 6.x.2.2-1: SEALDD interaction for application traffic transfer
1.
The VAL server decides to use SEALDD service for application traffic transfer and send a SEALDD service subscription request to the SEALDD server. The service request includes the identifiers of the application traffic (e.g. VAL service ID, VAL server ID).
2.
Upon receiving the request, the SEALDD server performs an authorization check. If authorization is successful, the SEALDD server allocates a specific address or port used for SEALDD traffic transfer with the incoming SEALDD client(s) for the VAL server and responds with a SEALDD service subscription response.  

3.
The VAL client sends a SEALDD service request to SEALDD client with the identifiers of the application traffic (e.g. VAL service ID, VAL server ID) .
4.
The VAL/SEALDD client discover and select the proper SEALDD server for the VAL application as described for scenario (a) in sol #7 and sol #8. After this step, the VAL server is discovered and selected along with the associated SEALDD server, the SEALDD client can get the SEALDD server’s address.
5.
The SEALDD client sends SEALDD connection establishment request to SEALDD server with the SEALDD client ID, the SEALDD flow ID, and the identifiers of the application traffic.
NOTE 1: The SEALDD flow ID is used by the SEALDD client and SEALDD server to identify different application traffic, and it is mapped to the identifiers of the application traffic.
6.
The SEALDD server responds to the SEALDD client with the SEALDD traffic descriptor of SEALDD server side (e.g. address/port allocated in step 2, transport layer protocol) mapping to the application traffic.
7.
The SEALDD client uses the SEALDD traffic descriptor of SEALDD server side for SEALDD connection establishment. The SEALDD server stores the SEALDD client ID, SEALDD flow ID to identify the SEALDD traffic and establishes connection with VAL server for the VAL client to transmit application traffic mapping to the SEALDD traffic. 
NOTE 2: If the UE’s address for SEALDD traffic transfer is different from the address used in the control plane interaction (step 5 and 6), another SEALDD interaction procedure may be triggered to notify the SEALDD server about the address/port used by the SEALDD client for SEALDD traffic transfer. Or the SEALDD server reuses the SEALDD client’s address used in step 5 for SEALDD traffic transfer.
After this step, the SEALDD client and SEALDD server both get the whole SEALDD traffic descriptor (including the UE’s address/port and SEALDD server’s address/port for the SEALDD traffic transmission). The SEALDD client and SEALDD server store the mapping between the application traffic and SEALDD traffic.
Upon receiving application traffic from VAL client, the SEALDD client maps it into SEALDD traffic with SEALDD traffic descriptor as negotiated with SEALDD server. The SEALDD server maps the SEALDD traffic to the application traffic according to the stored SEALDD traffic descriptor, SEALDD client ID, SEALDD flow ID. The SEALDD server sends the recovered application traffic to VAL server via the connection established in step 7. The downlink application traffic sent from VAL server to VAL client is processed similarly. 

After the connection establishment, the VAL server can communicate with VAL client for application layer signalling traffic transfer via the established SEALDD connection. The VAL server can also use the same connection for data traffic transfer or initiate another SEALDD connection for data traffic transfer, it is up to the VAL server’s requirement.
6.x.3
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.
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7. SEALDD connection establishment for application traffic transfer
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