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1. Introduction
This pCR proposes resolutions to Solution #33 Editor’s Notes.
2. Reason for Change
Resolving the following EN requires evaluation of EAS instantiation failures and EEC requests failure handling.
	Editor's note:
It is FFS how to solve the issue of failure of EAS instantiation after EAS selection.


Observation #1

According to clause 7.1.2.1 of [20] 3GPP TS 28.538, requesting EAS management system (MnS) for EAS instantiation can result in a notification indicating success or failure sent to the request originator (e.g. the EES).
	7. If all VNF instance(s) have been successfully instantiated, then:
7.1. ECSP provisioning MnS producer creates the MOI for EASRequirements IOC.

7.2. ECSP provisioning MnS producer notifies ASP about the successful instantiation of EAS with the creation of MOIs for the EASRequirement IOC and EASFunction(s) IOC.
Otherwise:
7.3 ECSP provisioning MnS producer notifies ASP about the un-successful instantiation of the EAS.


Observation #2
According to clause 8.5.2.2 of [2] 3GPP TS 23.558 on EAS Discovery, 
· the EES may trigger the MnS to request instantiation of an EAS
	Upon receiving the request from the EEC, the EES may trigger the EAS management system to instantiate the EAS that matches with EAS discovery filter IEs (e.g. ACID) as in clause 8.12.


· the EES may reject an EAS discovery request if it fails to identify an EAS; failing to identify an EAS may happen when the EES needs to instantiate an EAS and the MnS indicates EAS instantiation failure.
	If the EES is unable to determine the EAS information using the inputs in the EAS discovery request, UE-specific service information at the EES or the ECSP policy, the EES shall reject the EAS discovery request and respond with an appropriate failure cause.


· the EEC may retry EAS discovery considering the failure cause when EAS discovery fails; failing EAS discovery may result in the EEC retrying with he same EES or with a different EES.
	If the EAS discovery request fails, the EEC may resend the EAS discovery request, taking into account the received failure cause. If the failure cause indicated that EEC registration is required, the EEC shall perform an EEC registration before resending the EAS discovery request.


Observation #3

According to [2] 3GPP TS 23.558, the following interactions between the EEC and EES/ECS may result in a failure response including a failure cause: EAS discovery request, EAS discovery subscription request, Service provisioning request, Service provisioning subscription request. 
In all cases, the EEC may retry considering the failure cause.
Considering observation #1, #2 and #3, there is a clear failure mechanism established in the EEL for handling request failures between the EEC and EES/ECS. For that reason, we conclude that the same mechanism should apply to the EAS selection message.
The following Editor’s Note requires a comparison of the intended use of EEC registration request versus EAS selection request.
	Editor's note:
Whether a new EAS selection API is needed or existing API (e.g. such as EEC registration) can be re-used to indicate selected EAS is FFS.



	EAS selection request
	EEC registration request

	Must happen after EAS selection at the EEC.
	Optional, may not happen in all deployments

If required, must happen before the EAS selection at the EEC.

	The EEC sends to one EES to indicate the EAS selection and intent to use an EAS.
	The EEC can register to one or more EES(es).

	The response contains an indication that the selected EAS can be used, and may include one EAS profile.
	The response contains registration information (EEC context ID, registration expiration, etc.)

	Receiving the response at the EEC indicates that the selected EAS can be used.
	Receiving the response at the EEC indicates that the EEC is registered.

	Can trigger the EES to evaluate if EAS instantiation is needed.
	Does not trigger the EES to evaluate if EAS instantiation is needed.


Comparing the intended use of each messages clearly outlines that their intent are different, the response data is different and the moment they are used in procedures is different.
Regarding EEC registration request, there is no commonality. Further, the message is optional and may not be used in certain deployments.
For that reason, we conclude that these messages should remain different.
The following Editor’s Notes requires consulting with SA5 on EAS instantiation aspects.

	Editor's note:
The aspects of the interaction between EES and EAS management system should be consulted with SA5.
Editor's note:
How the dynamic EAS instantiation information is made available to the EES is in the scope of SA5.


In SA6#48, SA6 has sent a LS-out (S6-220848) to SA5 requesting clarifications from SA5 about EAS instantiation information.

	Interaction aspects where SA6 would appreciate input are:

· How does the EES learn which EAS can be instantiated dynamically by the MnS?

· What are the details of the interface/API interactions exposed by the MnS for the EES to utilize dynamic instantiation of EAS?

SA6 understand that SA5 has responsibility for the MnS functionality, and SA6 would appreciate feedback on SA5s view on making dynamic EAS instantiation available to the EES.


In SA6#49, SA6 has received a LS-in (S5-222568/S6-220995) from SA5 asking to clarify information elements required from SA5 to trigger dynamic EAS instantiation. SA6 reply (S6-221486) indicated that “SA6 would initially require the EES to learn about the list of instantiable EAS”.

It is proposed to remove the first Editor’s Note from the Key Issue #9 and change the second Editor’s Note to a Note since LS have been exchanged with SA5, and SA5 is well aware of SA6 dependency on EAS instantiation information.
3. Conclusions

Regarding EAS selection request failure, it is proposed that failure of EAS selection request follows the same principle established in Rel-17 for other EEC interactions with the EES/ECS; the EEC may retry the EAS selection request, taking into account the received failure cause. Text was added to step 10 and 11 to clarify that aspect.
Regarding combining EAS selection request with EEC registration request, since the intended use, the response content, the optionality of EEC registration and the moment when these messages are used are different, it is proposed that both messages remain different; to that effect, evaluation shows that these messages differ enough to be kept in separate APIs; whether and how EAS selection request can be combined with EEC registration for IoT scenarios should be described and agreed to in a separate solution.
Regarding consulting with SA5 on how EAS instantiation information is made available to the EES, it is proposed to remove the Editor’s Note from Key Issue #9 and change the Editor’s Note in solution #33 to a NOTE since liaison statements have been exchanged with SA5, and SA5 is aware of SA6 EAS instantiation requirements.

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98.
* * * First Change * * * *

4.9
Key issue #9: Enhancement of dynamic EAS instantiation triggering

In order to ensure efficient utilization of EDN resources for EAS deployment, it should be possible to have the proper number of EAS instances in the EDN to accommodate the load for applications. The dynamic EAS instantiation triggered by the EES is supported in release 17, but further details are not addressed. The EES may invoke EAS dynamic instantiation triggering to the EAS management system, e.g,, for considering the service load/capacity of EAS (e.g., number of service session); and for considering the EEC's requesting service characteristics (e.g., location, latency). In this regard, the followings need to be studied further.

Open issues:

1.
What kind of information can be acquired by edge enabling layer and utilized by an EES to decide to trigger dynamic EAS instantiation and which entities can provide such information to an EES

2.
Whether and how to support dynamic EAS termination triggering in order to enable dynamic scaling of EAS (i.e., scale in as needed). 


* * * Next Change * * * *

7.33
Solution #33: Support for EEC Discovery of EAS(es) before instantiation
7.33.1
Architecture enhancements

None.
7.33.2
Solution description

7.33.2.1
General

The following solution corresponds to key issue #9 on enhancements of dynamic EAS instantiation triggering. This solution helps ensure that the proper number of EAS instances are instantiated in the EDN and the solution addresses what information may be utilized by an EES to decide to trigger dynamic EAS instantiation.

In this solution, the EES is configured by the Management Service (MnS) with information on EAS(s) that can be dynamically instantiated in an EDN; this list provides the information elements needed for requesting EAS instantiation.

This solution updates the discovery procedure so that EEC can discover EAS(es) executable in an EDN, wether they are instantiated or not. The solution then introduces a new EAS selection procedure so that the EEC can indicate to the EES that it wants to access the services of an EAS that is not yet instantiated. The benefit of this procedure is that EAS instantiation happens after an EEC has selected an EAS, and only at the EES associated with the selected EAS.The solution dissociates EAS discovery, which can be performed with multiple EESes, or can have been performed in a distant past (e.g. relies on caching), from the EAS selection performed at the EEC by providing information elements to the EES about the selection and imminent use of an EAS.


Editor's note:
Whether to merge step 6 to step 4 to allow EEC provide intention of selection in discovery request to avoid issues caused by selection of uninstantiated EAS is FFS.

7.33.2.2
Procedure
This procedure presents a high-level overview of Solution #33.
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Figure 7.33.2.2-1: High-level overview of solution #33
1.
On initial deployment, the Management Service (MnS) is requested to perform EES deployment and can additionally be requested to perform initial EAS deployment. Details on requesting EES and EAS instantiation is specified in 3GPP TS 28.538 [20].

To support the dynamic EAS instantiation functionality, the EES needs a list of EAS that it is allowed to dynamically instantiate and corresponding EAS information elements needed for requesting EAS instantiation.

NOTE 1:
How the dynamic EAS instantiation information is made available to the EES is implementation specific in Rel-17 and in the scope of SA5 for Rel-18.
2.
EES registers to the ECS following the procedures described in 3GPP TS 23.558 [2] clause 8.4.4. The EES profile may include EAS that the EES is allowed to instantiate.

3.
EEC performs the service provisioning following the procedures described in 3GPP TS 23.558 [2] clause 8.3.3.

4.
When the AC requests application server access, the EEC can perform EAS discovery with one or more EES, or alternatively the EEC can use cached EAS information following the procedures described in 3GPP TS 23.558 [2] clause 8.5. In this solution, the EAS discovery response may include information about EAS(s) that are not currently instantiated (e.g. EAS discovery response may be updated with Instantiable EAS List (O) information element or EAS Endpoint may be optional in EAS Profile to infer uninstantiated EAS).

5.
The EEC performs EAS selection and can select an EAS that is not currently instantiated.
6.
If the EEC selects an EAS that is not currently instantiated, then the EEC informs the EES of the selected EAS by sending an EAS selection request to the EES. Otherwise, the procedure continues to step 10.

EAS selection request is a new message that contains the following information elements: Requestor identifier (M), UE identifier (O), Security credentials (M), Selected EAS ID (M).


NOTE 2:  EAS selection request via a new API and/or an existing API (e.g. such as EEC registration update) will be specified during the normative phase.

7.
The EAS selection request triggers the EES to determine if the instantiation of the selected EAS is required; if an EAS has been instantiated since the EAS discovery happened in step 6, then the EES can choose that EAS profile and continue processing in step 10; if no EAS is available the EES can request the MnS to perform EAS instantiation.
8.
If the EES determines that EAS instantiation is needed, the EES requests the MnS to perform EAS instantiation for the selected EAS. Upon reception of the EAS instantiation request, MnS verifies EAS instantiation requirements and performs EAS instantiation as specified in 3GPP TS 28.538 [20].


Upon instantiation of the EAS by the MnS, the EES is informed by MnS of the result of EAS instantiation request.

NOTE 3:
The instantiated EAS can be discovered by other EECs and used by other ACs.

9.
Step 9 happens only if EAS instantiation triggered in step 8 was successful. At start-up, newly instantiated EAS registers to the EES following procedures described in 3GPP TS 23.558 [2] clause 8.4.3.

10.
The EES sends the EAS selection response to the EEC to provide EAS connectivity information.

EAS selection response is a new message that contains the following information elements: Response Status (M), EAS Profile (O), Failure cause (O).

If the EAS instantiation result received from the MnS in step 8 indicates failure, the EES shall reject the EAS selection request and respond with an appropriate failure cause.
11.
If the EAS selection request succeded, the AC accesses the selected EAS.

If the EAS selection request failed, the EEC may retry the EAS selection request taking into account the received failure cause.
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