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1. Introduction

This contribution proposes text for solution of Multi-Network slice management capability.
2. Reason for Change
NPN(non-public network) is newly introduced in 5G, it is possible for vertical customer to own NPN and have the network services provided by MNO. This solution enables the trusted third-party AF to manage its own non-public network and its private slice(s) in the PLMN in a combined manner to facilitate network slice capability management.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 
* * * First Change * * * *

6.X Solution #X: Multi-Network slice management capability
6.X.1
Solution description
6.X.1.1
General
This solution aims to address the issues identified in Key Issue 1.

This solution provides a possible procedure to illustrate the process of the VAL server requesting to manage network slice from multi-networks (e.g. the NPN network and PLMN network) through NSCE server. This solution enables the trusted third-party AF to manage its own non-public network and its private slice(s) in the PLMN in a combined manner as specified in clause 6.10.2 of 3GPP TS 22.261 [7]. In the case that communication services of a non-public network is extended through a PLMN (e.g. the service is supported by a slice in the non-public network and a slice in the PLMN) as described in clause 6.1.2.4 of 3GPP TS 22.261 [7], the NSCE server can make the performance monitoring and analysis for dedicated service from multiple networks and offer consolidated service performance report to trusted third-party AF. 
6.X.1.2
Multi-Network slice management capability
Figure 6.x.1.2-1 illustrats the slice management process to address the key issue 1 described in clause 5.1.

Pre-conditions:

The network slice enabler layer is capable to interact with both NPN and PLMN 5GC or OAM system.
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Figure 6.x.1.2-1 Network slice application QoS monitoring process

1.
The VAL server initiates service QoS monitoring report exposure request towards the NSCE server. The request includes VAL server ID, application ID, Network ID. The message also includes application key performance indicator (such as end-to-end delay, throughput, QoE data from UE, etc. ) list, monitoring period and monitoring zone.

2.
Upon receiving the request from the VAL server to manage the network slice QoS monitoring report, the NSCE server makes authentication and authorization of the VAL server and if VAL server is not authorized, the NSCE server replies with failure response.

3.
The NSCE server makes mapping from application ID that received from VAL server to slice identities (S-NSSAIs allocated in each network) and retrieves the network slice related status information from NPN networks, such as performance measurements in TS 28.552 [12] and analytics data as specified in 3GPP TS 28.104 [15].
4.
The NSCE server retrieves the network slice related performance information from PLMN 5GC networks (e.g. NWDAF) or OAM, For OAM system, the services defined in clause 11.3 of TS 28.532 [8] and clause 5 of TS 28.552 [12] can be utilized. For CN functions, the services of Nnwdaf_AnalyticsInfo service defined in clause 7.3 of TS 23.288 [17], performance measurements in TS 28.552 [12] and analytics data as specified in 3GPP TS 28.104 [15] can be utilized. The PLMN operator can choose to deploy NSCE-S acting as the entry of PLMN capability exposure which can be optional.
5.
The NSCE server sends Service QoE data request to NSCE clients in monitoring zone which includes application ID to request the QoE data of specific application.
6.
The NSCE client sends the requested QoE data (e.g. MOS, stalling ratios, etc.) response to NSCE server.   
NOTE 1:
In step 5 and step 6, the NSCE client may need to retrieve information from VAL client that is out of scope of the present document.
7.
The NSCE server verifies and analyses performance data of network slice instance that received from both NPN and PLMN networks as well as QoE data provided by VAL client, then NSCE server make consolidation performance report for specific application among different kinds of networks in specific period of time/location zone.
8.
The NSCE server sends the network slice QoS monitoring response towards VAL server.

6.x.2
Solution evaluation
Editor's Note:
This subclause will evaluate the solution.
* * * End of Changes * * * *
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