
3GPP TSG-SA WG6 Meeting #49-Bis-e meeting
S6-221805
22nd June – 1st July 2022, Online
Source:
vivo
Title:
Update solution 1 for identity
Spec:
3GPP TR 23.700-78
Agenda item:
9.13
Document for:
Approval
Contact:
Huazhang Lv (Huazhang.lv@vivo.com)
1. Introduction
This pCR proposes to update the solution 1 of identity.
2. Reason for Change
N/A. 
3. Conclusions

N/A
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-78 v 0.3.0.
* * * First Change * * * *

7.2
Solution #1: PINAPP architecture
Editor's note:
Further updates of PINAPP architecture is needed.
7.2.1
Architecture assumption
The Figure 7.2.1-1 shows the application architecture for enabling PINAPP.  
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Figure 7.2.1-1: PINAPP architecture
NOTE 1:
It is possible that an application client on PIN elements can communicate with application server directly via 5GS or indirectly via PEGC.

NOTE 2:
It is possible that an application client can communicate with other application client in the same PIN directly or via PEGC.

NOTE 3:
It is possible that an application client can communicate with other application client in another PIN via PEGC.

Editor’s Note: Whether the suggested architecture for PINAPP is sufficient to meet the PIN related requirements or not is FFS
7.2.2
Functional elements
The functional entities of the application architecture for enabling PINAPP are described in this clause.

PEMC: A PIN Element with Management Capability is a PIN Element that provides a means for an authorised administrator to configure and manage a PIN.

PIN server: Deployed by operator in network, and provisioning of configuration information to UE (PINAPP). Authorization of the Creation request of PIN, and arranges the PEGC information about access control to PIN.

PEGC: A PIN Element with Gateway Capability is a PIN Element that provide any 5G services to any UE or PINAPP via a PEGC connected.

PIN client: The PIN enabler layer deployed in PIN elements to enable the management procedure to PEMC and routing control procedure to PEGC.

Application client: AC is the application resident in the PIN elements performing the client function. 
7.2.3
Reference Points
Editor's note:
The supports of each reference point is FFS.

PIN - 1: The interactions related to enabling PINAPP, between the Application client and the PIN client. 
PIN - 2: The interactions related to enabling PINAPP, between the PIN client and PEGC. 
PIN - 3: The interactions related to enabling PINAPP, between the PIN client and PEMC. 
PIN - 4: The interactions related to enabling PINAPP, between the PEGC and PEMC. 
PIN - 5: The interactions related to enabling PINAPP, between the one PIN client and another PIN client. 
PIN - 6: The interactions related to enabling PINAPP, between the one PEMC and PIN server. 
PIN - 7: The interactions related to enabling PINAPP, between the one PEGC and PIN server. 
PIN - 8: The interactions related to enabling PINAPP, between the one PIN server and 3GPP core network. 
PIN - 9: The interactions related to enabling PINAPP, between the application server and PIN server. 

PIN – 10: The interactions related to enabling PINAPP, between the PIN client in PIN element and PIN server. 
7.2.4
Functional Entity Cardinality
7.2.4.1
PEMC
The following cardinality rules apply for PEMC:

a)
one or multiple PEMCs per PIN.

7.2.4.2
PEGC
The following cardinality rules apply for PEGC:

a)
one or multiple PEGCs per PIN.

7.2.4.3
PIN server
The following cardinality rules apply for PIN server:

a)
one PIN server per PIN.
b)
Multiple PINs per PIN server.
NOTE:
There are multiple PIN server deployed in a PLMN. 

7.2.4.4
PIN client
The following cardinality rules apply for PIN client:

a)
one or more PIN clients per PIN.
b)
one PIN clients per PIN element.
7.2.4.5
Application client
The following cardinality rules apply for application client:

a)
one or more application clients per PIN client.
7.2.5
Identities
7.2.5.1
PIN ID
The PIN ID is a unique value in PLMN that identifies an PIN. 

7.2.5.2
UE identifier
The UE ID uniquely identifies a particular UE within a PLMN domain. Following identities are examples that can be used:

a)
GPSI, as defined in 3GPP TS 23.501 [02].

NOTE:
To protect privacy of the user, MSISDN can be used as GPSI only after obtaining user's consent.
7.2.5.3
PIN client ID
The PIN client ID is a globally unique value that identifies an PIN client. And for some of the PIN related procedure, the PINE can use PIN client ID to replace the UE ID.  
7.2.5.4
Application Client ID
The ACID identifies the client side of a particular application, for e.g. SA6Video viewer, SA6MsgClient etc. For example, all SA6MsgClient clients will share the same ACID.

In case that the UE is running mobile OS, the ACID is a pair of OSId and OSAppId.

7.2.5.5
PIN server ID
The PIN server ID is a unique value in PLMN domain that identifies an PIN server. 

* * * End of Change * * * *
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