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1. Introduction
Annex A.4 of 3GPP TS 23.558 describes Deployment of EES in relation with SEAL services and Application Enabler Services, as shown below.
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  Figure   A.4.1 - 2: Illustration of layered application architecture with generic SEAL and Application  Enabler server functions available in the edge  
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In rel-18, some study items (e.g. ADAES) propose new services which may be implemented as SEAL services (although those decisions are not currently final). Other SEAL services e.g. group, NRM, etc may also need to be used by EESs in ways which are not consistent with the current EDGE-3 functional definition. 
2. Reason for Change
A KI and corresponding solution are needed in order to provide EES with access to SEAL capabilities consistent with Rel-18 functionality

3. Proposal

It is proposed to agree the following changes to 3GPP  TR 23.700-98. <TS/TR number and version>.
* * * First Change * * * *

4.X
Key issue X: SEAL capability access for EEL support
Annex A.4 of 3GPP TS 23.558 describes deployments of EES with SEAL services and Application Enabler Services as consumers. Based on this description, EES capabilities are available to SEAL servers over the EDGE-3 refernce point.
Annex A.4.2 of 3GPP TS 23.558 describes deployments of SEAL services at the edge, with EASs as consumers. For this case, the re-exposure of SEAL services is designed based on CAPIF implementation by EES.
EESs may also be a consumers of SEAL services such as location reporting, group managemnt, event monitoring, etc. which are currently exposed via SEAL-S and SEAL-E refernce points. New services under development (e.g. ADAES) may also be adopted as SEAL services and may be both consumers and producers of services at the EES. Therefore, optimized access of SEAL capabilities by EES needs to be studied.
Open issues:

-
How can an EES access SEAL server capabilities deployed inside the EDN for EEL support, in an optimized manner.
* * * Next Change * * * *

6.Y
Option #Y: Architecture with EES as SEAL server
6.Y.1
Architecture enhancements

Figure 6.Y.1-1 shows the architecture enabling interactions between EES and other SEAL Servers over SEAL-X. Compared to the EDGEAPP (Rel-17) architecture, no new entity or reference points are required.
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Figure 6.Y.1-1: Architecture with EES as SEAL Server and SEAL Server for EEL support
In this solution, EES access to SEAL capabilities deployed at the edge (i.e. for EEL support) is supported via SEAL-X. 
Deployment of other SEAL services as EASs (i.e. for EDN use) utilizing EES functionality over EDGE-3, is still possible as in Rel-17 specification, as shown in the figure below.
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Figure 6.Y.1-2: Architecture with EES as SEAL Server and SEAL Server for EDN use
From the figures above, it results that a single architecture SEAL servers communicating with EESs can provide EEL support at the same time as using EDN functionality can be achieved by allowing edge services in EES to be sxposed as SEAL services. In this proposal SEAL-X reference point can expose interfaces esposed over EDGE-3 as well as  SEAL-S.
Consider the example of a SEAL server for group functionality, providing support to VAL servers by managing groups of UEs. The SEAL server and its associated VAL servers are part of an edge deployment, and as such they require EES services exposed via EDGE-3 from an EES. At the same time, the EES uses the group server e.g. when determining to use CN monitoring for groups of UEs, rather than individual UEs. For such cases, the EDGE-X reference point between the GM Server and EES will expose:

· The GM functionality exposed by GM Server via GM-S to VAL servers, for EES use
· The EES functionality exposed by EES via EDGE-3 to EASs, for GM server use
NOTE 1: The statements above are provided only as examples of the principle to be considered. In the normative phase constratints and conditional esposure of APis are to be considered as needed. 
NOTE 2: Deployments conforming to Rel-17 specifications are still supported.
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Figure 6.Y.1-3: Architecture with EES as SEAL Server
6.5.2
Identities

None.

6.5.3
Cardinality rules

None.

* * * Next Change * * * *

7.Z
Solution #Z: SEAL capability access for EEL support
7.Z.1
Architecture enhancements

Clause 6.Y describes the architecture enhancements on which this solution is based.
7.Z.2
Solution description

This solution addresses key issue #X on SEAL capability access for EEL support.

The solution proposes that EESs may be deployable as SEAL services, in order to enable access to SEAL capabilities deployed at the edge (i.e. for EDN support) via SEAL-X. 
The solution requires some updates to 3GPP TS 23.434 listing EES as one of the SEAL capabilities. It also requires some updates to 3GPP TS 23.558 Annex A.4 to describe a deployment based on the figures proposed.
7.27.3
Solution evaluation

This solution addresses key issue #X on SEAL capability access for EEL support, proposing that EESs may be deployable as SEAL services, in order to enable access to SEAL capabilities deployed at the edge (i.e. for EEL support) via SEAL-X. 
The solution requires some updates to 3GPP TS 23.434 and to 3GPP TS 23.558 Annex A.4. However, no new entity or reference points are required, and no new capabilities are being introduced in either SEAL or EEL. Deployment of other SEAL services as EASs (i.e. for EDN use) utilizing EES functionality over EDGE-3, is Rel-17 compatible. Therefore, the solution is feasible for providing EES with access to SEAL capabilities for EEL support.
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Figure A.4.1-2: Illustration of layered application architecture with generic SEAL and Application Enabler server functions available in the edge
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