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1. Introduction
This pCR adds a solution that is designed to solve key issue 3. It also addresses the first pre-condition in 3GPP TS 23.280, clause 10.1.4.3.2.
Current procedures and information flows in 3GPP TS 23.280 clause 10.1.4, MC service user profile, do not provide a mechanism for negotiation and exchange of administrative configuration prior to the migration of an MC service user to a partner MC system. This presents operational and tactical issues to mission critical organisations that need to be addressed. 

The proposed solution does not require the home and partner MC system(s) to be connected through more than the administrative interface to allow the exchange of user configuration and is not affected by different service availabilities (e.g. MCData available in one, but not the other MC system) in the connected MC systems.  
This solution requires the availability of a standardised mechnism to exchange administrative configuration information between connected MC systems, such as the proposed admistrative configuration exchange level.

The figure below illustrates a generic functional model allowing for an administrative configuration exchange (ACX) between connected MC systems.
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Figure: Generic ACX functional model

2. Reason for Change
Adding a solution for key issue 3.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-38 v0.3.0.

* * * First Change * * * *

3
Definitions of terms, symbols and abbreviations

3.1
Terms

For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Home ACMC: Administrative Configuration Management Client located in the primary MC system of an MC service user.

Home ACMS: Administrative Configuration Management Server located in the primary MC system of an MC service user. 

Partner ACMC: Administrative Configuration Management Client located in partner MC system(s).

Partner ACMS: Administrative Configuration Management Server located in partner MC system(s).
* * * Next Change * * * *

7.2
Mapping of solutions to key issues

Table 7.2-1 Mapping of solutions to key issues

	
	KI #1
	KI #2
	KI #3
	KI #4
	KI#5
	KI#6
	KI#7

	Sol #1
	X
	
	
	
	
	
	

	Sol #x
	
	
	X
	
	
	
	


* * * Next Change * * * *

7.x
Solution #x: Exchange of user configuration

7.x.1
Solution description

7.x.1.1
General

This solution addresses the following aspects: 

· Key issue 3 - change user configuration

· The first precondition in 3GPP TS 23.280, clause 10.1.4.3.2:

Precondition

-
The MC service user is permitted to migrate to the partner MC system, and the relevant authorizations are configured in both the primary and partner MC systems of that MC service user

The purpose of the ACMS is to control, process, validate, accept, forward or reject administrative configuration exchange based on a set of pre-defined rules and policies. The MC system receiving requests must always remain in control of the process. These rules and policies are subject to negotiation between the operators of the primary and partner MC systems, prio to the migrating MC service user arriving at the partner MC service system. 

The ACMC (with appropriate access rights) can add, modify or delete the pre-defined rules and policies in the ACMS.

7.x.1.2
Information flows

7.x.1.2.1
User configuration request
Table 7.x.1.2.1-1 describes the information flow of the user configuration request sent from the home ACMC to the partner ACMS(s) and, if required, the relevant partner ACMC(s).

Table 7.x.1.2.1-1: User configuration request

	Information element
	Status
	Description

	Home ACMC ID (see NOTE 1)
	O
	Identity of the home ACMC sending the request to be used for authorization check by the home ACMS.

	MC system ID list
	M
	Set of worldwide unique MC system ID(s) to which the MC service user(s) configurations are sent.

	MC ID list (see NOTE 2)
	O
	Set of identities of the migrating MC service user(s). These IDs are used by the identity management system in the partner MC system to identify the migrated MC service user at first registration. 

	MC service ID list (see NOTE 2)
	O
	Set of identities of the migrating MC service user(s). These IDs may not be required, if only the MC ID is sent, as the partner MC system(s) may provide the MC service IDs to be used.

	MC service user profile list
	O
	Set of MC service user profiles to be sent to one or more partner MC systems to which the MC service user(s) will want to migrate. These profiles may not be required, if only the MC ID is sent, as the partner MC system(s) may provide migration profiles already. 

	Request category
	O
	A set of request notification identifiers, e.g. high, medium, low for alerting partner MC system(s) of specific urgencies.

	Request duration
	M
	A set of time and date information for each MC service user to inform the partner MC system(s) when the user is expected to attain service at the partner MC system(s) and for how long that MC service user is expected to receive service(s).

	Validation information (see Note 3)
	O
	Result of the user configuration change information validation process.

	Additional Information
	O
	Additional set of MC service user or UE identification information, such as labels, hardware UE identifiers or other identifying information, which may include device descriptions and user capability information. This information is linked to a particular MC service user and/or UE. 

	NOTE 1:
The MC service ID of the authorized user using the home ACMC could be used as the ACMC ID. This IE can be omitted if the information is sent between home ACMS and partner ACMS(s).

NOTE 2: 
One of the information elements has to be present for MC service user mapping purposes in the partner MC system. 

NOTE 3: 
The validation information contains a result code that determines the next step in the procedure. If the validation information indicates that the validation was successful, the partner ACMS may inform the CMS server accordingly without further involving the partner ACMC. If the validation results are unsuccessful, then the user configuration request may be sent to the respective partner ACMC for further processing.  


7.x.1.2.2
User configuration response
Table 7.x.1.2.2-1 describes the information flow of the user configuration response sent from a home ACMS to a home ACMC or a partner ACMC to a partner ACMS and home ACMS, ACMC.

Table 7.x.1.2.2-1: User configuration response

	Information element
	Status
	Description

	MC system ID (see NOTE 1)
	M
	Worldwide unique MC system ID from which the response originated.

	MC service ID list (see NOTE 1)
	M
	Set of MC service IDs used in the primary MC system of the migrating MC service user(s)

	MC service ID list (see NOTE 1)
	M
	Set of MC service IDs of the migrating MC service user(s) created by the partner MC system, corresponding to the MC service IDs above.

	MC service user profile list (see NOTE 1 and NOTE 2)
	O
	Set of MC service user profiles that have been assigned by the partner MC system to the migrated MC service user(s). 

	Response (see NOTE 1)
	M
	Result information of the user configuration request. When sent within the primary MC system, this IE contains the result of the authorization check. 

	NOTE 1: 
If the user configuration response is transmitted within the primary MC system to the originating home ACMC, the MC system ID, MC service IDs and MC service user profile may be left empty and only the response information may be sent. 

NOTE 2: 
These profiles may include configuration changes that have been accepted by the partner MC system.


7.x.1.3
Procedure

The procedure for user configuration change in one or more partner MC system(s) is shown in figure 7.x.1.3-1.

Pre-conditions

· The primary and partner MC system(s) are configured to accept connections from relevant ACMCs via the respective ACMSs in each of the connected MC service system(s) and have been configured and authorized successfully to allow exchange of administrative configuration information

· The relevant ACMC(s) and ACMS connection authorizations have been established successfully

· The home ACMC(s) have access to the MC service user database in the primary MC system – not shown in the procedure below for simplicity reasons 
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Figure 7.x.1.3-1: User configuration request in partner MC system(s)
1. The home ACMC requests configuration change(s) in one or more partner MC system(s) and sends the request to a partner ACMS via its home ACMS.
NOTE 1:
This configuration change request can be an initial request prior to the migrating MC service user arriving at the partner MC system or it can sent after the migrating MC service user has arrived at the partner MC system for operational, security or other reasons, such as adding or deleting group configurations, services or other administrative configuration information. 
2.
The home ACMS performs an authorization check to verify that the MC service user is authorized to use the home ACMC. A successful authorization check results in the user configuration request(s) being forwarded to the relevant partner ACMS(s). 
3.
In case the authorization check fails, the home ACMS sends a response containing a result code back to the originating home ACMC.
NOTE 2:
Step 3 is also used in case partner MC system(s) have suspended acceptance of user configuration requests, or other security reasons which require the suspension of accepting requests or forwarding of user configuration requests.
4.
If the authorization is successful, the home ACMS sends the user configuration request to the relevant partner ACMS.
5. 
The relevant partner ACMS checks (authorizes or rejects) the incoming request. 
6.
If the partner ACMS rejects the incoming user configuration request, the partner ACMS sends a user configuration response, including result information to the originating ACMS. 
NOTE 3:
Step 6 is not followed if the authorization process in step 5 is successful.
7.
If the partner ACMS rejects the incoming user configuration request, the home ACMS sends the user configuration response, including result information to the originating home ACMC. 

NOTE 4:
Step 7 is not followed if the authorization process in step 5 is successful.
8.
The partner ACMS validates the user configuration request information.

9. 
After unsuccessful validation, but acceptance of the user configuration request, the information is sent to a relevant ACMC for manual verification, check, modification or rejection.
NOTE 5:
Step 9 is not followed if the validation process in step 8 is successful and changes are accepted. The validation process can be passed successfully, meaning that the information provided is correct, but cannot be processed due to rule based processing failures. In this case, the information is sent to a relevant ACMC for manual intervention. 
10. The relevant ACMC checks, validates, modifies or rejects the user configuration request(s) and sends the user configuration change response. 
NOTE 6:
Step 10 is not followed if the validation process in step 8 is successful and changes are accepted.
11. The user configuration response is sent to the relevant ACMS.

 NOTE 7:
Step 11 is not followed if the validation process in step 8 is successful and changes are accepted.
12.
If the validation of the user configuration change data in step 8. is successful or step 10. has been completed successfully, partner ACMS sends the MC service user configuration change data to the configuration management server (CMS). A new MC service user database record is created or an exiting MC service user database record is modified. 
NOTE 8: 
Step 12 is not followed if the validation process in step 8 is unsuccessful or the partner ACMC verification, check or modification process has failed. 
13. The CMS sends the new or modified MC service user record to the MC service user database to create/update the user record and store.
14.
The relevant partner ACMS sends the user configuration response to the originating ACMS in the MC service users primary MC system.
15. The home ACMS sends the user configuration response to the home ACMC.
7.x.2
Solution evaluation

The functional architecture describes how MC systems are connected for the purpose of exchanging administrative configuration information, here user configuration. It describes the new ACMC and ACMS architecture elements and how they interact. 

NOTE: 
The reference points for the signalling control plane and media plane are FFS. 

* * * End Change * * * *
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