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1. Introduction
This contribution proposes a new key issue on supporting API analytics in ADAES.
2. Reason for Change
Telco-provided APIs include NEF APIs, CAPIF APIs, OAM APIs, SEAL/EDGEAPP APIs (incl client – server APIs (e.g. EDGE 1, EDGE 4))

There can be different use cases requiring that the ASP/vertical needs to be aware on the telco provided API status and analytics. 

· Multiple PLMNs may be offering similar services and the ASP needs to choose from which MNO he should invoke APIs for consuming telco services.

· ASP may want to choose whether he shall invoke an API from the MNO or from the ECSP and one criterion for choosing this would be the service performance and availability which could be understood by the API status/analytics.

· Different instances of the same service may be deployed in different edge/cloud platforms. For example, multiple NWDAF instances may provide analytics for the AF and reside in edge, regional or core clouds. 

· The support for API analytics at the edge (related to the API performance, failure, availability, throttling events etc), would be useful for the edge native applications to allow ASP for dynamically deciding to scale-in from the edge to the cloud in heavy load situations, or scale out from the cloud to the edge to improve the quality of experience for the end user. 

· Different notification methods may be used for client-server APIs (e.g. websocket, long polling). The analytics based on different notification methods may help the ASP to decide on the notification method to be used for different edge services.
· Some services may be offered with different granularity by different domains of the MNO or from the UE side. The ASP may want to choose based on the API status/conditions what service to consume and what API to call.  An example for different granularities: 1) network QoS monitoring and prediction can be provided by 5GC, 2) Performance monitoring for a specific area can be provided by OAM, 3) application QoS monitoring (end to end QoS between two or more applications using 5GS for communicating) by the app of the UE, 4) QoS /QoE calculated at the edge. 
This Key Issue will investigate:

· whether and how the application data analytics enablement service needs to support data analytics for northbound APIs (including NEF APIs, CAPIF APIs, OAM APIs)?

· whether and how the application data analytics enablement service needs to support data analytics for client-server APIs (e.g. EDGE-1, EDGE-4) ?

· what data / API logs and from which entities need to be collected for performing API analytics? 
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-36 v0.1.0.
* * * Change * * * *

4.x
Key issue #x: Support for API analytics

Telco-provided APIs include NEF/SCEF APIs, CAPIF APIs, OAM APIs, EAS provided APIs, SEAL/EDGEAPP APIs (incl client – server APIs (e.g. EDGE 1, EDGE 4)). 
In telco-provided APIs (assuming also EAS provided APIs and OAM API), different methods (e.g. transactional vs streaming), API resources, protocol serialization and encoding options (e.g. JSON, gRPC/proto) can be possible and based on different implementations this can result to different performance /latency. This can be due to aspects like the protocol/encoding transformation needed at the platform for translating between different types of API as well as the latency due to different notification methods used (e.g. push, pull). 
One further aspect is the availabilty of the telco APIs for a given area and time which may be needed at the 3rd partty application at ASP/ECSP side.To this end, NEF supports that the AF can monitor the API availability and service level (e.g. via invoking a Nnef_APISupportCapability API as part of the Monitoring Event in TS 23.522) for the target API. However, this doesn’t provide analytics on NEF/SCEF APIs and doesn’t support all ranges of telco APIs (produced or offered at the platform). ADAES can be the consumer of such service for performing API analytics on the availability as part of the API enablement support. 
API analytics can be a tool to be used by the API provider (ASP, ECSP, MNO) to help optimizing the API usage by enabling him to trigger API related actions like API mashups, API rate limitations/throttling events, or selecting between different API methods and implementations/protocols e.g. when in different congestion scenarios. Such actions can be strongly coupled with the application service performance and availability guarantee, since the unavailability or failure of API invocations can possible lead to service performance degradation.
This key issue will investigate:

· whether and how the application data analytics enablement service needs to provide data analytics for northbound APIs (including NEF APIs, CAPIF APIs, OAM APIs)?

· whether and how the application data analytics enablement service needs to provide data analytics for client-server APIs (e.g. EDGE-1, EDGE-4) ?
· what data / API logs and from which entities need to be collected for performing API analytics?
* * * End of Change * * * *

