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1. Introduction

This pCR proposes a new solution on SEALDD coordination with EEL.

2. Reason for Change

The following open issue is identified in the KI #6 on SEALDD coordination with EEL:

Open Issues:

-
Whether and how to enable the selection of a proper SEALDD server for an EAS.

This solution will address how to discover and select the proper SEALDD server for a specific EAS.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v0.3.0.
* * * First Change * * * *

4.6
Key issue #6: SEALDD coordination with EEL

In SEALDD scenario, VAL application data traffic is converted to SEALDD traffic and the SEALDD traffic ends in SEALDD server. It means the packets sent from the UE uses the address of SEALDD server as the destination IP address. In EDGEAPP scenario, EEC gets the address of EAS via EAS discovery procedure from the EES, and the application data traffic sent from the Application Client on the UE has the address of EAS as the destination address. If the Application Client on the UE uses EEL to discover and select EAS, while the EAS uses SEALDD to help improve data delivery, then the coordination between SEALDD and EEL should be studied.

The following coordination aspects can be studied for this Key Issue:

-
Whether and how to enable the selection of a proper SEALDD server for an EAS.
-
Whether and how to enable the discovery and selection of a proper SEALDD server related to a specific EAS for a SEALDD client.
* * * Next Change * * * *

6.x
Solution #X: SEALDD server discovery and selection for specific EAS

6.x.1
Architecture enhancements

EAS can subscribe to SEALDD server and register the SEALDD subscription information to EES. EEC can use EAS discovery procedure to discover the EAS along with the subscribed SEALDD server.
6.x.2
Solution description

6.x.2.1
General

The following solution corresponds to the KI #6 on SEALDD coordination with EEL. 

In this solution, EAS discovers and selects SEALDD server by CAPIF functions. After EAS subscribes SEALDD service from the SEALDD server, the EAS registers associated SEALDD server information to EES. In EAS discovery procedure, EEC can request SEALDD service and get the associated SEALDD server(s) along with the EAS(s). Then SEALDD client can use the SEALDD server information to establish the data delivery connection for the AC and EAS.

6.x.2.1
Procedure

6.X.2.1.1
General

Following procedures are supported for SEALDD server discovery and selection for specific EAS:

-
EAS registered to EES with associated SEALDD server information;

-
EAS discovery procedure with SEALDD service requirement.

6.X.2.1.2
EAS registered to EES with associated SEALDD server information
Pre-conditions:

1.
The EAS can discover and select the SEALDD server by CAPIF functions.
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Figure 6.x.2.1.2-1: EAS register to EES with associated SEALDD server information

1.
The EAS decides to use SEALDD service to enhance data transmission and send a SEALDD service subscription request to the SEALDD server discovered by CAPIF. The request may include e.g. EAS ID/address, application profile and SEALDD service type.
2.
Upon receiving the request, the SEALDD server performs an authorization check to verify if the EAS requested SEALDD service (mainly consider e.g. application profile, SEALDD service type) can be provided by the SEALDD server. If the verification was successful, the SEALDD server responds with a SEALDD service subscription response. 

3. 
The EAS registers the associated SEALDD server information to the EES with the EAS ID/address, the SEALDD server ID/address, and optionally the SEALDD service type.

4.
The EES stores the associated SEALDD server information for EAS discovery procedure.

5.
If the registration was successful, the EES responds with an EAS registration/update response.

6.X.2.1.3
EAS discovery procedure with SEALDD service requirement
Pre-conditions:

1.
The EAS has subscribed to the SEALDD server for services.

2.
The EES has stored the associated SEALDD server information to discover the associated SEALDD server for EAS.
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Figure 6.x.2.1.3-1: EAS discovery procedure with SEALDD service requirement
This procedure reuses the EAS discovery procedure defined in clause 8.5 of TS 23.558[X]. Request-response model is used as the example, enhancements are similar for the subscribe-notify model.

Step 1-3 in clause 8.5.2.2 of 3GPP TS 23.558 [X] are reused for EAS discovery, the enhancement for each step is as follows:
1.
The EEC sends an EAS discovery request to the EES. The EAS discovery request includes the indicator to use SEALDD service along with AC profile used for EAS discovery and may include SEALDD service type.

2.
Upon receiving the request from the EEC, if the EEC indicates that SEALDD service is required, the EES shall check if the EEC is authorized to discover the requested EAS(s) with SEALDD service. After selecting the EAS(s) based on the AC profile, the EES selects the associated SEALDD server(s) for the EAS(s) based on the associated SEALDD server information stored in step 4 of clause 6.x.2.1.2. 

3.
If the processing of the request was successful, the EES sends an EAS discovery response to the EEC, which includes information about the discovered EAS(s) and the associtated SEALDD server(s).

Upon receiving the EAS discovery response, the EEC notifies to the AC(s) with the EAS(s) and associated SEALDD server(s). The AC can send a request to SEALDD client with the information of SEALDD server to establish SEALDD connection for application traffic transfer.
6.x.3
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.
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