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1. Introduction
This pCR brings solution to address the open issues in KI#11 : ACR between EAS and Cloud Application Server.
	4.11
Key issue #11: ACR between EAS and Cloud Application Server

When a UE moves to a new location, different EASs or Cloud Application Server (CAS) can be more suitable for serving the ACs in the UE. Such transitions can result from a non-mobility event also, requiring support to maintain the continuity of the service.

This key issue is to support service continuity for ACs in the UE to minimize service interruption while switching the application server between Edge and Cloud. To support service continuity, the application context is transferred between EAS and CAS. 

Rel-17 Edge Computing work is limited to the service continuity between the EAS(s) and identified several scenarios for service continuity. Detailed study is required to enable service continuity between EAS and CAS, covering the following open issues: 

1.
Whether and how to detect that ACR is required between EAS and CAS

2.
Whether and how to decide that ACR is required between EAS and CAS

3.
Whether and how to perform ACR between EAS and CAS

4.
Whether and how to perform post ACR actions

5.
Whether EEL is required on the cloud deployment and what are the potential impacts to the CAS architecture

6.
Whether and what are the impacts of CAS initiated ACR.


2. Reason for Change
The scenarios specified in 3GPP TS 23.558 (Rel-17) clause 8.8 have been updated to consider the ACR between EAS and Cloud Application Server. 
Compared to the EDGEAPP (Rel-17) architecture, new entity Cloud Application Server is proposed along with the new reference points EDGEX-1 (between EAS and CAS), EDGEX-2 (between EES and CAS), EDGEX-3 (between ECS and CAS) and EDGEX-4 (between 3GPP Core Network and CAS). 

The scenario described in this pCR handles ACR as a result of the UE moving to, or the UE expecting to move to, a new location which is outside the service area of the serving EAS. It further relies on the EEC being triggered as a result of the UE's movement.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 V0.5.1.
* * * First Change * * * *

6.x
Option #x: Architecture with Cloud Application Server (CAS)
This clause describes the architecture for enabling interactions between EAS and Cloud Application Server (CAS), addressing Key Issue #11.
6.x.1
Architecture enhancements

Figure 6.x.1-1 shows the architecture enabling interactions between EAS and CAS. Compared to the EDGEAPP (Rel-17) architecture, new entity Cloud Application Server is proposed along with the new reference points EDGE-X (between EES and CAS), EDGE-Y (between ECS and CAS) and EDGE-Z (between 3GPP Core Network and CAS). 
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In this solution, the Cloud Application Server (CAS) interaction with EES is supported via EDGE-X referece point and CAS is supported by ECS via EDGE-Y reference point. The CAS and EAS interaction is supported as Application Data Traffic, which is out-of-scope of this specification. The CAS interaction with the 3GPP core network happens over EDGE-Z reference point, which is similar to EDGE-7 reference point.
Editor’s note:
What functionalities of EDGE-9 and EDGE-6 are to be reused for EDGE-X and EDGE-Y respectively is FFS.

Editor’s Note:
It is FFS whether new Cloud Enabler Server (CES) entity is needed for interacting with CAS.
Since the EAS may have service area restriction, once the UE is moving out of the current edge coverage, to keep service continuity, the application client needs to connect to either another EAS in new EDN or the CAS.
The architecture supports ACR between edge and cloud deployments for the following conditions: 

Condition 1: For the locations where EDN is not available, the ACR support is based on the failed Service provisioning response (i.e. the non-availability of the EDN at a particular location) from the ECS.

Condition 2: When AC profiles are sent in Service provisioning request and particular EAS is not available then EDN non-availability for that EAS is inferred through Service provisioning response.

Condition 3: For the locations where EDN is available but the EAS is not available, the ACR support is based on the indication from the EES (in the EAS discovery response) about the non-availability of the EAS at that particular location.

Condition 4: EAS and EDN are available but EAS is overloaded or not in a position to serve the EEC/UE due to any reason.
Condition 5: For a UE location, when CAS is serving and a suitable EAS is available at the edge, ACR can be initiated for continuing the service delivery via EAS.
6.x.2
Identities

None.

6.x.3
Cardinality rules

None.

* * * Next Change * * * *

7.x
Solution #x: ACR between EAS and Cloud Application Server
7.x.1
Architecture enhancements

Architecture enhancements in clause 6.x is the basis for this solution.
7.x.2
Solution description

7.x.2.1
General

The following solution addresses open issues of key issue #11, ACR between EAS and Cloud Application Server.

7.x.2.2
Procedure

The scenarios specified in 3GPP TS 23.558 (Rel-17) clause 8.8 have been updated to consider the ACR between EAS and Cloud Application Server.
7.x.2.2.1
Updated 3GPP TS 23.558 clause 8.8.2.2 Initiation by EEC using regular EAS Discovery
The scenario handles ACR as a result of the UE moving to, or the UE expecting to move to, a new location which is outside the service area of the serving EAS. It further relies on the EEC being triggered as a result of the UE's movement. 

This scenario is based on Service Provisioning (as specified in TS 23.558) and DNS procedures to discover the CAS that shall serve the AC as a result of the UE's new location, and that shall receive the Application Context from the serving EASs. The scenario below describes the relocation of a single application context to a CAS. However, it should be repeated for each active AC in the UE for which EAS or EDN is not available on that UE location.
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The pre-conditions:

1.
The AC in the UE already has a connection to a corresponding S-EAS;

2.
The preconditions for the Service provisioning - Request/Response model as specified in TS 23.558 with regards to the EEC are fulfilled; and

3.
The EEC is triggered when it obtains the UE's new location or is triggered by another entity such as an ECS notification.

Phase I: ACR Detection

1.
The EEC detects the UE location update as a result of a UE mobility event and is provided with the UE's new location as described in TS 23.558. The EEC can also detect an expected or predicted UE location in the future as described in TS 23.558.

NOTE 1:
If the EEC is triggered by an external entity such as by a notification from the ECS, unavailability of new EESs (to be used as T-EESs) is provided by that notification and step 3 below is skipped.

Phase II: ACR Decision

2.
Either the AC or the EEC makes the decision to perform the ACR.

NOTE 2:
Which applications require ACR can be decided based on the application profile, e.g. requirement of service continuity of the application.

Phase III: ACR Execution

3.
The EEC performs Service Provisioning (as specified in TS 23.558) for all active applications that require ACR. Since the location of the UE has changed, this procedure results in unavailability of T-EESs that are relevant to the supplied applications and the new location of the UE. If the service provisioning is done without supplying the application information but EES information is provisioned, the EEC attempts discovering relevant T-EAS with the EES provisioned in the service provisioning response, if any. Service provisioning or discovery of relevant T-EAS may not result in EES configuration or T-EAS is not discovered respectively.

If the change in UE's location does not trigger a need to change the serving EAS, the subsequent steps will not take place. The EEC remains connected to the serving EESs and the ACs remain connected to their corresponding serving EASs.

4.
The AC triggers the UE to perform DNS resolution for the CAS relevant for the AC. The UE may need to establish a new PDU connection to the CAS.
Editor’s Note:
Further clarifications on how the AC is triggered to perform DNS query is FFS
5.
The EEC performs ACR launching procedure (as described in TS 23.558) to the S-EES with the ACR action indicating ACR initiation and the corresponding ACR initiation data (along with the details of the CAS and without the need to notify the EAS). The S-EES may apply the AF traffic influence with the N6 routing information of the CAS in the 3GPP Core Network (if applicable), as described in TS 23.558.

6.
The AC is triggered by the EEC to start ACT. The AC decides to initiate the transfer of application context from the S-EAS to the CAS.

After the ACT is completed, the AC remains connected to the CAS and disconnects from the S-EAS; the EEC is informed of the completion of the ACT.

The S-EAS or CAS can further decide to terminate the ACR, and the CAS can discard the application context (e.g. based on monitoring the location of the UE). It is up to the implementation of the S-EAS and CAS whether and how to make such a decision.

Phase IV: Post-ACR Clean up

7.
The S-EAS sends the ACR status update message to the S-EES as specified in TS 23.558.

8.
If the status in step 7 indicates a successful ACT, the S-EES sends the ACR information notification (ACR complete) message to the EEC to confirm that the ACR has completed as specified in TS 23.558.

The CAS can perform the required CN capability exposure subscriptions upon receiving the application context.
Editor’s note:
Updated 3GPP TS 23.558 for other scenarios is FFS.
7.x.3
Solution evaluation

This clause provides an evaluation of the solution.

* * * Next Change * * * *

7.0
Mapping of solutions to key issues
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* * * End of Changes * * * *
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