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[bookmark: _Hlk514274591][bookmark: _Hlk520730635]1	Introduction
This paper proposes to revise the solution #8 with resolving its editor's notes and adding the evaluation text.
2	Discussion
In the solution #8, there are two editor's notes unresolved and they are resolved as follows:
· Editor's note: TBD for further considerations in other deployment scenarios such as EAS implementing CCF
· This solution assumes that only EES may act as a CAPIF provider which implements CCF. However, there will be no changes on the essential operations for API discovery and publish in other deployment scenarios such as EAS implementing CCF using the CAPIF interconnection APIs for CCF interworking among EASs.
· Proposed to add the clarification above and to delete the EN
· Editor's note: TBD for enhancements to information elements of CAPIF APIs, e.g., Service KPIs, Required Service APIs, Event information across EESs, etc
· The possible enhancements to the information elements of CAPIF APIs mentioned above have been considered and found that they are already captured in CAPIF but Service KPIs of EAS Service APIs, which are proposed to be added.
· Proposed to delete the EN
The solution #8 can be evaluated as follows:
· This solution allows for an EAS to expose its Service APIs towards the other EASs by exploiting CAPIF.
· This solution addresses the key issue #2; and fulfils the architectural requirements in the clause 5.2.
· This solution relies on the extended capabilities of EAS and EES but there is no impact to the APIs and procedures of EDGAPP since the extended capabilities can be realized using CAPIF.
· This solution relies on some updates on the information elements of the CAPIF APIs for publish/discovery.
Some editorial changes are also applied.
 3		Proposal
It is proposed to modify the text of TR 23.700-98 as follows.



1st CHANGE

[bookmark: _Toc96968704]7.8	Solution #8: EAS Service API enablement using CAPIF
[bookmark: _Toc96968705]7.8.1	Architecture enhancements
None.
[bookmark: _Toc96968706]7.8.2	Solution description
[bookmark: _Toc96968707]7.8.2.1	General
This solution addresses the Key issue #2: Enablement of Service APIs exposed by EAS as specified in the clause 4.2 by supporting for an EAS to expose its Service APIs towards the other EASs.
As specified in TS 23.558 (Rel-17), the Edge Enabler Layer exposes Service APIs towards the EASs. The exposed Service APIs include the capabilities provided by EES (clause 8.6 of TS 23.558); the capabilities provided by the 3GPP core network (clause 8.7 of TS 23.558); and SEAL service APIs (clause A.4 of TS 23.558). 
In this solution, the Edge Enabler Layer also supports for an EAS to expose its Service APIs (i.e., EAS Service APIs) towards the other EASs in order to fulfil the architectural requirements specified in the clause 5.x. This solution exploits CAPIF specified in 3GPP TS 23.222 [16] to support publication/discovery, and change subscription of EAS Service APIs as studied in Sol#15 of TR 23.758 (Rel-17) with the following architectural assumptions within the CAPIF architecture:
-	An EAS may act as an API provider by implementing API provider domain functions (i.e., API exposing function, API publishing function, and API management function)
-	An EAS may act as an API invoker 
-	An EES may act as a CAPIF provider by implementing CAPIF core function (CCF)
Based on the architectural assumption above, the essential operations regarding EAS Service APIs complying with CAPIF are as follows:
-	An EAS (acting as API provider) may publish its EAS Service APIs to EES (acting as CAPIF provider)
-	An EAS (acting as API invoker) may discover EAS Service APIs from EES (acting as CAPIF provider)
-	An EAS (acting as API invoker) may subscribe to be notified of dynamic information or availability of EAS Service APIs from EES (acting as CAPIF provider)
Editor's note: TBD for further considerations in other deployment scenarios such as EAS implementing CCF.
[bookmark: _Toc96968708]7.8.2.2	CAPIF operations in Edge Enabler Layer
The Figure 7.8.2.2-1 depicts the essential operational steps for EAS Service API enablement using the CAPIF operations as shown in Annex A of TS 23.222 [16]. 
Pre-conditions:
1.	The EAS #A-1 and EAS #A-2 have completed the EAS registration with the EES #A.



Figure 7.8.2.2-1: CAPIF operations in Edge Enabler Layer for EAS Service API enablement
1.	The EAS #A-2 (AMF) registers its API provider domain functions to the EES #A (CCF) via CAPIF-3.
2.	The EAS #A-2 (APF) publishes its exposing Service API(s) to the EES #A (CCF) via CAPIF-4.
3.	The EAS #A-1 (API invoker) performs onboarding process with the EES #A (CCF) via CAPIF-1.
4.	The EAS #A-1 (API invoker) discovers from the EES #A (CCF) a Service API required to run via CAPIF-1.
5.	The EAS #A-1 (API invoker) invokes the Service API provided by EAS #A-2 (AEF) via CAPIF-2 as discovered from the EES #A (CCF).
6. 	The EAS #A-1 (API invoker) subscribes to notifications of any updates of target Service APIs on the EES #A (CCF) via CAPIF-1.
7.	The EES #A (CCF) and EES #B (CCF) inter-operate with each other via CAPIF-6 for interconnection operations for publication and discovery of Service APIs managed by each EES.
Editor's note: TBD for enhancements to information elements of CAPIF APIs, e.g., Service KPIs, Required Service APIs, Event information across EESs, etc.

[bookmark: _Toc96968709]7.8.2.3	Service KPIs in CAPIF for EAS Service APIs
In TS 23.558, "Service KPI" IEs are specified to provide information about service characteristics provided by EASs; or required by ACs. This is used for discovery or provisioning of EASs which meet the Service KPIs required by ACs.
In the similar manner, Service KPIs of EASs (as API Providers) need to be specified in CAPIF to be used for discovery or provisioning of EAS Service APIs which meet the Service KPIs required by EASs (as API Invokers).
The proposed IEs in CAPIF as specified in 3GPP TS 23.222 [16] related to Service KPIs can be summarized as follows:
[bookmark: _GoBack]1)	Service KPIs provided by EAS as API Provider
a.	Service API publish request [TS 23.222] [16]
i.	Service API information
-	Service KPI (new IE): information about service characteristics provided by the Service API; can be mapped to EAS Service KPIs in EAS Profile [TS 23.558] of the EAS providing the Service API
2)	Service KPIs required by EAS as API Invoker
a.	Onboard API invoker response [TS 23.222] [16]
i	Service API information
-	Service KPI per API (new IE): information about service characteristics provided by the Service API which is allowed to access
b.	Service API discover request [TS 23.222] [16]
i	Query information
-	Service KPI (new IE): information about service characteristics as a criterion for discovering matching Service APIs required by the API invoker
c.	Service API discover response [TS 23.222] [16]
i	Service API information
-	Service KPI per API (new IE): information about service characteristics provided by the Service API corresponding to the discovery request
3)	Service KPIs for CAPIF interconnection between EESs
a.	Interconnection API publish request [TS 23.222] [16]
i.	Service API information
-	Service KPI (new IE): information about service characteristics provided by the Service API which is published across CCFs (i.e., implemented in EESs)
b.	Interconnection service API discover request [TS 23.222] [16]
i	Query information
-	Service KPI (new IE): information about service characteristics as a criterion for discovering matching Service APIs across CCFs (i.e., implemented in EESs)
The relevant information elements of CAPIF are listed as follows. The highlighted text is proposed to add for supporting the Service KPIs.
Table 7.8.2.3-18.3.2.1-1: Service API publish request [(Table 8.3.2.1-1 of TS 23.222]  [16])
	Information element
	Status
	Description

	API publisher information
	M
	The information of the API publisher may include identity, authentication and authorization information

	Service API information
	M
	The service API information includes the service API name, service API type, communication type, description, Serving Area Information (optional), AEF location (optional), interface details (e.g. IP address, port number, URI), protocols, version numbers, and data format, (new) Service KPI.

	Shareable information
	O (see NOTE)
	Indicates whether the service API or the service API category can be published to other CCFs. And if sharing, a list of CAPIF provider domain information where the service API or the service API category can be published is contained.

	NOTE:	If the shareable information is not present, the service API is not allowed to be shared.




Table 7.8.2.3-28.1.2.2-1: Onboard API invoker response [(Table 8.1.2.2-1 of TS 23.222] [16])
	Information element
	Status
	Description

	Onboarding status
	M
	The result of onboarding request i.e., success indication is included if the API invoker is granted permission otherwise failure.

	Enrolled information
	O
(see NOTE 1)
	Information from the provisioned API invoker profile which may include information to allow the API invoker to be authenticated and to obtain authorization for service APIs

	Service API information
	O
(see NOTE 2)
	The service API information includes the service API name, service API type, communication type, description, Serving Area Information (optional), AEF location (optional), interface details (e.g. IP address, port number, URI), protocols, version numbers, and data format, (new) Service KPI.

	Reason
	O
(see NOTE 3)
	This element indicates the reason when onboarding status is failure.

	NOTE 1:	Information element shall be present when onboarding status is successful.
NOTE 2:	Information element may be present when onboarding status is successful.
NOTE 3:	Information element shall be present when onboarding status is failure.



Table 7.8.2.3-38.7.2.1-1: Service API discover request [(Table 8.7.2.1-1 of TS 23.222] [16])
	Information element
	Status
	Description

	API invoker identity information
	M
	Identity information of the API invoker discovering service APIs 

	Query information
	M
	Criteria for discovering matching service APIs (e.g. service API type, Serving Area Information (optional), preferred AEF location (optional), interfaces, protocols, (new) Service KPI) 
(see NOTE)

	NOTE:	It should be possible to discover all the service APIs.



Table 7.8.2.3-48.7.2.2-1: Service API discover response [(Table 8.7.2.2-1 of TS 23.222] [16])
	Information element
	Status
	Description

	Result
	M
	Indicates the success or failure of the discovery of the service API information

	Service API information
(see NOTE 2)
	O 
(see NOTE 1)
	List of service APIs corresponding to the request, including API description such as service API name, service API type, Serving Area Information (optional), interface details (e.g. IP address, port number, URI), protocols, version, data format, (new) Service KPI

	CAPIF core function identity information
	O
(see NOTE 1)
	Indicates the CAPIF core function serving the service API category provided in the query criteria

	NOTE 1:	The service API information or the CAPIF core function identity information or both shall be present if the Result information element indicates that the service API discover operation is successful. Otherwise both shall not be present. 
NOTE 2:	If topology hiding is enabled for the service API, the interface details shall be the interface details of AEF acting as service communication entry point for the service API.



Table 7.8.2.3-58.25.2.1-1: Interconnection API publish request [(Table 8.25.2.1-1 of TS 23.222] [16])
	Information element
	Status
	Description

	CCF information
	M
	The information of the CAPIF core function which publishes APIs, may include identity, authentication and authorization information

	Service API information
	O
(see NOTE 1)
	The service API information includes the service API name, service API type, communication type, description, Serving Area Information (optional), AEF location (optional), interface details (e.g. IP address, port number, URI), protocols, version numbers, and data format, (new) Service KPI.

	Service API category
	O
(see NOTE 1)
	The category of the service APIs to be published, (e.g. V2X, IoT)

	Shareable information
	O
(see NOTE 2)
	Indicates whether the service API or the service API category can be published to other CCFs. And if sharing, a list of CAPIF provider domain information where the service API or the service API category can be published is contained.

	NOTE 1:	At least one of the Service API information or Service API category shall be present.
NOTE 2:	If the shareable information is not present, the service API is not allowed to be shared. There is one and only one CAPIF provider domain information sharable via the CAPIF-6e interface.



Table 7.8.2.3-68.25.2.3-1: Interconnection service API discover request [(Table 8.25.2.3-1 of TS 23.222] [16])
	Information element
	Status
	Description

	CAPIF core function identity information
	M
	Identity information of the CAPIF core function discovering service APIs 

	Query information
	M
	Criteria for discovering matching service APIs or CAPIF core function (e.g. service API type, Serving Area Information (optional), preferred AEF location (optional), interfaces, protocols, service API category, (new) Service KPI) 
(see NOTE)

	NOTE:	It should be possible to discover all the service APIs.



In TS 23.222 [16], the Service KPIs can be specified as a part of Query information and Service API information in abstract, so that the Service KPI IE can be implemented as one or more new attributes of ServiceAPIDescription data type in TS 29.222 [x] (but it's up to the CT3's work).

[bookmark: _Toc96968710]7.8.3	Solution evaluation
This clause provides an evaluation of the solution.
This solution allows for an EAS to expose its Service APIs towards the other EASs. It exploits CAPIF as specified in 3GPP TS 23.222 [16] for publication/discovery, and change subscription of EAS Service APIs.
This solution addresses the key issue #2: enablement of service APIs exposed by EAS as specified in the clause 4.2; and fulfils the architectural requirements for enablement of service APIs exposed by EAS as specified in the clause 5.2.
This solution relies on the EDGEAPP architecture as specified in TS 23.558 [2] with extended capabilities of EAS and EES for publication/discovery of EAS Service APIs but there is no impact to the APIs and procedures of EDGAPP since the extended capabilities can be realized using CAPIF.
This solution relies on the CAPIF as specified in TS 23.222 [16] with some updates on the information elements of the CAPIF APIs for publish/discovery.

END OF CHANGES
1
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