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1. Introduction
This contribution proposes the requirements and the exteded architecture to enable ACR between EAS and CAS.  
2. Reason for Change
In Key issue 11, the following open issues for ACR between EAS and Cloud Application Server are listed 

1.
Whether and how to detect that ACR is required between EAS and CAS
2.
Whether and how to decide that ACR is required between EAS and CAS

3.
Whether and how to perform ACR between EAS and CAS

4.
Whether and how to perform post ACR actions

5.
Whether EEL is required on the cloud deployment and what are the potential impacts to the CAS architecture

6.
Whether and what are the impacts of CAS initiated ACR.
This contribution proposes requirements and architecture to address these open issues.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-98 v0.5.1
* * * First Change * * * *
3.1
Terms

For the purposes of the present document, the terms given in 3GPP TR 21.905 [1], 3GPP TS 23.558 [2] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1] and 3GPP TS 23.558 [2].

<defined term>: <definition>.

CAS: Cloud Application Server 
CCSP: Cloud Computing Service Provider 

CEC: Cloud Enabler Client

CES: Cloud Enabler Server 
Cloud-DN: Cloud Data Network
* * * Second Change * * * *
5.x
ACR between EAS and CAS
5.x.1
General

This clause specifies the requirements for ACR between EAS and CAS to address KI#11. These requirements fulfill the following scenarios based on the already existing ACR scenarios in Release 17.
· Inititiation by CEC using CAS Discovery
· CEC executed ACR via S-CES
· S-EAS/S-CAS decided ACR scenario 

· S-EES/S-CES executed ACR scenario 

· EEC executed ACR via CES
· CEC executed ACR via EES
 Editor’s Note: Further scenarios are FFS. 
Editor’s Note: Details of the scenarios are FFS.

5.x.2
Requirements

The following are the architectural requirements to support ACR between EAS and CAS. 

· The application layer architecture shall provide a mechanism for the EES to discover desired T-CAS. 

· The application layer architecture shall provide a mechanism for the CES to discover T-EAS. 

· The application layer architecture shall allow the CES to be a detection and decision entity depending on the scenario. 

· The application layer architecture shall allow the CAS to be a detection and decision entity depending on the scenario. 

· The application layer architecture shall allow the CEC to be a detection and decision entity depending on the scenario.

· The application layer architecture shall allow the CES to be an execution entity depending on the scenario.

· The application layer architecture shall allow the CEC to be an execution entity depending on the scenario.

· The application layer architecture shall allow the CES to utilize the EES to perform ACR between CAS to EAS.
 Editor’s Note: Further requirments for ACR between CAS and EAS is FFS. 
* * * Third  Change * * * *
7.x
Solution #x: ACR between EAS and CAS
7.x.1
Architecture enhancements

This clause provides an enhanced application architecture based on Rel-17 architecture to address the issues specified in Key Issue #11 “ACR between EAS and Cloud Application server” and the subsequent requirements in 5.x “ACR between EAS and CAS”. 
7.x.1.1
Architecture
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Figure 7.x.1-1: Extended Architecture for ACR between EAS and CAS - reference points representation

Editor’s Note: It is FFS whether the Cloud Enabler Client can be combined with the Edge Enabler Client, and the EDGE-5 with CLOUD-5 
7.x.1.2
Functional entities

TBD. 
7.x.1.3
Reference points
TBD.
7.x.1.4
Cardinality 

TBD.
7.x.2
Solution description
TBD.
7.x.3
Solution evaluation
TBD.
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