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1. Introduction
This contribution proposes to update the description part of KI#5 to clarify that SEALDD provides data storage service to enable cache services for VAL applications. Cache application control logic will not be studied in this KI. Only Storage Control APIs (e.g. create, update, delete) and storage status report APIs (e.g. storage control result report) should be studied in this KI. 
2. Reason for Change
In SA6 #48E, Key Issue #5 on SEALDD enabled Data storage is introduced for content data and application contexts storage. For content data storage, it is mentioned that “In this case, the data storage server acts as a cache server.” This paper aims to clarify what capability SEALDD server should provide to support the cache service. In other words, the SEALDD server acts as what parts of a cache server.

In order to introduce the cache server functions clearly, Fig 1. shows an example of downlink cache service.
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Fig.1. example of cache server for downlink cache service

A cache server mainly includes four parts of functions: Network communication part, Data storage part, media data distribution part and cache application control logic part. The network communication part is used to establish and maintain the connection with application clients. The data storage part is used to store the cached content packets. The cache application control logic part is used to handle the client requests and decides how to deliver the cached packets to the clients. The Media Data Distribution part is used to schedule the data traffic.
For example, the cache application control logic part can employ the cache control mechanisms introduced in rfc.2616 (Hypertext Transfer Protocol -- HTTP/1.1). Based on the http requests sent from the app client, the application cache logic part can determine whether and how to cache the data (e.g. directly send the packets to the client without caching or cache the packets and send to client).
The application cache control logic part may be different for different use cases (e.g. http web page cache, media stream DASH). But the other parts are generic for different cache services. 
It is beneficial  to map the data storage part, media data distribution part and network communication part to SEALDD services. The application server can optionally keep only the cache application control logic part and use SEALDD API for cache status monitoring, cache control and data deliver.
It is proposed that only Storage Control APIs (e.g. create, update, delete) and Storage Status report APIs (e.g. storage control result report) should be studied in this KI. Cache application cotrol logic function could be an Application Server or Cache Server which may be part of SEAL, but such application cache logic will not be part of SEALDD scope.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v0.3.0.
* * * First Change * * * *

4.5
Key issue #5: SEALDD enabled Data Storage

Applications can employ data storage service to increase performance by reducing the need for data retrieval over the 3GPP network and backhaul network towards application server. In this case, data requested by the clients or application servers can be received from 3GPP network or specific application servers only once and then be stored in the data storage server. The subsequent requests for the stored data can be handled locally  and the data can be retrieved directly from the data storage server to save the processing time and transferring resources cost on interacting with 3GPP network or application server. SEALDD can provide data storage service for VAL applications.
The data stored in the SEALDDserver can be content data. In this case, the SEALDD  server provides data strorage service to enable cache services for a VAL server . Then the data storage server can provide to the VAL user with stored application content once requested by other users in the same area according to the interaction with VAL server. Meanwhile, for constrained devices, e.g. battery driven low-power IoT devices, while is sleeping, the SEALDD server could help to do some data storage and then send the stored data out after.
The data stored in the SEALDD server can also be contexts, status reports or analytics collected from application server or 5GS. It will save processing resources and transferring resources of 5GC and application servers. Also, the SEALDD server can be an interchange server for consumers which do not have direct connections with the data providers (e.g. for application context transfer between EAS without connections).

The following aspects can be studied for this Key Issue:

-
What capability should the SEALDD server provide to support the data storage service?

-
What APIs should SEALDD enabler provide to enable the VAL server and VAL client to use the data storage service provided by SEALDD, such as the creation, refreshing, update, and deletion of the stored data?

-
What APIs should SEALDD enabler provide to VAL clients/servers to monitor the status of the stored data?

-
What management information or analytics should be provided to configure the storage service?

-
Whether and how to provide data storage service to support application data (e.g. application context) storage for VAL servers?

* * * Next Change * * * *

