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1. Introduction
This paper proposes update for solution#8.
2. Reason for Change
 Supplement the API exposing and invoking methods of EAS  
3. Conclusions
<Conclusion part (optional)>
4. Proposal
It is proposed to agree the following changes to 3GPP TR 23.700-98.


* * * First Change * * * *
[bookmark: _Toc82473745][bookmark: _Toc85650697][bookmark: _Toc82472200]Solution #8: EAS Service API enablement using CAPIF
[bookmark: _Toc97547347]7.8.1	Architecture enhancements
None.
[bookmark: _Toc97547348]7.8.2	Solution description
[bookmark: _Toc97547349]7.8.2.1	General
This solution addresses the Key issue #2: Enablement of Service APIs exposed by EAS as specified in the clause 4.2 by supporting for an EAS to expose its Service APIs towards the other EASs.
As specified in TS 23.558 (Rel-17), the Edge Enabler Layer exposes Service APIs towards the EASs. The exposed Service APIs include the capabilities provided by EES (clause 8.6 of TS 23.558); the capabilities provided by the 3GPP core network (clause 8.7 of TS 23.558); and SEAL service APIs (clause A.4 of TS 23.558). 
In this solution, the Edge Enabler Layer also supports for an EAS to expose its Service APIs (i.e., EAS Service APIs) towards the other EASs in order to fulfil the architectural requirements specified in the clause 5.x. This solution exploits CAPIF specified in 3GPP TS 23.222 [16] to support publication/discovery, and change subscription of EAS Service APIs as studied in Sol#15 of TR 23.758 (Rel-17) with the following architectural assumptions within the CAPIF architecture:
-	An EAS may act as an API provider by implementing API provider domain functions (i.e., API exposing function, API publishing function, and API management function)
-	An EAS may act as an API invoker 
-	An EES may act as a CAPIF provider by implementing CAPIF core function (CCF)
Based on the architectural assumption above, the essential operations regarding EAS Service APIs complying with CAPIF are as follows:
-	An EAS (acting as API provider) may publish its EAS Service APIs to EES (acting as CAPIF provider)
-	An EAS (acting as API invoker) may discover EAS Service APIs from EES (acting as CAPIF provider)
-	An EAS (acting as API invoker) may subscribe to be notified of dynamic information or availability of EAS Service APIs from EES (acting as CAPIF provider)
-	An EAS(acting as service provider) may contain multiple APIs, When EAS registering its service to EES, it can carry all the information of the APIs it contains.
-	An EAS(acting as service provider) and its APIs can register to EES separately, EES can relate EAS and the APIs through EASID
-	An EAS (acting as API invoker) can only invoke APIs from EES(including EAS service APIs,5Gcore network APIs, and EES service APIs), EES is the only entrance that offer API invocation to EAS
-	EAS1(acting as service provider) may rely on EAS2(acting as service provider) that also registered on EES, it should invoke APIs offered by EAS2 from EES 


* * * Next Change * * * *


