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1. Introduction
This pCR provides a Solution for Key Issue #1, 2, 4 on support for application performance analytics, edge analytics enablement, and interaction with SEAL service.
2. Reason for Change
Address Key Issue #1.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-36. 
* * * First Change * * * *
6.X
Solution #X: Data Analytics Enablement
6.X.1
Solution description
6.X.2.1
General

The following solution corresponds to the key issue #1, 2, 4 on support for application performance analytics, edge analytics enablement, and interaction with SEAL service. 

ADAE supporting application and service enablement layer analytics collects application or service enablement layer related information from the vertical application layer, service enablement layer, 5GC, amd/or OAM to perform data analytics and to provide statistics or predictions.

Interaction between ADAE and the vertical application layer can be done over ADAE-S or ADAE-C reference points. 

If ADAE is implemented in the SEAL layer, then:

·  interaction between ADAE server and application enabler servers can be done over SEAL-S (e.g. for EES see TS 23.558 Figure A.4.1-1, for VAE Server see TS 23.286 Figure 6.2-2). Interactions between ADAE client and the corresponding application enabler client can be done over SEAL-C.

· interaction between ADAE server and application specific servers can be done over SEAL-S (e.g. for EAS see TS 23.558 Figure A.4.1-1, for V2X Server see TS 23.286 Figure 6.2-2) Interactions between ADAE client and the corresponding application specific client can be done over SEAL-C.

· interaction between ADAE server and SEAL server could be done over SEAL-X (TS 23.434 Figure 6.2-3),

Editor’s Note: The reference point for interactions between ADAE client and the SEAL client is FFS

The consumer of these analytics may indicate in the request:

· Analytics ID, specifies the type of data analytics, such as “application performance”, “EAS”, “EES”, “user group”, etc.

· Target of analytics, such as one or more applications, one or more application/enablement servers, one or more VAL users/UEs, etc.

· Analytics filter information, such as the area of interest.

· Analytic target period indicates the time period over which the statistics or predictions are requested.
6.X.2.2
Procedure

Pre-conditions:

1. TBD
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Figure 6.X.2.2-1: server-side initiated data analytics request
1.  The requesting server sends a request to the serving ADAE server, using either a one-time request or a subscription request. 
2.  If the request is authorized, the ADAE server may collect input data from the server-side entities such as vertical application servers (and EAS, if the target application is an edge application) via ADAE-S reference point. The input data can be collected by initiating a data collection or subscription request to the corresponding server and received by the ADAE server in a response or notification message responsive to the data collection request.

NOTE 1: In this step, the ADAE server may also collect input data from SEAL server(s)and application/service enabler server(s) (e.g. EES, VAE-S).
3.
If the requested analytics requires client-side input data, the ADAE server sends a data collection request to the corresponding ADAE client. The request specifies what input data is required from the client-side.

4.
After receiving the data collection request from the ADAE server, the ADAE client collects client-side input data from vertical application clients (via ADAE-C), other ADAE clients (via ADAE-PC5), and the modem. 

NOTE 2: In this step, the ADAE client may also collect input data from SEAL client and application/service enabler clients(s) (e.g. EEC, VAE-C). 
5.
The collected client-side input data is sent to the ADAE server.
6.
The ADAE server may further collect input data and/or request for analytics service from other analytics functions in the system, such as NWDAF or OAM. For example, the ADAE server may collect input data from 5GC via monitoring events or via interactions with NWDAF, receive input data from OAM system, receive analytics result from NWDAF by subscription, etc.

7.
Based on the collected input data, the ADAE server derives the analytics result. 

8.
The ADAE server may perform actions or trigger actions to be performed (by sending a request to the corresponding entity) based on the analytics result.
9.
The ADAE server provides the requested analytics to the requestor, using either a response or a notification message,  depending on the service used in step 1.
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Figure 6.X.2.2-2: client-side initiated application performance analytics
1. The requesting client sends a request to the serving ADAE client, using either a one-time request or a subscription request. 
2.  If the request is authorized, the ADAE client may collect input data from the client-side entities such as vertical application clients (via ADAE-C), other ADAE clients (via ADAE-PC5), and the modem. The input data can be collected by initiating a data collection or subscription request to the corresponding client and received by the ADAE client in a response or notification message responsive to the data collection request.

NOTE 1: In this step, the ADAE client may also collect input data from SEAL client and application/service enabler clients(s) (e.g. EEC, VAE-C).

3.
The ADAE client sends the data analytics request to the ADAE server with the collected client-side input data.

4.
Based on the request, the ADAE server collects server-side input data from the server-side entities such as vertical application servers (and EAS, if the target application is an edge application) via ADAE-S reference point. 

NOTE 2: In this step, the ADAE server may also collect input data from SEAL server(s) and application/service enabler server(s) (e.g. EES, VAE-S). 

5.
The ADAE server may further collect input data and/or request for analytics service from other analytics functions in the system.
6.
Based on the collected input data, the ADAE server derives the analytics result.

7.
The ADAE server sends a response to the ADAE client with the analytics result. 

8.
The ADAE server may perform actions or trigger actions to be performed (by sending a request to the corresponding entity) based on the analytics result. Alternatively, the ADAE server may send a request to the ADAE client to perform/trigger the desired action.
9.
The ADAE client provides the requested analytics to the requestor, using either a response or a notification message,  depending on the service used in step 1.

6.x.2.2
Information Flows
Editor’s note: This clause provides information flows for  the solution.

6.x.3
Evaluation

Editor's Note: This clause provides an evaluation of the solution.
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