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1. Introduction
This pCR proposes a new solution on KI #7 SEALDD server selection and discovery.
2. Reason for Change
The following open issues are identified in the key issue on SEALDD server discovery and selection:

Open Issues:

-
How to discover and select the proper SEALDD server for a specific VAL server.

-
How to discover and select a new SEALDD server due to the change in VAL server.
To the 1st bullet, this solution will address how to discover and select the proper SEALDD server for a specific VAL server.
3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-34 v0.3.0.
* * * First Change * * * *

4.7
Key issue #7: SEALDD server discovery and selection

SEALDD server is used to efficiently support distribution, storage and delivery of the application content/data for vertical applications. For a specific VAL server, which may be used for some specific service e.g. remote control, and have its own service area, mechanisms should be studied on how to discover and select the proper SEALDD server for the VAL server. 

A VAL server serving a VAL client on a UE can be changed (e.g. When UE moves out of the VAL server's service area or VAL server goes under maintenance). Usually a new VAL server is replaced as the serving VAL server. In this scenario, the SEALDD server may also be changed due to the change of VAL server. Hence, how to discover and select a new SEALDD server to support the change in VAL server should also be studied.
The following aspects can be studied for this Key Issue:

-
How to discover and select the proper SEALDD server for a specific VAL server.
-
How to discover and select the proper SEALDD server related to a specific VAL server for a SEALDD client.
-
How to discover and select a new SEALDD server due to the change in VAL server.
* * * Next Change * * * *

6.x
Solution #x: SEALDD server discovery and selection for specific VAL server
6.x.1
Architecture enhancements

None.
6.x.2
Solution description

6.x.2.1
General

The following solution corresponds to the KI #7 on SEALDD server discovery and selection. 

In this solution, VAL server discovers and selects SEALDD server by CAPIF functions. 
There can be scenarios of how SEALDD service is used:

Scenario (a): SEALDD service is used for both signalling and data traffic transfer.

Scenario (b): SEALDD service is used only for data traffic transfer.
 The SEALDD client can use existing mechanisms (e.g. DNS query) to find an appropriate SEALDD server and establish the connection for VAL client and VAL server. (This mechanism can be used for both scenario (a) and scenario (b). The mechanisms such as DNS query mechanisms are outside the scope of SA6.
Specially for scenario (b), the VAL server can notify the VAL client about the SEALDD subscription information via application layer signalling.
6.x.2.2
Procedure
This procedure is used for scenario (b).
6.x.2.2.1
SEALDD server discovery and selection for data traffc transfer

Pre-conditions:

1.
The VAL server can discover and select the SEALDD server by CAPIF functions.

2.
The VAL server decides to use SEALDD service for data traffic transfer.
3.
The VAL server and VAL client maintain application layer connection for signalling traffic.
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Figure 6.x.2.2.1-1: SEALDD server discovery and selection for data traffic transfer

1.
The VAL server decides to use SEALDD service to enhance data transmission and send a SEALDD service subscription request to the SEALDD server discovered by CAPIF. The request may include e.g. VAL server ID/address, application profile and SEALDD service type.

2.
Upon receiving the request, the SEALDD server performs an authorization check to verify if the VAL server requested SEALDD service (mainly consider e.g. application profile, SEALDD service type) can be provided by the SEALDD server. If the verification was successful, the SEALDD server responds with a SEALDD service subscription response. 

 3. 
Since the VAL server and VAL client maintain application layer connection for signalling traffic, VAL server can notify the VAL client with the SEALDD subscription information (including e.g. the SEALDD server address, SEALDD service type, etc.) via application layer signalling.
NOTE:
Application layer signalling mechanism is outside the scope of SA6.
 4.
 The VAL client sends a request to SEALDD client to request for SEALDD service. The request may include the SEALDD server address and may include the related SEALDD service information. 

5.
Upon receiving the request, the SEALDD client establishes the connection with the SEALDD server for the SEALDD service.

6.
The SEALDD client uses the established connection for routing of the outgoing application traffic to VAL server, as needed, and may provide necessary notifications/responses to the VAL client.
6.x.3
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.
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