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1. Introduction
This contribution proposes an evaluation for Solution #4.
2. Reason for Change
An EN remains in the clause 6.4.2 and the solution #4 needs to be evaluated.
3. Conclusions
4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-95 v1.1.0.
* * * First Change * * * *

6.4
Solution #4: API invoker obtaining resource owner consent
6.4.1
Solution description

This solution addresses the key issue #3 with regard to obtaining user consent. CAPIF may authorize the API invoker to invoke the service API based on the user consent slightly before the API invocation. The procedures to obtain the user consent may reuse well-known authorization procedures such as OAuth 2.0 [9].

Clause 6.4.1.1 shows the procedure for obtaining user consent in a near real-time manner.

6.4.1.1
API invoker obtaining resource owner consent prior to the service API invocation
Figure 6.4.1.1-1 shows the procedure to obtain resource owner consent prior to the service API invocation, which is used in the near real-time consent scenario.

Pre-conditions:

1.
The resource owner can communicate with the API invoker.
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Figure 6.4.1.1-1: Procedure for API invoker obtaining resource owner consent prior to the service API invocation
1.
The API invoker requests authorization grant and access token to invoke the service API.

NOTE:
The detailed procedure to obtain user consent and provide an access token is studied in SA3.

2.
The API invoker sends service API invocation request to the API exposing function with the access token received in step 1.
6.4.2
Solution evaluation

This solution addresses KI#3. Unlike Solution #3, this solution requires that the API invoker get authorized to invoke the service API by the resource owner before sending the service API invocation request. The procedure to obtain the authorization grant and access token before the service API invocation is compliant with the ordinary OAuth 2.0 flow and is a viable solution to be considered.
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