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1. Introduction
This contribution proposes a new solution to KI #1 on zone configuration and provisioning for VRUP applications.
2. Reason for Change
One of the applications which is considered in C-ITS is the Vulnerable Road User Protection (VRUP). VRUP provides warning to vehicles of the presence of vulnerable road users, e.g. pedestrian or cyclist, in case of dangerous situation. 
In C-ITS [ ETSI TS 103 300-2] as well as 5GAA some use cases have been defined for the VRUP focusing on V2P:

· UC-1.1: Pedestrian in crosswalks – send out alerts to motorists when pedestrian in a mid-block crossing. (Can be infrastructure-based messages to motorists). 

· UC-1.2: Pedestrians in crosswalks at intersections. Provide alerts to motorist when pedestrians are crossing a side street on right or left of vehicle. Also provide alerts when pedestrian in crosswalk and signal is green for vehicle. (Can be infrastructure-based messages to motorist). 

· UC-1.3: School Zone Warning – Send out alerts to motorist when they are entering a school zone area that is active. High concentration of pedestrians around the area at specific times, such as arriving and leaving times. 

· UC-1.4: School bus warning. Similar to 1.3, but a dynamic high risk area (e.g. school bus, ice cream truck).
One issue at the scenario of the VRU high risk zone areas is how to configure the zones (area, time validity, groupings) and how to translate such zones (which are application driven) to network requirements and configurations. Furthermore, another issue is how to dynamically configure the devices to use the VRU applications on-time and how 5GS can provide assistance in this regard.

This solution provides a procedure for VRU zone configuration based on a requirement received by the VASS or an application specific server which provides the VRUP application service. Also, this solution includes a procedure for dynamic VRU zone instantiation due to an accident.

3. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-64 v0.3.0.
* * * Change * * * *

6.x
Solution #x: Support for VRU zone configuration and operation
6.x.1
Solution description
6.x.1.1 Procedure on VAL server - triggered VRU zone creation 

This procedure supports the configuration and provisioning of the VRU high risk zone at the VAE layer based on a request from the VASS / VAL server. 

Figure 6.x.1.1-1 illustrates the procedure where the VAE client configures the VRU zone based on application requirement; and supports the run-time operation based on an expected UE entrance to the zone. 

Pre-conditions:

1.
VASS or VASC has subscribed to VAE layer to provide support for V2P communication
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 Figure 6.x.1.1-1: VAL server - triggered VRU zone creation
1. The V2X application specific server sends a requirement which is to create a new high-risk area zone, and requires the VAE server support to translate it to a network-related zone configuration and provisioning to the UEs within the requested area. The requirement message consists of the Requestor ID (VASS ID or App ID), the VRU zone type (based on the scenario, which type of UEs are to be considered), geographical area, time validity and initiation trigger, types of supported messages and requirements (e.g. requirements for VAM messages), application QoS requirement dedicated for the VRU zone (e.g. URLLC like), etc.

NOTE: if the zone is dynamically changing based on an event (e.g. school bus mobility / route), such mobility/route information will be provided to the VAE server, or the VASS needs to provide new configuration every time the configuration changes.
2. The VAE server translates the zone requirement of step 1 and determines a set of network-related zone parameters which indicates the configuration parameters for example: the topological area for the zone (cell IDs, TAs), the QoS requirements within the zone, the exposure requirements within the zone, the value added services required within the zone (e.g. location tracking, V2X message bundling), the transmission modes (unicast, groupcast, broadcast) within the applications within the zone, the interface selection within the zone (Uu, PC5), the use of application relaying or not, whether the zone is dynamic or not, and if it is dynamic to take into account the configuration adaptation every time the configuration changes or to provide the planning (e.g. based on a school bus route) to allow the network to adapt the configuration. 

3. The VAE sever sends a positive or negative acknowledgement as response to VASS

4. The VAE server sends a message including the VRU zone configuration parameters. Parameters can be based on the parameters provided in step 2. This configuration will be provided to the V2X-UEs (and pedestrians) within the area that will be covered by the VRU zone, and will also indication when the zone will be activated, for how much time and if the zone configuration will be dynamically changing (e.g. where a school bus moves) and parameters related to the dynamicity (as discussed in steps 1,2).
5. The UE1 or other UEs on behalf of UE1 may send a UE mobility event (or expected/predicted event) to VAE server, indicating the mobility / handover to a target geographical or topological area. Alternatively, the UE mobility event may be exposed by 5GC (LMF) or by SEAL LMS, based on subscription. 

The VAE server translates the UE1 mobility event to an expected entrance to a VRU high risk zone, and based on the configuration of the zone, it identifies when an action needs to be taken and when to communicate this with the involved application entities. 

6. The VAE server alerts the VASS that the UE1 is expected to move to the VRU zone area in X time and provides also information on its mobility as well as the UE1 capabilities (e.g. VRU capable). The notification / alert message may include the UE ID (GPSI, or external ID), the group ID (if it is a group of UEs), an expected start time of VRUP, an expected duration, expected mobility/speed/direction, etc.

7. The VAE server may also alert the VAE client (if deployed at the UE1) that it is expected to enter the VRU zone and requests the confirmation for allowing the push of VRU messages within the zone. Such notification / request will include zone area information and configuration.

8. The VAE client (optionally, if needed) interacts with VASC to instantiate/activate a VRU related application (this can be an alert to the pedestrian’s smartphone to open the VRU application so as to receive notifications).

9. The VAE client or VAE server interacts with the NAS layer to trigger a network related action for the UE based on the UE status (connection establishment or connection update)
10. The VAE server sends the VRU zone configuration parameters to the VAE client of UE1. 

11. The VAE server can start tracking the UE location (e.g. via 5GC or SEAL LMS) and when the UE1 enters the zone area, VAE server notifies the VASS 

Then, UE is within the zone and the VRU service operation is ongoing.

12. When UE is leaving the zone (based on configuration, his location may be tracked via 5GC), a message can be sent to VASS to notify that the UE1 is expected to leave this area and the VRUP is no longer needed. This will trigger the connection update or termination and the VRUP application de-activation / erase of app context. 

6.x.1.2 Procedure on dynamic VRU zone creation 

This procedure covers a dynamic event which may be an emergency and will trigger the dynamic zone activation to avoid hazards for the pedestrians, and in particular when a UE which is inside a vehicle (not considered VRU) is required to leave the vehicle in a potentially hazardous area. Such scenario can be for the case of a car accident/incident at a highway which necessitates the UE to leave the car, but at the same time other cars may be approaching fast this area. In this case, a further accident may happen.

Figure 6.x.1.2-1 illustrates the procedure where the VRU zone is dynamically formed with the support of VAE layer for a certain emergency / potentially critical situation. 

Pre-conditions:

1.
VASS or VASC has subscribed to VAE layer to provide support for VRUP.
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Figure 6.x.1.2-1: Event-based dynamic VRU zone creation
1. V2X UE #1 activates a VRU app (e.g. at the smartphone of the car driver) to notify on the incident, as well as to get notifications for fast approaching vehicles. The V2X UE #1 and the passenger’s UE may be the same or different. In case that is different, it is up to implementation how they interact to allow the activation/instantiation of a VRUP application at the passenger’s UE. The necessary parameters for this activation is the UE ID, the V2X UE ID, the VRUP profile and the time/area of validity for this activation.

2. V2X UE #1 notifies the V2X server for an incident (car failure, accident,..). This notification can be a form of alert to the VASS via the VAE client and the VAE server, indicating also the UE ID of the passenger’s smartphone (car and passenger may have different user equipments / SIM cards).

3. The VASS identifies the need of a high-risk zone based on the target UE and defines an area / radius around him, where the VRU zone will apply (for example in 100m radius around the UE/vehicle, create a zone). VAE server based on the configuration can also support to selecting the parameters for the high-risk zone. 

The configuration of the radius/area of the zone can be based on multiple factors, like the environment (e.g. in highway due to high speeds of the cars, the radius is expected higher), the type of incident, whether the VRU is expected to be just one UE or a group of UEs, the communication range and the UE capabilities. 

4. The VASS sends to the VAE server the requirement for the V2X UE, including a command for a new dynamic zone creation.

5. The VAE server determines the zone parameters. These parameters can be either provisioning parameters for the service operation within the zone (e.g. QoS, Tx modes, access types) or application-related zone parameters (e.g. app QoS requirements for the V2X UEs and the VRUs).

6. The VAE server broadcasts a VRU zone configuration request to the target area.

7. The VAE clients of the UEs within this area send a positive or negative response to VAE server.

8. VAE server notifies the VASS about the success or failure of the VRU zone creation (based on the responses received in step 7)

9. If the zone is created, the VAE layer sends to all VAE clients the per zone provisioning parameters or zone information for the VRUP service operations within the target area. The zone information indicates a zone configuration due to an accident, the cause, and the required actions within this zone. Due to the dynamicity of the creation, this zone will only provide the necessary alerts to either the VRU UE and/or the high-speed vehicles within the zone or approaching the zone, or in case of further VRUs in the area the broadcast of alerts to all of them.
6.x.2
Solution evaluation

Editor's Note:
This subclause will evaluate the solution.

* * * End of Change * * * *
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