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1. Introduction

This paper proposes to correct the title of figure in solution 3.

2. Reason for Change

Correct the title of figure in solution 3 to make it match the content.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TR 23.700-99 v 0.5.0.
* * * First Change * * * *

6.3
Solution 3: Slice API configuration and translation  

6.3.1
Solution description

6.3.1.1
General

This solution aims to address the issues identified in Key Issue 8.

This contribution provides a solution for the API configuration and translation and proposes the translation of the service API as invoked by the end applications to slice APIs based on the API configuration and application to slice mapping. Slice APIs can be defined as customized/tailored sets of service APIs (which can be either NEF northbound APIs or OAM provided APIs or enabler layer/SEAL provided APIs) and can be mapped to particular slice instances. The slice APIs can be a bundled or combined API comprising of different types of APIs, which will be used to expose the telco (5GS/SEAL)- provided services as needed by the applications of the slice customer. Each slice API may be configured per network slice instance. 

This solution provides a support functionality to the vertical application specific layer and configures the exposure of APIs in a slice-tailored manner. It is assumed that the VAL server is not initially aware of the all the API exposure capabilities and information which will be needed for the given slice based on the SLA, and NSCE plays a vital role in configuring and translating the slice API based on the per slice requirements to service APIs.
This solution has two procedures:

-
a procedure on the slice API configuration

-
a procedure on the slice API translation 

6.3.1.2
slice API configuration 

In this procedure, the VAL server initially provides an application requirement to enabler server including the service KPIs and the subscribed/preferred slices. Then, the slice enabler configures the mapping of the VAL application to a slice API which is a combination/bundling of northbound APIs (from both management and control plane). In particular, a slice API (or SDK) consists of telco-provided/platform dependent service APIs (e.g. NEF, OAM, SEAl, etc), and provides an abstraction/simplification on top of them. The procedure also covers the scenario where a trigger event occurs (e.g. QoS degradation, slice load) and the mapping configuration or the slice API configuration needs to change. In this scenario, the slice enabler updates the configuration of the API and provides a notification to the VAL server. 

Figure 6.3.1.2-1 illustrates a solution for the slice API configuration.
Pre-conditions:

1.
The VAL server has registered to receive network slice capability enablement services 


[image: image1.emf] 

VAL Server

2. slice API configuration & mapping to VAL 

application

Network Slice Capability 

Exposure Server

1. VAL application 

requirement request

5. slice API information 

3. subscription / registration to 5GS/SEAL 

services

4. VAL application 

requirement response

5GS/SEAL service/

API providers

7. Evaluation and slice API configuration update

6. Trigger Event

8. subscription / registration update to 5GS 

services

9. event notification

6. Trigger Event


Figure 6.3.1.2-1: slice API configuration
1.
The VAL server sends a VAL application requirement request to the network slice capability enablement server. This request provides the service requirements / KPIs, the capability exposure requirements and a preferred/subscribed slice identification (e.g. S-NSSAI or ENSI) 

2.
The network slice capability enablement server maps the VAL application requirement to a slice API which includes a list of APIs which are needed to be consumed as part of this service capability exposure (such APIs can be NEF APIs as specified in TS 29.522 clause 5 e.g. related to network monitoring, slice status, analytics exposure, SEAL APIs as specified in TS 23.434, OAM provided APIs). Such mapping can be determined at the network slice capability enablement server based on the VAL application exposure requirements or can be pre-configured per slice instance. The criteria for the mapping are the capability exposure requirement per slice (based on GST parameters, or from service/slice profile] as well as the capability exposure permissions/authorization for the API invoker. 

The network slice capability enablement server may also store the mapping of the slice API to the service API list and per service API information (e.g. data encoding, transport technology, API protocol and versions)

Editor's Note: The exposure of MnS via OAM-provided APIs requires coordination with SA5 and is FFS

3.
The network slice capability enablement server subscribes/registers to consume the corresponding APIs from the 5GS (NEF and OAM) and SEAL service producers. For example, network slice capability enablement server may subscribe to consume NEF monitoring events, or SLA monitoring from OAM.

4.
The network slice capability enablement server sends a VAL application requirement response to notify on the result of the request and indicate whether configuration of the slice API can be possible or not.

5.
The network slice capability enablement server sends the slice API information and optionally the slice to service API mapping to the VAL server.

6.
A trigger event is captured by the service/API providers (e.g. control plane, management plane, SEAL) or the VAL server side (application server relocation to different EDN/DN, UE mobility to different EDN, application change of behavior) or any other API related event captured by the network slice capability enablement server (e.g. failure, unavailability, high load).

7.
The network slice capability enablement server processes the trigger event and checks and updates the mapping of service APIs to the slice APIs. The objective is to keep the slice APIs unchanged, so the VAL server is not aware of any change (if not triggered by VAL server). To accomplish this, the service APIs may need to be updated accordingly. For example, if one service API changes (e.g. due to high load, unavailability,  ..) the mapping to service APIs should be updated (e.g. if service API is a Location API which is provided by 5GC in the first place, the update would trigger the remapping to a Location API from SEAL LMS) to avoid affecting the slice API.
8.
The network slice capability enablement server updates the subscription/registration to the underlying 5GS and SEAL service producers, if an update on the service APIs (e.g. NEF APIs, SEAL APIs, OAM provided APIs) is needed.

9.
The network slice capability enablement server optionally notifies the VAL server on the slice/service API related updates.
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